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1 Introduction

In the last RAN2 meeting, we discussed several key aspects for LTE based D2D discovery in RAN2. Since the scope of this Study Item is very large, a work prioritization is required and has been performed in RAN-61 plenary session to prioritize in-coverage discovery for Rel-12 [3]. In this contribution, we discuss the minimal functions that need to be supported in the Access Stratum to enable in-coverage discovery for Release-12.

2 Overview of Functional architecture for ProSe Discovery 

The high-level architecture was approved for ProSe in SA2 as shown in Figure 1[5]. A new entity, called ProSe Function is defined which may provide services to enable ProSe discovery, including discovery triggering, authorization, resource configuration in case the UE is out of coverage, handling of ProSe identifiers, etc. It may also provide an interface to a third-party ProSe Application. The ProSe function may interface with 3GPP defined logical entity in the UE, called ProSe Client, over the PC3 interface. Alternatively, the ProSe Function could interface with the MME, and interface with the ProSe Client in the UE through NAS messaging.
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Figure 1  ProSe Reference Architecture [5]
From the perspective of RAN2, the functionality to be supported for discovery could either reside in the Physical layer, the Access Stratum or the Higher Layers e.g. NAS or ProSe Client or non-3GPP defined Applications. The rest of document analyzes a separation of functionality between the Access Stratum and Higher Layers in the UE to enable timely completion of study item.
3 Discovery Functions

3.1 Functions performed in AS

3.1.1 Radio Resource Management for In-coverage Scenarios

In RAN1 74[2], a framework for resource allocation using Type 1 framework was agreed for initial evaluations. Type 1 framework would imply the in-coverage resource allocation may be performed by the network on a “non-UE specific” basis, and may be semi-static in nature. 

From RAN2 perspective, support for Type 1 framework implies the NW would need to allocate a block of resources in a semi-static manner, and UEs perform a resource selection function to select a resource from the allocated resource block, with the probability of the collisions depending on the design of the resource selection function in RAN1. It can be considered that, similar to RACH, some sort of AS involvement may be useful to monitor the resource selection and contention resolution, for e.g. in case of repeated collisions, but this aspect is very dependent on RAN1 discussions, so we should wait for input from RAN1 to see if anything is required.
Observation 1: Semi-static resource allocation for ProSe Discovery can be performed in the AS for in-coverage,  for e.g. by RRC signaling.

Proposal 1: Agree that contention based non-UE specific semi-static resource allocation is considered a baseline for ProSe Discovery Resource Allocation.

Proposal 2: Agree that RAN2 should leave open for now if some sort of AS intervention is desired for resource management, and wait for further input from RAN1.

3.1.2 Transmission and Reception of Discovery PDUs

One of the key functions performed by the access stratum is the transmission and reception of discovery PDUs. Depending on the use case and discovery configuration, a UE may be in announcing mode or monitoring mode or both. The announcement message is to advertise the identifiers associated with the UE and the user applications running on the UE. The Higher Layers (e.g. the ProSe client) could interface with the core network (e.g. ProSe function) or be pre-configured to obtain the identifiers associated with UEs registered user applications.

Observation 2: For Announcing UEs, Access Stratum should be responsible for transmitting advertisements. The information transmitted may be available from Higher Layers (either via EPC or pre-configured values). 

At reception of discovery beacons, the access stratum may need to filter information sent to the Higher Layers. The filtering may be performed using information broadcast in the L2 header, such as discovery type (open/restricted), message type (request/response), etc.

Additionally, the receiver has to maintain a list of identifiers (or announcement codes) of interest and perform a “matching function” to detect proximity when a ProSe identifier of interest is found. When a discovery beacon is received, the Access Stratum could look for a match, and send an indication to the Higher Layers. Alternatively, the AS can send each received identifier transparently to the Higher Layers, so proximity detection can be performed at the Higher Layer (e.g. ProSe Client). 

For the objective of minimizing complexity, the latter alternative seems more desirable. Additionally, for restricted discovery, the source information may be encrypted and if the security function is performed in the Higher Layers, it will be only possible to decode and match in Higher Layers. 

Observation 3: For Monitoring UEs, the Access Stratum may perform filtering based on FFS L2 information. 

Observation 4: From RAN2 perspective, the matching function to support Proximity Detection may be easier handled in Higher Layers (e.g. ProSe Client). 

3.1.3  Discovery Protocol/Structure of Discovery Message over the Air

The access stratum would need to define the Discovery Protocol and structure of the Discovery Beacon. The information encoded in the Discovery Beacon may include an Access Stratum Header, and the content of the header needs to be defined. 

One aspect to consider in the beacon design is which discovery models need to be supported in the discovery protocol. The discovery mechanism may be a PUSH or PULL mechanism such that the discovery process is initiated by the announcer or by the monitoring UE [[5] Section 6.1.1.2.3 and 6.1.3]. By design, the PULL model is more applicable for targeted discovery, where the discovering UE is transmitting certain information of interest. Based on latest SA2 discussions, the main use case for targeted discovery is considered to be for public safety. Since discovery is considered optional for public safety devices in Rel-12, it is not clear if support for PULL is necessary for now. Thus, we think RAN2 should focus on PUSH model for REL-12.

Observation 5: RAN2 should be responsible for the Discovery Protocol and Discovery Beacon message structure.

Proposal 3: Agree that PUSH model is prioritized for Rel-12. Need for PULL model is FFS.

3.2 Functions performed by Higher Layers

3.2.1 Resource Allocation 

For out-of-coverage scenarios, the resource allocation would need to be pre-configured, and some means would need to be discussed for AS to obtain the pre-configured values from Higher Layers. Although this is down-prioritized, for forward compatibility it would be useful to agree on a common approach for both in-coverage and out-of-coverage scenarios.

Another aspect that has been discussed is support for resource allocation for inter-eNB discovery scenarios. The coordination of resources between eNB can be through the EPC (e.g. ProSE function or MME) or through OAM. 

Thirdly, the inter-PLMN discovery use case needs to be supported when RAN sharing is enabled [4]. This would also imply some coordination may be necessary to make sure common resources are available for discovery, but this can be handled at Higher Layers, for e.g. OAM, and can be mostly transparent to RAN2.

Observation 6: Resource allocation for out-of-coverage scenarios needs to be available from Higher Layers. (e.g. pre-configured values)
Observation 7: Resource Coordination for inter-eNB and inter-PLMN discovery can be performed by Higher Layers (e.g. OAM).
3.2.2 Management of Identifiers

SA2 has discussed the use of identifiers in the ProSe discovery procedure. From RAN2 perspective, the NAS or ProSe Client could manage Identifiers, including obtaining fresh identifiers for new applications, refreshing identifiers periodically, revoking identifiers when authorization is revoked, etc. 

Based on solutions described in 23.703 [5], the ProSe Identifiers can be device level (ProSE UE Id) identifiers or service level (derived as a function of the user and application).  Depending on the Identifiers used for discovery, the proximity detection can be performed at the device level or service level, or in stages, first at the device level and then at the service level.

Observation 8: From RAN2 perspective, the management of Identifiers used for Proximity Discovery can be performed by Higher Layers (e.g. ProSe Client).

3.2.3 Discovery configuration, Triggers and Authorization

· Discovery Configuration: The discovery configuration information should be provided by Higher Layers, and could include parameters to be use for filtering (e.g. discovery type), range of discovery, triggers to start or stop the discovery, etc. The Higher Layers may also provide the triggers on when to start or stop a discovery process. 

· Discovery Authorization: There are two types of discovery proposed in the SA1 requirements, open applies where there is no explicit permission that is needed from the UE being discovered, and restricted discovery only takes place with explicit permission from the UE that is being discovered. For restricted discovery, we think it would be simplest for the authorization procedure could be managed by Higher Layers, and the AS may, if necessary, be provided indication when this authorization is obtained, refreshed or revoked. Alternatively, the AS may periodically ask for re-authorization when authorization expires. 
· Discovery Triggers:

· Each UE should be configured when it can start and stop participation in ProSe discovery. A UE should not always need to listen, and then for the purpose of power savings, it would be necessary for AS to obtain a trigger when the UE can start participation in discovery. Additionally, based on SA1 requirements, the operator needs to be able to revoke discovery authorization at any time. 

· The Higher Layers should provide individual start/stop triggers for each discovery session. Each discovery session/instance could be started by EPC or ProSe server either through NAS or directly through ProSe client. The stop process may be modeled differently – i.e. either the UE polls for authorization after fixed duration or UE continues discovery session indefinitely, until the NW sends explicit stop indication. 
A discovery session is characterized by the transmission of one or more discovery beacons by a ProSE TX UE, as illustrated in Figure 2.  
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Figure 2
Observation 9: From RAN2 perspective, the ProSe Discovery configuration information, and triggers to start/stop discovery can be available from Higher Layers. 

Observation 10: From RAN2 perspective, the ProSe Discovery Authorization for new and ongoing discovery processes can be obtained by Higher Layers. The interaction of Higher Layers with AS (i.e. whether AS requests re-authorization or is provided with indication) is FFS.

3.2.4 Security

SA1 has requirements for maintaining the confidentiality of the subscriber, UE and user’s permanent SA1 has requirements for maintaining the confidentiality of the subscriber, UE and user’s permanent identities when ProSe discovery is used, and authenticity of the ProSe discovery information [3]. Furthermore, for restricted discovery, the ProSe Discovery information of the transmitting UE needs to be protected and only decidable by users that have been authorised by the operator. 

Observation 11: If ProSe Client is defined by 3GPP, the SA1 security requirements can be fulfilled by Access Stratum or ProSe Client.

Since the Identity Management is easier performed at the ProSe Client/NAS, the simplest option will be to assume the confidentiality and authentication are also performed there, and Access Stratum transparently sends/receives discovery payload message. For confidentiality, the ProSe Client can use restricted keys of the UEs it has already obtained authorization for. Authentication can also be handled at the ProSe Client for e.g. by using a message authentication code. The key management and configuration details could be performed by the ProSe Client communicating with ProSe Function either over user plane or in conjunction with the NAS.
The main concern with this approach is that it limits the filtering possible at the AS, which leads to additional latency and processing load at the Higher Layers. 

Proposal 4: RAN2 should check with SA1 and SA3 if security provided by Higher Layers (e.g. ProSe Client/NAS) is sufficient for ProSe Discovery.
Another option is to adapt the current L2 security mechanism for ProSe discovery.  
4 Conclusion

This contribution identifies a number of aspects and proposes the following functional split. 

1. Based on the Observations 1-10, the following functionality split is proposed for ProSE Discovery. RAN2 is requested to agree to Table 1 and capture in the TR.
	Functionality
	Performed in the AS
	Performed in Higher Layers

	Transmission/Reception of Discovery Beacons
	X
	

	Resource Allocation/Radio Resource Management
	FFS
(in-coverage)
	X

(out-of-coverage, inter-eNB, inter-PLMN)

	Definition of Discovery Protocol
	X
	

	Structure of Discovery Message over the Air
	X
	

	Management of Identities
	
	X

	Discovery Configuration 
	
	X

	Discovery Authorization
	
	X

	Discovery Triggers

(UE-level and Session-level)
	
	X

	Proximity Detection Function at Reception (based on Identifier /Code Match)
	
	X

	Security
	FFS
	FFS


2. RAN2 is requested to discuss and agree to the following proposals:

Proposal 1: Agree that contention based non-UE specific semi-static resource allocation is considered a baseline for ProSe Discovery Resource Allocation.

Proposal 2: Agree that RAN2 should leave open for now if some sort of AS intervention is desired for resource management, and wait for further input from RAN1.

 Proposal 3: Agree that PUSH model is prioritized for Rel-12. Need for PULL model is FFS.

 Proposal 4: RAN2 should clarify with SA1 and SA3 if ProSe Client/Application Layer security is      sufficient for ProSe Discovery.
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