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1
Introduction
It is prioritized that D2D communication will focus on one-to-many broadcast communication primarily for public safety. Following agreements are made in 3GPP RAN2#83 [1]:

	1
Public Safety Communication should be possible irrespective of availability of infrastructure coverage. Whether this needs to be achieved by D2D direct communication in all cases (e.g. in-coverage) remains to be studied. 

2
We assume that D2D direct communication cannot be restricted to a dedicated carrier, i.e., D2D direct communication may appear on the same carrier as regular LTE. FFS how the NW can control (in particular for UEs in coverage) which resources they use for D2D communication. 


RAN1 has achieved following agreement in 3GPP RAN1#74 for D2D broadcast communication [2]:

	Agreement: Baseline for the broadcast communication on which RAN plenary has tasked RAN1 to focus, is that no closed loop physical layer feedback is used; can be revisited if significant benefits of introducing some such feedback are shown. 


In this document the protocol stack and required modifications are discussed in light of the agreements made in RAN1 and RAN2. 
2
Discussion
D2D one-to-many broadcast communication is the mechanism of communication between UEs of a group for public safety. It is agreed in RAN2#83 that public safety communication should be possible irrespective of availability of infrastructure coverage. Since out of coverage is a new scenario for which pre-configuration are required for various layers, it is beneficial to design the system for this and later on in-coverage can be considered as part of optimization. Out of coverage one-to-many broadcast communication is higher priority compared to in-coverage for Rel-12 [3] [4].
Proposal 1: It is proposed to design public safety broadcast communication for out of coverage scenario; and later on in-coverage can be considered as an optimization.

RAN1 has decided to design broadcast communication without closed loop physical layer feedback. This decision simplifies the design a lot. For simplicity of the design we should also follow similar approach in RAN2. So we can assume there won’t be feedback at RLC and PDCP layers. The rest of the document follows this assumption.
Proposal 2:
No layer 2 feedback is necessary for broadcast communication.
Now we discuss public safety broadcast communication mainly from AS but also NAS point of view.
2.1 Access Stratum for Public Safety Broadcast communication

2.1.1 RRC

From public safety broadcast communication point of view, the following functionalities of RRC needs to be considered:

1. State machine: As we need to design the system for out of coverage case, a mechanism is needed so that RRC can transition to the proper state autonomously. This can be achieved by an indication (broadcast public safety communication indication) from a public safety application (or alternatively from NAS; when NAS receives this indication from a PS application) to RRC. Whenever public safety application is activated by the user this indication is provided to RRC. In response to the indication, RRC transitions to a new state specific for D2D broadcast communication operation. This state is different from existing RRC state of Idle/connected. When RRC transition to this state it doesn’t affect WAN RRC state.
Proposal 3: When a PS application is activated by user, there is an RRC transition to new state specific for D2D broadcast communication. This new state is independent of WAN RRC state.
2. Configuration of other layers: When RRC moves to the new state specific for D2D broadcast communication in response to indication from public safety application, the RRC configures other layers (i.e. PDCP, RLC, MAC) for broadcast operation. RRC can have this information pre-provisioned so that it can work in out of coverage scenario as well.
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Figure 1: Protocol architecture for D2D broadcast communication for public safety
Proposal 4: RRC configures other layers based on pre-provisioned parameters when it moves to a state specific to D2D broadcast communication.
3. Connection Management: As there is no peer to peer connection, public safety broadcast communication can be considered as a connectionless approach. Therefore, there is no need for connection management. 
Proposal 5: Public safety broadcast communication can be considered as a connectionless approach as there is no peer to peer connection. Therefore, there is no need for connection management.

2.2 PDCP
1. Header compression: In case of eMBMS header compression at PDCP is not used. However the primary purpose of broadcast communication for public safety is voice; so header compression is required. Header compression can help reduce the header size. We cannot count on feedback from PDCP, as discussed earlier; so header compression without feedback is needed. ROHC supports three modes; one of the mode known as Unidirectional mode (or U-Mode) can be used for this purpose. In this mode, the transmitter periodically sends a full header to enable the decompressor to avoid errors. The other two modes are bidirectional and require feedback; hence they are considered out of scope for public safety broadcast communication.
Proposal 6: U-Mode is used for header compression in PDCP for D2D broadcast operation for public safety.
2. Ciphering: Security is an important aspect of public safety communication. SA3 needs to discuss the security framework for public safety broadcast communication. Based on SA3 study, we can work on this aspect later on.

Proposal 7: Security aspects can be incorporated in WI phase based on input from SA3 study.
3. In-sequence delivery and duplicate detection: These functions can be used as it is without any change.

2.3 RLC
As discussed above, we can consider no feedback for public safety broadcast communication so RLC UM mode can be used for user data without any change. RLC TM mode might not be required to be used, as we believe there will be no need to transfer any control plane messages due to following reasons:

1. Public safety broadcast communication can be considered as a connectionless approach as there is no peer to peer connection. Therefore, there is no need for connection management.

2. Group is preconfigured and there is no need for on the fly group formation

3. Radio resource information is preconfigured for out of coverage scenario.

Proposal 8: RLC UM is used for D2D broadcast communication.
2.4 MAC

An important functionality of MAC for broadcast communication is multiplexing. To achieve this functionality, a new logical channel needs to be defined for D2D broadcast communication (say D-BCCH). This D-BCCH maps to the transport channel defined by RAN1 for broadcast communication for public safety. 
It is also important to distinguish the broadcast of one group from another group so that UE forwards only relevant packets (i.e. packets belong to the groups UE is interested in) to upper layer for further processing. This can be achieved by embedding a group ID into each packet transmitted by any transmitter of the group. For example, a Direct Group ID (DGI) can be preconfigured by higher layers and provided to MAC (or a derivative of DGI) at the time of configuration of MAC when RRC is activated for D2D broadcast communication. 
The size of this Group ID is TBD. As en example, an 8 bit field is shown in the figure below depicting a new MAC subheader for D2D broadcast communication. It is also useful to know the source ID (i.e. transmitter ID) in the group; so a transmitter ID can also be part of the new MAC sub header. Source ID is also pre-provisioned in the UE similar to pre-provisioned group ID. This subheader will be used each time a MAC SDU is to be broadcasted.

Figure 2: MAC sub-header format for D2D broadcast communication

Proposal 9: New logical channel ID, MAC subheader containing group ID and Source ID for D2D broadcast communication is required.
A high level procedure of one-to-many (broadcast) communication for public safety is shown below from [5]. 
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Figure 3: Direct One-to-Many Communication procedure [5]

Once the public safety application is activated in the UE, the UE starts monitoring all the broadcast channels to see if there is any packet from the group it is interested in. This always monitoring mode can drive up the power consumption.  Hence, to optimize the power consumption, a group session announcement type of mechanism can be used. 
For example, all the UEs periodically monitor certain radio resources for the announcement of a member UE from the group of interest. The announcement is just an indication that the UE is about to broadcast data so that all the UEs of the group start monitoring all the broadcast continuously. 
Since D2D broadcast communication is considered for public safety and those UEs can have battery backup of very high capacity, any power consumption reduction can be considered as optimization in future releases.  
Proposal 10: Group session announcement type mechanism for power saving can be considered as an optimisation in later releases.
This means that we can have a base version of D2D broadcast communication in Rel-12 and in later releases to achieve power efficient operation we can introduce session announcement type of mechanism. We can introduce a new MAC CE for the purpose of group session announcement. There can be a new LCID in the uplink defined for this new MAC CE.

This MAC CE can contain:
1. Group ID

2. Source ID

3. Optionally Priority of the session

4. Optionally time interval for which lower priority session of same or other group should not start (NA TIME).


Figure 4: MAC CE for possible group session announcement for power saving in D2D broadcast communication

Observation 1: Group session announcement for D2D broadcast communication to save power can be achieved by means of new MAC CE as discussed above.
2.5 PHY
Physical channel for public safety will be defined by RAN1. A Mechanism for public safety broadcast communication is presented in [6]; where resource selection is performed in distributed manner. Hence there is no need for central entity for resource management. 
2.2 Non Access Stratum (NAS) for Public Safety Broadcast communication

As mentioned above, when the public safety application is activated by the user, the application sends an indication to NAS. In response to the indication, NAS configures itself and optionally configures RRC. Part of this configuration may involve provisioning individual IP address for the UE, priority for the groups handling and an IP multicast address for the groups where the UE has the group membership [5]. The NAS also configures a bearer specific to D2D broadcast communication and associated TFTs.
Proposal 11: Include text proposal as given in the annex to the TR 36.843.
4
Conclusion 

In this contribution D2D broadcast communication for public safety is discussed. We propose:

Proposal 1: It is proposed to design public safety broadcast communication for out of coverage scenario; and later on in-coverage can be considered as an optimization.
Proposal 2:
No layer 2 feedback is necessary for broadcast communication.

Proposal 3: When a PS application is activated by user, there is an RRC transition to new state specific for D2D broadcast communication. This new state is independent of WAN RRC state.
Proposal 4: RRC configures other layers based on pre-provisioned parameters when it moves to a state specific to D2D broadcast communication.
Proposal 5: Public safety broadcast communication can be considered as a connectionless approach as there is no peer to peer connection. Therefore, there is no need for connection management.
Proposal 6: U-Mode is used for header compression in PDCP for D2D broadcast operation for public safety.
Proposal 7: Security aspects can be incorporated in WI phase based on input from SA3 study.
Proposal 8: RLC UM is used for D2D broadcast communication.
Proposal 9: New logical channel ID, MAC subheader containing group ID and Source ID for D2D broadcast communication is required.

Proposal 10: Group session announcement type mechanism for power saving can be considered as an optimisation in later releases.
Proposal 11: Include text proposal as given in the annex to the TR 36.843.
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Annex
*********************************Text Proposal start**********************************
D2D one-to-many broadcast communication is the mechanism of communication between UEs of a group for public safety. It is assumed that there is no feedback from RLC, PDCP for a simplified design. Modification required for each radio protocol layer is mentioned below: 
2.1 Access Stratum for Public Safety Broadcast communication

2.1.1 RRC

From public safety broadcast communication point of view, the following functionalities of RRC needs to be considered:

1. State machine: As we need to design the system for out of coverage case, a mechanism is needed so that RRC can transition to the proper state autonomously. This can be achieved by an indication (broadcast public safety communication indication) from a public safety application (or alternatively from NAS; when NAS receives this indication from a PS application) to RRC. Whenever public safety application is activated by the user this indication is provided to RRC. In response to the indication, RRC transitions to a new state specific for D2D broadcast communication operation. This state is different from existing RRC state of Idle/connected. When RRC transition to this state it doesn’t affect WAN RRC state.

2. Configuration of other layers: When RRC moves to the new state specific for D2D broadcast communication in response to indication from public safety application, the RRC configures other layers (i.e. PDCP, RLC, MAC, PHY) for broadcast operation. RRC can have this information pre-provisioned so that it can work in out of coverage scenario as well.
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Figure 1: Protocol architecture for D2D broadcast communication for public safety

3. Connection Management: As there is no peer to peer connection, public safety broadcast communication can be considered as a connectionless approach. Therefore, there is no need for connection management. 

2.2 PDCP
1. Header compression: In case of eMBMS header compression at PDCP is not used. However the primary purpose of broadcast communication for public safety is voice; so header compression is required. Header compression can help reduce the header size. We cannot count on feedback from PDCP, as discussed earlier; so header compression without feedback is needed. ROHC supports three modes; one of the mode known as Unidirectional mode (or U-Mode) can be used for this purpose. In this mode, the transmitter periodically sends a full header to enable the decompressor to avoid errors. The other two modes are bidirectional and require feedback; hence they are considered out of scope for public safety broadcast communication.

2. Ciphering: Security is an important aspect of public safety communication. SA3 needs to discuss the security framework for public safety broadcast communication. 

3. In-sequence delivery and duplicate detection: These functions can be used as it is without any change.

2.3 RLC

As discussed above, we can consider no feedback for public safety broadcast communication so RLC UM mode can be used for user data without any change. RLC TM mode might not be required to be used, as there will be no need to transfer any control plane messages due to following reasons:

4. Public safety broadcast communication can be considered as a connectionless approach as there is no peer to peer connection. Therefore, there is no need for connection management.

5. Group is preconfigured and there is no need for on the fly group formation

6. Radio resource information is preconfigured for out of coverage scenario.

2.4 MAC

An important functionality of MAC for broadcast communication is multiplexing. To achieve this functionality, a new logical channel needs to be defined for D2D broadcast communication (say D-BCCH). This D-BCCH maps to the transport channel defined by RAN1 for broadcast communication for public safety. 

It is also important to distinguish the broadcast of one group from another group so that UE forwards only relevant packets (i.e. packets belong to the groups UE is interested in) to upper layer for further processing. This can be achieved by embedding a group ID into each packet transmitted by any transmitter of the group. For example, a Direct Group ID (DGI) can be preconfigured by higher layers and provided to MAC (or a derivative of DGI) at the time of configuration of MAC when RRC is activated for D2D broadcast communication. 

The size of this Group ID is TBD. As an example, an 8 bit field is shown in the figure below depicting a new MAC subheader for D2D broadcast communication. It is also useful to know the source ID (i.e. transmitter ID) in the group; so a transmitter ID can also be part of the new MAC sub header. Source ID is also pre-provisioned in the UE similar to pre-provisioned group ID. This subheader will be used each time a MAC SDU is to be broadcasted.


Figure 2: MAC sub-header format for D2D broadcast communication

A high level procedure of one-to-many (broadcast) communication for public safety is shown below from [5]. 
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Figure 3: Direct One-to-Many Communication procedure [5]

Once the public safety application is activated in the UE, the UE starts monitoring all the broadcast channels to see if there is any packet from the group it is interested in. This always monitoring mode can drive up the power consumption.  Hence, to optimize the power consumption, a group session announcement type of mechanism can be used. 

For example, all the UEs periodically monitor certain radio resources for the announcement of a member UE from the group of interest. The announcement is just an indication that the UE is about to broadcast data so that all the UEs of the group start monitoring all the broadcast continuously. 

Since D2D broadcast communication is considered for public safety and those UEs can have battery backup of very high capacity, any power consumption reduction can be considered as optimization in future releases.  

This means that we can have a base version of D2D broadcast communication in Rel-12 and in later releases to achieve power efficient operation we can introduce session announcement type of mechanism. We can introduce a new MAC CE for the purpose of group session announcement. There can be a new LCID in the uplink defined for this new MAC CE.

This MAC CE can contain:

5. Group ID

6. Source ID

7. Optionally Priority of the session

8. Optionally time interval for which lower priority session of same or other group should not start (NA TIME).


Figure 4: MAC CE for possible group session announcement for power saving in D2D broadcast communication

*********************************Text Proposal End**********************************
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