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1
Introduction
This document discusses how the solutions 1, 2 and 3 work if there is no ANDSF. 
2
Discussion
2.1
Clarification of RAN guidance
For solution 1, UE uses the RAN assistance information UE measurements and information provided by WLAN and policies that are obtained via the ANDSF or via existing OMA-DM mechanisms or pre-configured at the UE to steer traffic to WLAN or to RAN [1]. [2] provided some details of alternative ways to provide the “policies” to address the issue if there is no ANDSF. 
RAN has provided the guidance that solutions should work without ANDSF. "Without ANDSF" does not mean "without an ANDSF server to obtain the policies provide by the operator", it means without application level policies provided by the operator, otherwise all solutions can anyway obtain the "policies" by using the solution proposed by [2], and this requirement makes no sense. 
Proposal 1: 3GPP-WLAN interworking should work with and without ANDSF, i.e. with and without application level policies provided by the operator.

Based on the understanding above, it is obvious that solution 1 can only be used with ANDSF. 
Observation 1: solution 1 can only be used with ANDSF.
2.2
WLAN/3GPP interworking mechanisms
According to the requirement in [1], all candidate solutions “should be compatible with all existing CN WLAN related functionality, e.g. seamless and non-seamless offload, trusted and non-trusted access, MAPCON and IFOM”. In general, 3 main CN WLAN/3GPP interworking mechanisms are defined by SA2/CT1:
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Figure 2.1-1: WLAN/3GPP IWK mechanisms
· NSWO: Non-Seamless WLAN offload, also called direct IP Access through WLAN,  is a widely accepted way of providing Internet access through WLAN.
· IFOM: IP Flow Mobility and Seamless Offload is a mechanism for a UE to simultaneously connect to 3GPP access and WLAN and transmit different traffic flows belonging to the same PDN connection through different accesses. 
· MAPCON: Multi Access PDN Connectivity allows UEs to establish different PDN connections through different access networks. The UE can transfer all or subset of PDN connections from one access network to another.

In some mechanisms, different alternatives are also possible (e.g. S2a or S2b based, IP address preservation or not). NSWO is the simplest method and it can work with any WLAN. However, it does not allow access to the EPC so other methods are needed. SA2/CT1 has defined corresponding signalling procedures for a UE to initiate each mechanism, i.e. the UE should know which mechanism is supported by each WLAN. Such information is normally provided to the UE through ANDSF. When there is no ANDSF, the RAN should provide the necessary information to the UE. 
Observation 2: For 3GPP-WLAN radio interworking without ANDSF, the RAN should indicate to the UE which mechanism to use when offloading traffic from 3GPP to a certain WLAN. 
2.3
3GPP to WLAN offloading granularity
 The simplest is that a UE always offloads all traffic from 3GPP to WLAN. Such an approach seems rather risky e.g. it could highly increase the risk of dropping voice calls due to mobility to WLAN and UE mobility after moving the call to WLAN. Also, as IMS will be terminated in the EPC, it prevents an IMS capable UE to use NSWO.
Observation 3: Per UE offloading from 3GPP to WLAN might affect user experience severely and prevent the use of NSWO (e.g. as soon as IMS is deployed). 

The following alternatives are possible:
· The UE offloads everything except traffic identified in 3GPP specifications
If operators only want to exclude IMS voice and Multi-Media Telephony (MMTEL), it would be possible to specify this directly e.g. in TS 24.302. If some operator want to sometimes offload all traffic, e.g. to operator specific WLAN, but sometimes not, e.g. to roaming partner WLAN, the RAN could indicate with 1 bit whether to offload all traffic or not. This approach does not allow introducing other services which the operator prefers not to offload to WLAN.
· The RAN indicates which APN(s) to offload
Separate APN(s) could be used for traffic flows that may be offloaded to WLAN and traffic flows that may not (e.g. some operator’s own services, IPTV) and the RAN could know which APN can be offloaded to which WLAN. Such a mechanism could be used via broadcast signalling and dedicated signalling. In the case of dedicated signalling, knowing which APN is mapped to which DRB is useful to predict how much traffic will be offloaded.
· The RAN indicates which DRB(s) to offload
Separate APN(s) or DRB(s) could be used for traffic flows that may be offloaded to WLAN and traffic flows that may not. This requires the RAN to know which DRB can be offloaded to which WLAN (or to know which APN can be offloaded to WLAN and which DRB belongs to which APN). Such a mechanism is only suitable for dedicated signalling.
Observation 4: Per APN (via broadcast or dedicated signalling) or per DRB (via dedicated signalling) offloading provides some flexibility but requires to provide additional information to the RAN (e.g. which APN can be offloaded to which WLAN and which APN is mapped to which DRB).
For simplicity, it could be considered to only exclude IMS voice/MMTEL and rely on ANSDF to provide more flexibility. However, per APN offload would have very limited impact to 3GPP specifications (APN information is already provided to the RNC for SIPTO, it is only need to provide it to the eNB as well) and its complexity for the UE would be much smaller than ANDSF.
Proposal 2: Support per-APN or per-DRB offloading from 3GPP to WLAN without ANDSF.

2.4
Traffic flows initiated after offloading from 3GPP to WLAN
After traffic flow offloading to the WLAN, UE then has 2 available connections. It is possible that UE may initiate new traffic flow transmissions afterward.
· If the RAN indicates which APN(s) to offload, the UE knows which traffic belongs to which APN so it can decide to initiate the new flow on WLAN or 3GPP based on the APN.
· If the RAN indicates which DRB(s) to offload, the simplest is that the UE uses the TFTs of the offloaded DRBs to decide to intiate the new flow on WLAN or 3GPP.
Otherwise, if there is no RAN information can be applied to the new traffic flow, then UE should initiate the new traffic flow on RAN side.
2.5
WLAN to RAN offloading
Offloading from WLAN to RAN can be triggered by poor WLAN coverage or high WLAN load. In these cases, all  traffic should be offloaded back to RAN. If  the traffic was initially moved with NSWO/MAPCON/IFOM with(out) IP address preservation, it seems reasonable to use the same method when offloading the same traffic in the opposite direction.
Proposal 3: When traffic is moved from WLAN to 3GPP, all the traffic flows are moved (except for those which the user prefers to keep on WLAN only) using the same interworking methods and options like when it was moved from 3GPP to WLAN.

3
Conclusion
We discussed 3GPP-WLAN interworking without ANDSF and propose the following:
Proposal 1: 3GPP-WLAN interworking should work with and without ANDSF, i.e. with and without application level policies provided by the operator.

This implies that solution 2 and or solution 3 should be used when ANSDF is not present.

Proposal 2: Support per-APN offloading from 3GPP to WLAN without ANDSF.

Proposal 3: When traffic is moved from WLAN to 3GPP, all the traffic flows are moved (except for those which the user prefers to keep on WLAN only) using the same interworking methods and options like when it was moved from 3GPP to WLAN.
After RAN2 decide on the granularity of the offloading, we propose to select the information from the Annex which is useful and send a LS to SA2.
4
Annex: Specification impacts of solution 2&3 without ANDSF
4.1
Information that RAN may need

For both solution 2&3, following information may be necessary for RAN:
· APN information: as mentioned in section 2.2, RAN needs to know the meaning of the APN(s), e.g. whether the traffic flows of the APN(s) should be transmitted to CN and whether the seamless offloading is necessary for the APN(s), which can be achieved by e.g. pre-configuration.

· WLAN information: 

· Identifiers of WLAN(s)

· What IWK mechanism(s) the WLAN(s) can support for offloading from RAN to WLAN.

· Association between APN and RB: as explained in section 2.2, CN may need to provide the association between APN and UE bearer, which can be done in e.g. UE EPS bearer setup procedure.

· Indication of RB: as explained in section 2.2, if the offloading granularity is RB based, then CN needs to provide the indication of RB whether the traffic flows of the RB should be transmitted to CN, which can be done in e.g. UE EPS bearer setup procedure.

· UE capability: in addition for solution 3, in order to indicate properly, RAN may also need to know the capability of UE that which IWK mechanism(s) it can support. This could be achieved through the UE capability transfer procedure defined in [3].

4.2
Specification impacts of solution 3

(1) RAN dedicated signalling
The impacts are on the RRC signalling, which may consist of following elements:
Offloading from RAN to WLAN
· Offloading indication: trigger UE offloading from RAN to WLAN.

· Candidate WLAN(s): if there is no ANDSF, it is necessary for RAN to provide candidate WLAN(s) to UE for the offloading in the dedicated signalling.
· WLAN/3GPP IWK mechanism flag: indicate what IWK mechanism UE should use to offload to the target WLAN. 
· IP preservation flag: indicate whether seamless offloading is used in case the offloading mechanism is MAPCON.

· RB identifier: indicate which RB(s) should be offloaded to WLAN. 
Note that, as mentioned in section 2.2, if the offloading granularity is APN, then RAN should indicate UE offload all RB(s) that belong to the same APN.

Table 2.5-1 gives some examples of implementation RAN signalling of “RAN to WLAN” offloading. 

Table 2.6-1: examples of “RAN to WLAN” offloading signalling
	
	Offloading indication
	WLAN info.
	IWK mechanism
	IP preservation
	offloading granularity

	1
	RAN to WLAN
	e.g. SSID(s)
	NSWO
	-- (Not support)
	APN/RB

	2
	RAN to WLAN
	e.g. SSID(s)
	IFOM
	-- (support)
	RB

	3
	RAN to WLAN
	e.g. SSID(s)
	MAPCON
	Optional
	APN



Offloading back from WLAN to RAN
· Offloading indication: trigger UE offloading back from WLAN to RAN.

(2)
RAN defined rules to steer IDLE UE back from WLAN to RAN
These rules are implemented in a broadcasting manner with some RAN defined parameters.

· RAN parameter: the RAN parameters may include some thresholds associated to the rule for UE to trigger offloading back from WLAN to RAN.

4.3
Specification impacts of solution 2
If the solution 2 is  implemented through broadcasting, then following elements should be considered:
 (1) RAN rules for offloading from RAN to WLAN

These rules may be implemented in a dedicated signalling or broadcasting manner,
· APN identifier: indicate which APN the RAN rules are applied to.

· RAN parameter: the RAN parameters may include some thresholds, which are associated to the RAN pre-defined rules for offloading the traffic flows of this APN from RAN to WLAN.

· IP preservation flag: indicate whether seamless offloading is used for this APN, in case the offloading mechanism is MAPCON.

· Candidate WLAN(s): provide candidate WLAN(s) to UE for the offloading.
· WLAN/3GPP IWK mechanism flag: indicate what IWK mechanism(s) the WLAN can support for offloading from RAN to WLAN.

(2) RAN rules for offloading back from WLAN to RAN

These rules are implemented in a broadcasting manner with some RAN defined parameters.

· RAN parameter: the RAN parameters may include some thresholds associated to the rule for UE to trigger offloading back from WLAN to RAN.

Note that, the rules can be applied to both RRC_CONNECTED and IDLE UEs.
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