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1
Introduction
TSG RAN recently approved a new Rel-12 UTRAN Study Item: “Study on Further EUL Enhancements” [1]. One of the objectives of this study is to identify improvements and potential solutions related to access control mechanisms providing efficient approaches for UTRAN to handle uplink overload.

During RAN2#83 meeting, there was a contribution [2] identifying retry mechanism limitations during Connection Request and Cell Update procedures. To address these limitations, it was proposed to consider improvements related to introducing domain specific versions of the retry timers T300 / 302 timers and counters N300 / 302 as part of this Study Item.

During online discussion, some companies raised questions related to the potential use case and details of the proposed solution. This contribution tries to address those questions, provides more details related to the problematic scenario and the solution, clarifies the motivation for extending the current functionality and proposes a possible way forward.
2
Discussion

2.1 Use case analysis
The analysis in this section will be performed based on the RRC connection establishment procedure used as an example. However it should be noted, that similar analysis also applies to the Cell Update procedure, with corresponding timer T302 and counter N302.
As it was described in [2], in some cases, the network is unable to acknowledge all the UEs’ connection establishment requests on the uplink (e.g. RRC Connection Request message in IDLE state) with either RRC Connection Setup or RRC Connection Reject messages in IDLE state on the downlink. In particular this could be caused by the following reasons:


a)   Network not being able to detect the UE message on the uplink, e.g. as a result of increased uplink interference experienced at the Node-B during congestion.
b)   Insufficient network processing power or resources (i.e. at Node-B or RNC) – network could ignore RRC Connection Requests as soon as overload is detected.
c)   UE not being able to detect the network message on the downlink, e.g. as a result of increased downlink interference experienced at the user terminal during congestion.
It may be observed that normally both in case (a) and (b), the network should be able to reliably detect the problem and then initiate required preventive actions typically using common based signalling procedures and known mechanisms (e.g. Access Class Barring, Extended Access Barring, Domain Specific Access Control mechanisms) by updating System Information Blocks data. However in case of (c), the reliable detection of the congestion problem in the network may not be possible and as a result, the corresponding preventive mechanism could not be triggered. Furthermore, the fact of the increased downlink interference experienced at the user terminal during congestion could impact the SIB reception performance in the UE, in some cases preventing UEs from reliable reception of the updated common signalling data. As a result, it is likely that the performance of SIB based access control mechanisms mentioned above would be negatively impacted. Therefore, it may be beneficial to consider UE based congestion detection mechanisms which may complement the current network based congestion detection mechanisms. They would be able to work reliably in increased downlink interference scenarios as described in (c) and allow the UE to apply domain specific re-try timer and counter only when needed during the congestion.
Even if there is no SIB reception performance impact, a few or more seconds delay between detecting the network congestion or overload and applying the access control to all UEs in a cell could be expected. Until the control is applied, network relies on the acknowledged or non-acknowledged mode connection re-attempt mechanisms (RRC Connection Reject and/or T300/N300) as described in [2]. In such scenarios, all the UEs attempting to access the system from IDLE and not receiving any response will employ connection establishment re-attempts that are defined by T300 and N300 settings in SIB1. Such repeated UE uplink transmissions in turn increase the uplink interference on the network side potentially bringing the network into an unstable state, causing the network to not be able to respond to UE requests.
Furthermore, in network congestion scenarios, most of the UE channel establishment requests that the network is facing, are often originated for packet domain due to automatic packet re-try algorithms of the mobile applications like the UE Browser, e-mail, Twitter, Facebook etc. However, in such problematic use cases (network congestion), it could be a network operators' desire to limit / decrease the connection establishment requests for PS domain and let CS connection establishment requests go through. Limiting the number of PS connection establishments will eventually ease the network congestion, making it easier for the network to recover from the problem. Also, if the congestion results in delays to responses to access attempts in only one domain, then increasing T300 (or decreasing N300) for that domain may be beneficial. However, currently the way T300 and N300 are configured in SIB1 means the network operators cannot prioritize channel establishment requests for different domains.
2.2 Domain specific retry parameters signalling
From the network operator point of view, introducing independent configuration of the re-try mechanism for CS and PS domain would allow better network control before or during the congestion scenario. New domain specific versions of timer T300 and counter N300 could be signalled using existing common signalling based mechanism (SIB1 or similar).
In case of the network operator wanting to limit / decrease the connection establishment requests for PS(CS) domain only to ease the network congestion by updating PS(CS) domain specific timer T300 or counter N300 in SIB data after the network detects the congestion, the problem of increased downlink interference mentioned in the previous subsection, potentially causing unreliable SIB reception and negatively impacting performance of the existing SIB based access control mechanisms would still apply. However, operator would still have the possibility of updating PS(CS) domain specific timer T300 or counter N300 before the congestion is detected in the network and when the SIB reception performance is good. In this scenario, limiting the connection establishment requests for PS(CS) domain would still work reliably in the UE. The drawback is the fact, that PS(CS) domain specific retry mechanism would limit the connection establishment requests even in normal conditions (no congestion). To overcome it, one approach could be to allow the UE to detect the downlink congestion itself and then only after the detection, apply the PS(CS) domain specific timer and counter.
3
Conclusion
Currently, when the UE RRC connection establishment request is not acknowledged by the network, the connection re-establishment behaviour is independent of the core network domain the UE is requesting. The re-try behaviour is defined by the timers and constants indicated in system information.
In the context of the discussion in section 2, it would be desirable to improve the existing RRC connection re-try mechanism, by introducing a domain specific re-try mechanism. This would include introducing T300 / 302 timers and N300 / 302 counters dedicated for different core network domains (CS and PS). The application of the domain specific re-try parameters would be conditional upon UE based detection of the congestion. The goal of such improvement would be to allow the network operator to independently control the re-try mechanism for each domain during the congestion. It is particularily helpful in the downlink congestion scenarios when the performance of current network based mechanisms is limited.
Based on the discussion of section 2, the following proposals are made:

Proposal 1: 

RAN2 to acknowledge the retry mechanism limitations during RRC Connection Request and Cell Update procedures and to consider improvements related to introducing domain specific retry timer(s) and counter(s), triggered by UE based congestion detection mechanisms. 

Proposal 2: 

Discuss and evaluate the performance benefits of Proposal 1 as part of this Rel-12 study item, agree on the feature description and evaluation to be included in the TR [3].
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