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1. Introduction
During RAN #61 meeting, the following guidance for RAN2 was agreed as way forward on WLAN/3GPP radio interworking:
“Guidance 1: Deployments scenarios with and without ANDSF shall be addressed by WLAN/3GPP Radio Interworking SI. 

WLAN/3GPP radio interworking solution is an end-to-end solution and as such has to be aligned across all relevant WGs. To this end RAN recommends that RAN2 communicate with SA2 once remaining details of all solutions are worked out and possibly in November 2013 have a joint session with SA2.

Guidance 2: RAN recommends that RAN2 communicate with SA2/CT1 once solutions details that may have CN impact have been worked out sufficiently. By RAN2#83bis meeting RAN2 should identify potential issues with end-to-end solutions to be clarified with SA2/CT1. 

Guidance 3: The solution for WLAN/3GPP Radio Interworking should be testable.

Guidance 4: RAN2 should complete the work in the Study Item for each of the 3 solutions:  Solution 1, Solution 2, and Solution 3.”
This contribution provides an overview of the 3 solutions captured in 37.834 [1] and discusses issues that may have CN impact and therefore require coordination with SA2 and CT1.
2. Overview of proposed RAN2 Solutions
In Solution 1, RAN provides RAN assistance information to the UE through broadcast signaling (and optionally dedicated signaling). The UE uses the RAN assistance information, UE measurements and information provided by WLAN and policies that are obtained via the ANDSF or via existing OMA-DM mechanisms or pre-configured at the UE to steer traffic to WLAN or to RAN.
In Solution 2, offloading rules are specified in RAN specifications. The RAN provides (through dedicated and/or broadcast signaling) thresholds which are used in the rules.
In Solution 3, the traffic steering for UEs in RRC CONNECTED/CELL_DCH state is controlled by the network using dedicated traffic steering commands, potentially based also on WLAN measurements (reported by the UE). For UEs in IDLE mode and CELL_FACH, CELL_PCH and URA_PCH states the solution is similar to solution 1 or 2. Alternatively, UEs in those RRC states can be configured to connect to RAN and wait for dedicated traffic steering commands.
In the rest of this contribution, the term traffic steering and traffic routing will be used interchangeably.

3. Discussion
3.1 UE initiated(
) versus RAN Network initiated
As indicated above, in Solution 2 the access network selection and traffic steering rules are specified in RAN specifications. These rules that would be specified could be used to override ANDSF policies that define relative priorities between access network e.g. different priority or equal priority between WLAN and UTRAN or EUTRAN.  Also, the RAN can always manipulate the thresholds that are used by the UE for access network selection and traffic steering decisions. The ability of the RAN to manipulate the thresholds that are used by the UE coupled together with the ability of the RAN to override the ANDSF policies with the rules specified in RAN specifications provides the RAN a full control over the access network selection and traffic steering decision as in Solution 3 rather than a UE initiated method as Solution 1. This RAN controlled based principle is further re-enforced if RAN signals to the UE, the WLAN identifications for WLAN access network selection.
Observation 1: Similar to Solution 3, Solution 2 is a RAN network controlled solution
All existing higher layer procedures for WLAN and CN interworking e.g. procedures for WLAN network selection, access network discovery and selection, inter-system mobility, inter-system routing, inter-APN routing, seamless offload and non-seamless offload are all UE initiated based on operator policies. A similar observation has been made in [6]. Part of the reasons why these procedures are UE driven is the fact that WLAN networks do not have the subscriber control that 3GPP networks have. The user has the ultimate control on how WLAN service is to be obtained. Consequently, instead of relying on a control that is enforced at the network, actual decision making process can be made real-time as a result of direct relation to the user activity and local operating environment at the device based on the operator policy and user preference settings. According to 23.261 [2], the Local Operating Environment Information is implementation dependent and may comprise of such items as, radio environment information, quality of IP connection, application specific requirements, power considerations, etc. We note that power consideration may relate to the current UE battery level.
Observation 2: Solution 2 and Solution 3 are based on different solution architecture principle than the existing WLAN and CN interworking solutions – Solution 2 and Solution 3 are RAN network  controlled while existing WLAN and CN interworking solutions are UE initiated with operator integrated-policy based ANDSF framework.
Observation 3: If RAN2 adopts a UE initiated approach as solution principle, overall design will be simplified with much less specification impact, and a greater alignment with existing solutions for WLAN and CN interworking will be achieved while avoiding in RAN2 duplication of already specified functionalities by SA2 and CT1. Is it really justified to add all the complexity of a RAN controlled solution? 
Solution 1 by design builds upon ANDSF framework and as a result takes user preference settings and UE local operating environment into account as specified for existing WLAN and CN interworking solutions. It is currently not clear how user activity, user preference settings and UE local operating environment are taken into account by Solution 2 and Solution 3.  It is stated in the description of Solution 2 and Solution 3 [1] that user preferences should take precedence over RAN rules. Solution3 description also states that the RAN specified rules may override ANDSF policy [1]. Furthermore, the description of Solution 2 states the following: “if the UE has been configured with ANDSF rules, the ANDSF rules should not be broken, details are FFS”. However it hasn’t been ruled out that Solution 2 won’t override ANDSF policies. To the contrary, the following proposal has been made in R2-132827 [11]: “ANDSF rules may force a UE to offload its traffic to certain WLANs (SSID) or prohibit it from using certain WLANs irrespective of the RAN rules. For all other WLANs (SSID) the RAN rules determine whether or not to offload traffic to WLAN or keep it in 3GPP.” Similar suggestions have been made by Solution 2 proponents during the various offline discussions as well as in RP-131174 [12]: “if ANDSF is used and the ANDSF rules enforce or prohibit offloading to WiFi, this should be honoured. Only if ANDSF allows offloading to WLAN, the UE shall follow the RAN rules.”  According to TS 23.402, section 4.8.0 [3], “the assistance data/policies provided to UE may depend on the UE's subscription data”. The user subscription data may reflect user preferences. Therefore it is not clear if solution 2 and Solution 3 can truly respect user preferences if RAN specified rules can override the ANDSF policies.
Observation 4: It is not clear if Solution 2 and Solution 3 truly respect user preferences if the RAN specified rules can override ANDSF policies.

Issue #1 for clarification with SA2/CT1: RAN2 should confirm with SA2/CT1 if user preferences can always be respected if RAN specified rules override ANDSF policies.
Issue #2 for clarification with SA2/CT1: RAN2 should ask SA2/CT1 if there is any problem with how each of the solutions takes into account user activity, user preferences and UE local operating environment such as application specific requirements once those details for each of the solutions are finalized.

During the previous RAN2 discussion, it has been suggested that access network and traffic steering solution based on ANDSF policy offer great flexibility to the operators at the expense of the testability of the UE behaviour. In recent RAN2 meetings, everyone agreed that user preferences should be honoured. ANDSF policies are the operator preferences and can be considered similar to user preference with the difference that user preferences have higher priority. If Solution 2 and Solution 3 are testable while taking into account user preferences, then clearly Solution 1 has the same level of testability. Whether, it is Solution 1 or Solution 2 or Solution 3, user preferences and operators’ preferences introduce similar level of variability in the UE behaviour. We should note that in software testing, a path cover is a set of test runs that covers each program statement at least once. Path cover problems are generally very difficult mathematical problems often in the category of NP-complete problems with no known efficient way to locate a solution. For all practical purpose, test cases are usually designed to cover the most plausible scenarios that will be exercised within a system but not necessarily all possible paths. We therefore believe test cases can be designed to appropriately test the UE behaviour while taking into account both the user preferences and the operator preferences.
Observation 5: Solution 1 has the same level of testability as Solution 2 and Solution 3.
3.2 Traffic Routing

The work by SA2/CT1 and other 3GPP WGs on CN and WLAN interworking has led to the specification of several flow mobility solutions between the 3GPP and WLAN network. A number of cases of such flow mobility can be distinguished depending on the following aspects: (1) mobility is on per IP-Flow basis or per all IP-Flows associated with a PDN connection (a.k.a. PDN connection handover) basis; (2) mobility is Seamless or Non-Seamless, with seamlessness define as preservation of the IP-address of the UE during the flow mobility process. Different combinations of these two fundamental aspects result in a number of scenarios such as (1) Service continuity and seamless services – single radio case, (2) service continuity and seamless services – dual radio case including support of IP Flow Mobility (IFOM) and Multi-Access PDN Connectivity (MAPCON), (3) Service continuity and non-seamless services - single radio case, (4) Service continuity and non-seamless services including – dual radio case.
The session continuity (seamless mobility) between 3GPP access and non-3GPP access (e.g. WLAN) is provided through either network-based mobility mechanism (e.g. PMIP or GTP) or host-based mobility mechanism (e.g. MIP or DSMIP). 
Consistently with UE initiated based principle of WLAN and CN interworking, the flow mobility is triggered by the UE whether network based mobility management mechanism (e.g. PMIP or GTP) is used or host-based mobility management mechanism (e.g. MIP or DSMIP) is used. 
 In support of the various IP flow mobility mechanisms specified by SA2/CT1, the ANDSF provide the following information:
1) Inter-system routing policy (ISMP): As per 23.402 [3], the inter-system mobility policy is a set of operator-defined rules and preferences that affect the inter-system mobility decisions taken by the UE. The UE uses the inter-system mobility policy when it can route IP traffic only over a single radio access interface at a given time (e.g. is not IFOM capable or its IFOM capability is disabled) in order to (i) decide when inter-system mobility is allowed or restricted; and (ii) to select the most preferable access technology type or access network that should be used to access EPC. The inter-system mobility policy indicates whether the operator-preferred list of access networks or access technology types for EPC access, shall take precedence over corresponding user-preferred list, when automatic access network selection is used
2)  Access network Discovery: discovery information can be used to assist the UE in efficient discovery of access networks around the validity area.
3)  Inter-System Routing Policy (ISRP): ISRP allows operators to configure multiple rules on the UE to make a decision on which access technology (e.g. cellular or WLAN) should be used for transporting each packet. The UE uses the inter-system routing policies when it can route IP traffic simultaneously over multiple radio access interfaces (e.g. it is an IFOM capable UE with the IFOM capability enabled or a MAPCON capable UE with the MAPCON capability enabled) in order to meet the operator routing / offload preferences by: (i) deciding when an access technology type / access network is restricted for a specific IP traffic flow and/or a specific APN; and (ii) selecting the most preferable access technologies / access networks and/or APNs which should be used by the UE when available to route IP traffic that matches specific criteria (e.g. all traffic to a specific APN, or all traffic belonging to a specific IP flow, or all traffic of a specific application, etc).There are three types of ISRP rules: seamless offload rules which includes two types of rules i.e. IFOM rules and MAPCON rules and non-seamless offload rules which are similar to IFOM rules. 

4) Inter-APN Routing Policy (IARP): an Inter-APN routing capable UE selects an existing IP interface, which is associated with a specific APN, to route IP flows based on the received / provisioned inter-APN routing policies and user preferences.
The Rel 12 WLAN network selection feature being specified by SA2  (23.865 [4]) will allow further enhancements to ANDSF based access network selection procedures including for example enhancement to the interaction between existing I-WLAN network selection procedures and ANDSF policy based WLAN access network selection. As an example, a 3GPP operator wants to have policies whereby traffic can be offloaded to its roaming partners but only in a certain time window and at a particular geographic location, for example during rush hour in a busy downtown area. Let's say that operator A has relationship with operator #1 with SSID1 and operator #2 with SSID2. The ANDSF rules specify that if you are in location x and between time y and z then prefer SSID1 but for other location or times prefer SSID2. The PLMN priority list in the UE has SSID2 higher in preference than SSID1. Now if the user is at location x between time y and z, would the UE, using the current I-WLAN procedures, be able to select the SSID that ANDSF has prioritized? SA2 is investigating enhancements to WLAN network selection that enables the (re)selection of a WLAN PLMN based e.g. on time, location, etc. using policies provided by ANDSF (e.g. in the case of different roaming partners). Other possible enhancements being considered include use of Connection Capability of the WLAN network defined by WFA Hotspot 2.0 specifications when making the ANDSF policies related to WLAN selection or the use of WLAN load information for WLAN network selection.

Observation 6: SA2/CT1 specification framework on traffic routing between 3GPP access and WLAN is comprehensive and based on end-to-end solution view.

Observation 7: Care should be taken in RAN2 to avoid unnecessary duplication and conflicts with existing CN and WLAN interworking solutions.

3.2.1 Traffic Routing with ANDSF

24.302 TS states the followings:
 “For a UE with IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP and ISRP are available, then ISRP shall be used for the routing of IP traffic”.
For a UE not supporting any of IFOM, MAPCON or non-seamless offload capabilities or with all those capabilities disabled, if ISMP and ISRP are available, the ISMP shall be used.”

“When selecting the access technologies or access networks or both to route the data traffic of IP flows, a UE configured for IFOM or a UE configured for non-seamless WLAN offload having both ISRP and Local Operating Environment Information may perform the following: if based on the content of Local Operating Environment the UE configured for IFOM or the UE configured for non-seamless WLAN offload decides that an access technology or access network or both do not meet implementation specific criteria for routing data traffic of certain IP flows, the UE configured for IFOM or the UE configured for non-seamless WLAN offload may exclude that access technology or access network or both when deciding on the routing of the data traffic for those IP flows”.
“When selecting the access technologies or access networks or both to route the data traffic of IP flows, a UE configured for IFOM or a UE configured for non-seamless WLAN offload with Local Operating Environment Information having no available ISRP nor user preference settings may perform the following: the UE configured for IFOM or the UE configured for non-seamless WLAN offload selects the access technology or access network or both for routing data traffic of specific IP flow by evaluating the available access technologies or access networks against the Local Operating Environment Information”.

“The Local Operating Environment Information can be optionally generated by the UE locally and the contents of Local Operating Environment Information are implementation dependant”.

The user settings take precedence over ISRP and local operating environment.
Observation 8: For a UE with IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP and ISRP are available, then ISRP shall be used for the routing of IP traffic while respecting user setting preference.

Observation 9: The contents of Local Operating Environment Information are implementation dependant.  They may be used together with ISRP rules and user preference settings in the decision making process for data IP flows routing but the specification doesn’t mandate Local Operating Environment Information to override ISRP rules.
As discussed in the previous section, in both Solution 2 and Solution 3, RAN rules may override ANDSF policy for the scenarios where ANDSF define relative priorities between access network e.g. different priority or equal priority between WLAN and UTRAN or E-UTRAN [1, 11, and 12].  Solution 2 and Solution 3 only honours ANDSF policies for the scenarios where ANDSF policies restricts traffic of being routed over a specific access network (e.g. WLAN or EUTRA or UTRA) or forces traffic onto a specific access network. Overriding the operator policies ignore scenarios where, the operator may prioritise through ANDSF policies WLAN over cellular or cellular over WLAN taking into account considerations such as the user subscription profile (gold, silver or bronze user) and business agreements e.g. charging agreement with different WLAN operator partners. Furthermore, for e.g. due to session continuity requirement of certain traffic flow (e.g. HTTPS traffic), the operator may prioritize cellular access network over WLAN access network or vice versa, or the operator may prioritize a given WLAN network over another or a given Access Point over another. In addition the UE may not support IP mobility management protocol at all or may not support an IP mobility management protocol option that is compatible with what the network support. As a result the operator may prefer to keep the traffic on one access network for e.g. LTE access network unless it has no other choice than to move the traffic over WLAN. Session continuity requirement will be broken if RAN indiscriminately override ANDF priority setting between access network types or access networks of the same type. 
Issue #3 for clarification with SA2/CT1: RAN2 should confirm with SA2/CT1 if RAN2 specified rules can override ISRP rules as being suggested in Solution 2 and Solution 3 for a UE with IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these capabilities) enabled? Does SA2 see potential conflicts with existing ANDSF framework or the ongoing WLAN selection work? 
Issue #4 for with SA2/CT1: RAN2 should confirm with SA2/CT1, potential conflicts between RAN2 specified rules or RAN commands and ANDSF policies that may lead to breaking service capability such as session continuity. RAN2 should seek SA2/CT1 guidance to ensure consistency with existing CN and WLAN interworking procedures? 
3.2.2 Traffic Routing without ANDSF

The level of granularity of traffic routing decision in Solution 2 and Solution 3 is still FFS. Four possible level of traffic offloading granularity decision may be considered: (1) per-UE level traffic offload i.e. all or nothing, (2) per-PDN connection level traffic offload, (3) per-bearer level traffic offload and (4) per IP-flow level traffic offload. 
The eNB and the UE access stratum are not aware of packet filters and cannot isolate IP flows. The eNB and the UE access stratum are not aware of PDN connection and have no knowledge of the mapping of IP flows to PDN connection. Furthermore, the eNB or the UE protocol stack has no knowledge of the mapping of the traffic flows to bearers and has no knowledge of bearer mapping to PDN connections. The WLAN is not aware of radio access bearer (RAB) definition and therefore cannot isolate traffic on per bearer basis. 
Observation 10: Based on the existing specifications, traffic routing without ANDSF cannot distinguish bearers or flows for offloading. 
Considering the existing specifications, without ANDSF RAN controlled traffic offload will either be a per-UE level traffic offloading or a per-bearer level traffic offloading. However, as captured in RP-131219 [8], a UE level traffic offload from E-UTRAN to WLAN implies the releases of all PDN connections of the UE which will result in a Detach in 3GPP  (at least for the Non-Seamless offload case). Having a Detach will result in problems (CSFB, SMS).
Observation 11: A per-UE level traffic offload from E-UTRAN to WLAN will result in a Detach with undesirable consequences to services such as CSFB and SMS.
It has been suggested during previous RAN2 discussions that Solution 2 and Solution 3 may support traffic routing decision at a per-bearer level. However, as discussed earlier, the existing CN and WLAN interworking framework only supports either per IP-Flow offloading or per all IP-Flows PDN connection offloading.  IP-Flow level granularity offloading is a stage 1 requirement (see section 7.2 of TS 22.278 [7]).
23.402 TS [3] states the following regarding PDN connection handover: “The support of multiple PDNs has the following impacts on the handover procedures for single PDN connectivity: Upon handover from 3GPP access to non-3GPP access, and from non-3GPP access to 3GPP access, if the UE has multiple PDN connections to different APNs in the source access and the UE is capable of routing different simultaneously active PDN connections through different access networks, the UE may transfer from the source to the target access all the PDN connections that were active in source access before handover or only a subset of them, with the restriction that multiple PDN connections to the same APN shall be kept in one access.” “If the UE hands over between 3GPP access and a non-3GPP access and the UE has more than one PDN connection to a given APN in the source access and multiple PDN connections to a single APN is supported in the target access the following applies: All PDN connections to the same APN shall be handed over.”
Since UE access stratum and the eNB doesn’t know the mapping of bearers to PDN connections, the eNB may offload for e.g. to WLAN, bearers that belongs to a given PDN connection while keeping bearers of another PDN connection on 3GPP RAN despite the fact that both PDN connections are to the same APN hence violating the text from the TS 23.402 quoted above.
Another issue is the support of session continuity. Since the eNB or the UE protocol stack has no knowledge of the mapping of the traffic flows to bearers, per bearer level offload will not honour the session continuity capability for services that have such requirement. It has been suggested that operators who do not support ANDSF should coordinate somehow on how to allocate DRB with certain QCI and how they can be steered to WLAN considering the service continuity but it is not clear how such approach will works and the level of complexity and configuration burden involved.
Observation 12: How bearer level traffic offload in Solution 2 and Solution 3 is achieved with or without ANDSF need further clarifications.


Issue #5 for clarification with SA2/CT1/SA1: RAN2 should validate with SA2/CT1 solutions for bearer level offload and UE level offloading with or without ANDSF to ensure consistency with existing core network procedures and to ensure all requirements from end-to-end solution perspective are taken into account. Confirm that a solution for WLAN-3GPP Radio interworking should respect existing IP-Flow level granularity offloading and should not be able to disable such requirement.
3.3 WLAN Network Selection

As discussed earlier, with the ongoing Rel 12 WLAN Network Selection work the UE may no longer relying on the legacy I-WLAN selection procedures, i.e. Release 12 UEs will use ANDSF policies for enhanced WLAN network selection including (re)selection of WLAN PLMN. WLAN selection procedures are being enhanced in Release 12 offering better integration with Hotspot 2.0 WLAN access points. Hotspot 2.0 enables a UE to automatically discover a WLAN AP whenever the user enters a Hotspot 2.0 area where it has roaming agreement with.
3.3.1 WLAN Network Selection with ANDSF

In Solution 2 and Solution 3, RAN rules may override ANDSF policies. For example the VPLMN RAN may override the relative priority of WLAN SSIDs. This may negatively impact the home operator preference for WLAN PLMN Network Selection. 

Issue #6 for clarification with SA2/CT1: RAN2 should confirm with SA2/CT1, possible impacts of overriding ANDSF policies by RAN specified rules on WLAN network selection procedures. RAN2 should seek SA2/CT1 guidance such that conflicts with WLAN Network selection procedures are avoided.
3.3.2 WLAN Network Selection without ANDSF

For the scenarios where ANDSF is not deployed, it has been suggested that the RAN signalled to the UE, the WLAN identifications. However, such identifiers may also be pre-provisioned in the UE or may be discovered automatically by the UE if it is Hotspot 2.0 enable. It is not clear how the interaction e.g. the relative priority between the WLAN identifications pre-provisioned on the UE or automatically discovered by the UE using Hotspot 2.0, and the WLAN identifications signalled to the UE by the RAN is managed. For example, as captured in [6], could the selection of WLAN AP based on the WLAN identifications signalled by RAN triggers WLAN PLNM network selection or reselection and if so, under what conditions would this occur? This may negatively impact the home operator preference for WLAN PLMN Network Selection.
Observation 13: The handling of the interaction between WLAN identifications signalled by RAN network versus WLAN identifications preconfigured in the UE or discovered automatically by the UE needs further clarifications.
Issue #7 for clarification with SA2/CT1: RAN2 should discuss with SA2/CT1 the interactions between WLAN identifications signalled by RAN versus WLAN identifications preconfigured on the UE or discovered automatically by the UE. RAN should clarify why the signalling of WLAN identification by RAN network is needed. RAN2 should seek SA2/CT1 guidance on whether or not it is acceptable to signal WLAN identifications to the UE when ANDSF is not deployed and when ANDSF is deployed and under what circumstances? 
4. Conclusion

In this contribution, potential impacts of RAN2 solutions for WLAN and 3GPP Radio solutions to core network procedures have been discussed. The following are proposed.

Proposal 1: It is proposed to agree on the observations in this document. Furthermore it is proposed to include these observations in the TR.
· Observation 1: Similar to Solution 3, Solution 2 is a RAN network controlled solution
· Observation 2: Solution 2 and Solution 3 are based on different solution architecture principle than the existing WLAN and CN interworking solutions – Solution 2 and Solution 3 are RAN network  controlled while existing WLAN and CN interworking solutions are UE initiated with operator integrated-policy based ANDSF framework.
· Observation 3: If RAN2 adopts a UE initiated approach as solution principle, overall design will be simplified with much less specification impact, and a greater alignment with existing solutions for WLAN and CN interworking will be achieved while avoiding in RAN2 duplication of already specified functionalities by SA2 and CT1. Is it really justified to add all the complexity of a RAN controlled solution?
· Observation 4: It is not clear if Solution 2 and Solution 3 truly respect user preferences if the RAN specified rules can override ANDSF policies.
· Observation 5: Solution 1 has the same level of testability as Solution 2 and Solution 3.
· Observation 6: SA2/CT1 specification framework on traffic routing between 3GPP access and WLAN is comprehensive and based on end-to-end solution view.
· Observation 7: Care should be taken in RAN2 to avoid unnecessary duplication and conflicts with existing CN and WLAN interworking solutions.
· Observation 8: For a UE with IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these capabilities) enabled, if ISMP and ISRP are available, then ISRP shall be used for the routing of IP traffic while respecting user setting preference.
· Observation 9: The contents of Local Operating Environment Information are implementation dependant.  They may be used together with ISRP rules and user preference settings in the decision making process for data IP flows routing but the specification doesn’t mandate Local Operating Environment Information to override ISRP rules.
· Observation 10: Based on the existing specifications, traffic routing without ANDSF cannot distinguish bearers or flows for offloading.
· Observation 11: A per-UE level traffic offload from E-UTRAN to WLAN will result in a Detach with undesirable consequences to services such as CSFB and SMS.
· Observation 12: How bearer level traffic offload in Solution 2 and Solution 3 is achieved with or without ANDSF need further clarifications.
· Observation 13: The handling of the interaction between WLAN identifications signalled by RAN network versus WLAN identifications preconfigured in the UE or discovered automatically by the UE needs further clarifications.
Proposal 2: It is proposed to discuss the following issues with SA2/CT1. It further proposed to capture these issues in an LS to SA2/CT1/SA1. A draft LS can be found at R2-13xxxx.
· Issue #1 for clarification with SA2/CT1: RAN2 should confirm with SA2/CT1 if user preferences can always be respected if RAN specified rules override ANDSF policies.
· Issue #2 for clarification with SA2/CT1: RAN2 should ask SA2/CT1 if there is any problem with how each of the solutions takes into account user activity, user preferences and UE local operating environment such as application specific requirements once those details for each of the solutions are finalized.
· Issue #3 for clarification with SA2/CT1: RAN2 should confirm with SA2/CT1 if RAN2 specified rules can override ISRP rules as being suggested in Solution 2 and Solution 3 for a UE with IFOM, MAPCON, or non-seamless WLAN offload (or any combination of these capabilities) enabled? Does SA2 see potential conflicts with existing ANDSF framework or the ongoing WLAN selection work?
· Issue #4 for with SA2/CT1: RAN2 should confirm with SA2/CT1, potential conflicts between RAN2 specified rules or RAN commands and ANDSF policies that may lead to breaking service capability such as session continuity. RAN2 should seek SA2/CT1 guidance to ensure consistency with existing CN and WLAN interworking procedures?
· Issue #5 for clarification with SA2/CT1/SA1: RAN2 should validate with SA2/CT1 solutions for bearer level offload and UE level offloading with or without ANDSF to ensure consistency with existing core network procedures and to ensure all requirements from end-to-end solution perspective are taken into account. Confirm that a solution for WLAN-3GPP Radio interworking should respect existing IP-Flow level granularity offloading and should not be able to disable such requirement.
· Issue #6 for clarification with SA2/CT1: RAN2 should confirm with SA2/CT1, possible impacts of overriding ANDSF policies by RAN specified rules on WLAN network selection procedures. RAN2 should seek SA2/CT1 guidance such that conflicts with WLAN Network selection procedures are avoided.
· Issue #7 for clarification with SA2/CT1: RAN2 should discuss with SA2/CT1 the interactions between WLAN identifications signalled by RAN versus WLAN identifications preconfigured on the UE or discovered automatically by the UE. RAN should clarify why the signalling of WLAN identification by RAN network is needed. RAN2 should seek SA2/CT1 guidance on whether or not it is acceptable to signal WLAN identifications to the UE when ANDSF is not deployed and when ANDSF is deployed and under what circumstances?
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