Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 #83bis








R2-133400
Ljubljana, Slovenia, 7th – 11th Oct., 2013
Agenda Item:
7.5.1

Source:

ETRI 

Title:

RAN2 Aspects of D2D PUSH or PULL Discovery models

Document for:
Discussion and Decision

1 Introduction
The discussion on D2D communication was started at the RAN2 #83 meeting. During the discussion, the scope of RAN2 was clarified and many issues were resolved based on SA1/2 outcomes such as SA TR and LSs. 

From the discussion, the following way forward was captured in the RAN2 #83 chairman report:

· We need to decide whether there is a PULL model or only a PUSH model. 

In order to progress the discussion on resource allocation, more clarification is required to devise an effective scheme among various approaches for D2D direct communication. This contribution tries to clarify overall procedures for resource allocation schemes focusing on fully scheduled approach. 

This contribution provides RAN2 aspects of supporting a PUSH or a PULL models for Device-to-Device Discovery. 
2 Discussion
Device-to-Device Discovery is the process of finding UEs in vicinity on the basis of application user id, application id, application Group ID or etc.
In TR 22.703[1], some solutions are described for Device-to-Device Discovery such as direct discovery, EPC Discovery and Targeted/Non-targeted Discovery. From RAN2’s perspective, these solutions could be classified into two models, a PUSH and a PULL discovery model for direct discovery.
A PUSH discovery model is that a discovery message containing one’s identity is announced and potential neighbors are discovered passively. In this model, a UE to be discovered broadcasts its identity, which is allocated per a UE basis or per an application user id basis. Then UEs in proximity monitor it on the air interface and detect its identity if they are interested in it. 
Meanwhile, a PULL discovery model uses a reverse paradigm of a PUSH discovery model. A discovery message containing one’s identity is triggered by other node, so potential neighbors are discovered pro-actively. In this model, a UE requests the target’s identity and then the UEs in vicinity monitor it and respond if they are interested in it. The identity could be specific application users, application group members or any UEs in proximity. 
In a PUSH model, discovery procedure is performed by a single message, while a PULL model require additional messages, for example, discovery request and response messages.  
Observation 1: A discovery message for a PUSH model uses less radio resources than a PULL model since discovery procedure is performed by one way message.

In a PULL model, discovery message information could need more information than a PUSH model such as a message type to identify request and response message, source and destination identifier, or etc. 
Observation 2: The size of transmitted discovery message in a PUSH model could be smaller than a PUSH model. 
According to TR 22.703[1], several solutions are applicable to a PULL discovery model. These are logically applicable to both public safety and non-public safety use cases.
In Solution D3 (Section 6.1.3), a UE broadcasts a Discovery request message with an application Group ID and its identity. Other UEs send a response message with their identity directly to the UE if they are members of the application Group ID.

In Solution D6 (Section 6.1.6), a UE sends a Discovery request message with its identity of which the target address is a Group ID. Other UEs involved the Group ID, they respond with their identity to the UE. The UE receiving the response message send back an acknowledgement message. Especially, this solution provides the challenge mechanism for sending and receiving permission check.

In Solution D7 (Section 6.1.7), it is for discovering potential UEs in vicinity. A UE sends a Discovery request message with its identity targeting to anycast ID. Other UEs in vicinity respond.

In Solution D8 (Section 6.1.8), a UE send a Discovery request message with a specific UE identity which it want to discover and the UE that has the identity respond.
According to the above solutions, when the interest matched UEs in vicinity would attempt to respond it after a UE requests the target’s identity, the response message could severely induce resource congestion and collision on the air. For example, so many replicated messages and simultaneous messages could make congestion under the situation such as the group size is big or one UE is served by multiple groups or several groups are in vicinity. In addition to it, the battery power consumption could be high.
In the environments served a PUSH model as well as a PULL model, the congestion problem could give a serious impact on entire direct discovery process. 
Observation 3: A PULL model could induce severe congestion problem. 

Proposal 1: Device-to-Device Discovery should support a PUSH model primarily.

On the other hand, a PUSH model is a passive discovery mechanism, that is, a UE to be discovered broadcasts its identity and other UEs discover it by monitoring. It could have concerns on the battery power consumption if a UE should announce a discovery message periodically or a UE should monitor the radio resources contiguously. Then power consumption issue should be taken into account preferentially.
Proposal 2: RAN2 should take into account the power consumption problem in the design of a PUSH model.

3 Conclusion

This contribution discussed D2D PUSH or PULL Discovery models aspects and their impacts to RAN2 :
Observation 1: A discovery message for a PUSH model uses less radio resources than a PULL model since discovery procedure is performed by one way message.
Observation 2: The size of transmitted discovery message in a PUSH model could be smaller than a PUSH model. 

Observation 3: A PULL model could induce severe congestion problem. 

Proposal 1: Device-to-Device Discovery should support a PUSH model primarily.

Proposal 2: RAN2 should take into account the power consumption problem in the design of a PUSH model.
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