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1 Introduction
At RAN#61 meeting, a new Study Item “Smart Congestion Mitigation in E-UTRAN” was approved [1]. The objective of this study item is to improve the current congestion mitigation mechanisms for both idle UEs and connected UEs. 
In this contribution, we will give some possible congestion mitigation solutions in RRC_CONNECTED.
2 Potential solutions

As known, in RRC_IDLE, ACB and EAB can be applied to control and bar excessive access attempts from the UEs. Moreover, E-UTRAN could reject connection requests from the UEs under a congestion situation.

As disclosed in [1], mechanisms for congestion mitigation for RRC_CONNECTED UEs are not sufficient.  UEs in connected mode may trigger RA/SR when a UL allocation is required. When E-UTRAN is congested, RA/SR will be neglected or rejected randomly because E-UTRAN could not differentiate the urgent or more important requests, so that the urgent or more important services could not be prioritized.

Based on requirements analysis in [2], access control in RRC_CONNECTED includes prioritizing special services (IMS voice call, CSFB voice call and emergency/high priority access) access, and prevention of mobile-originating signaling and/or data traffic of UEs in connected mode. 

The potential solutions for smart congestion mitigation in RRC_CONNECTED are described below.
2.1 Solution I: Work-around solution
Considering network is under congestion situation, a simple congestion mitigation approach is that the network releases some RRC connections according to user priority and QoS information. Then some UEs are driven to idle mode and network load could be alleviated. Therefore, the current access control mechanisms for RRC_IDLE UEs could be used for congestion control.
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Fig.1 Work-around solution

2.2 Solution II: Extended ACB solution
Extend ACB and EAB schemes in RRC_IDLE to RRC_CONNECTED. UEs in RRC connected mode should do ACB and EAB checking before triggering or transmitting RA/SR. 
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Fig.2 Extended ACB solution
2.3 Solution III: Enhanced RA/SR solutions
The network configures some dedicated SR or RACH resources for the UE to transmit the priority information. When the traffic arrives, the UEs send the scheduling requests or service requests together with the priority information. The enhanced RA/SR solutions include the following solutions:
III-a) Dedicated PRACH resource for special service types
III-b) Service type/priority information piggybacked in Msg3

III-c) Service type/priority information piggybacked in SR

III-d) Dedicated SR resource for special service types

[image: image3.wmf]RRC CONNECTED

UEs with de

-

prioritized 

traffic

Ues with 

prioritized 

traffic

Congestion 

Detected

eNB

Configure dedicated 

SR

/

RA resources

Reject

Access and indicate 

Priorities in dedicated 

SR

/

RA resources

Accept


Fig.3 Enhanced SR/RA solution
2.4 Solution IV: Higher layer solution

When the network congestion is detected, higher layers perform access control and only deliver the urgent or prioritized service traffic to the lower layers (PDCP/RRC). An existing example is SSAC (Service Specific Access Control) [3] which is used for access control of IMS voice/video services. Some SSAC-like solutions could be studied for RRC_CONNECTED UEs.
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Fig.4 Higher layer solution

3 Analysis

We compare the solutions in table-1.
Table-1 Comparison of solutions

	
	Solution I: Work-around solution
	Solution II: Extended ACB solution
	Solution III: Enhanced RA/SR solution
	Solution IV: Higher layer solution

	Impact on specifications
	No impact on specifications.
	Medium impact on RAN2 specifications.
	Medium impact on RAN2 specifications; possibly impacts on RAN1 specifications dependent on solutions.
	Small impact on RAN2 specifications.

	Applicability to legacy UEs
	Applicable to legacy UE.
	Not applicable to legacy UE.
	Not applicable to legacy UE.
	Not applicable to legacy UE.

	Impact on UE modeling
	No impact
	Maybe big impact
	No impact
	Some impacts


From the analysis above, we can see that the work-around solution has no specification impact, and it is applicable to legacy UEs. From specification simplification point of view, we propose:

Proposal: Before investigating new mechanisms for smart congestion mitigation for RRC_CONNECTED UEs, the work-around solution should be evaluated firstly.
4 Conclusion

In this contribution, we proposed and analyzed potential solutions for congestion mitigation in RRC_CONNECTED. Based on the analysis, we have the following proposal:
Proposal: Before investigating new mechanisms for smart congestion mitigation for RRC_CONNECTED UEs, the work-around solution should be evaluated firstly.
RAN2 is respectfully asked to discuss and agree on the above proposal.
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