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1 Introduction
Completion of D2D Study Item [1] is targeted for March 2014 and there is only 2 meetings left.  Scope of this Study Item is quite large (discovery/communication, in/out of coverage) and includes multiple use cases [1, 2].  Thus a work prioritization was required and has been performed in RAN-61 plenary session.  RAN-61 endorsed the Public Safety related use-case priorities for Release 12 in [3].  In this contribution we discuss those priorities and some of the related high level principles to be agreed to ensure that RAN2 meets this deadline. 
2 Background Discussions
2.1 Clarification of priorities for R12
From plenary session RAN-61, the following priorities have been defined in [3]:
	· Priority for R12
· 1:Many Communications out-of-coverage (P1)
· 1:Many Communications in E-UTRAN coverage (P2)
· UE to NW Relay (P3)
· Not a priority for R12
· Support of “Private calls”
· Ability to locate first responders
· Determination of coverage or range requirements
· Support for “emergency alerting”


Observation 1: RAN2 should identify in priority L2 changes required to meet 1:Many Communications out-of-coverage requirements
2.2 Key requirements for Public Safety 1:Many Communications
Requirements for Public Safety are defined in [4], we highlight below the most important ones for short-term:
	· Group&Broadcast communications capabilities
· (R1) A Public Safety ProSe-enabled ProSe-enabled UE, whether or not it is served by E-UTRAN shall be capable of transmitting data to a group of Public Safety ProSe-enabled UEs using ProSe Group Communications with a single transmission, assuming they are within Communication Range, authenticated and authorised.
· (R2) An authorised Public Safety ProSe-enabled UE, whether or not it is served by E-UTRAN shall be capable of sending a broadcast message to all authorised Public Safety ProSe-enabled UEs within Communication Range, regardless of group membership, using ProSe Broadcast Communication in a single transmission.

· Optional discovery capablities
· (R3) Authorised Public Safety ProSe-enabled UEs, whether being served or not by E-UTRAN, shall be able to communicate with other authorised Public Safety ProSe-enabled UEs whether or not ProSe discovery is used.
· Security capabilities
· (R4) Public Safety ProSe-enabled UEs whether they are served by E-UTRAN or not, shall be capable of establishing a secure ProSe E-UTRA Communication on a ProSe E-UTRA Communication path

· (R5) The system shall enable Public Safety ProSe-enabled UEs to mutually authenticate each other when not served by E-UTRAN.


Observation 2: Group&Broadcast communication capabilities are required for Public Safety Prose communications
Observation 3: Discovery is optional for Public Safety Prose communications
Observation 4: Confidentiality and integrity are required for Public Safety Prose communications 
3 High Level Principles for Broadcast Transmission
3.1 Connection-less vs. Connection-oriented
From RAN2-83bis Proposed agenda, section 7.5.2.2, the following topic need to be discussed:
	· Need for establishing “RRC connections” between communicating devices?


A connection-oriented communication involves handshaking to set up an end-to-end connection.  The handshaking process may be simple such as establishing a common synchronization reference or complex such as establishing a session with negociatiated parameters such as QoS, security context, etc.  Thus a connection-oriented system implies bi-directional communications and requires a discovery procedure since the source and the target must be known before connection setup. 
In a connection-less communication, information is usually transmitted in one direction ignoring whether or nor the other end has received the information or not. This implies the absence of fast feedback (such as HARQ acknowledgment) or any closed loop mechanism (such as a fast adaptive MCS).  This also implies that a connection-less communication mode does not require discovery. 
Requirement (R2) on broadcast transmission detailed in section 2.2 implies that at least a connection-less mode should be defined for Public Safety ProSe communications.  Indeed, it is not realistic to assume that a transmitter will setup individual connections with all UEs within its range before transmitting a possibly urgent transmission.
Observation 5: A connection less mode is required for Public Safety broadcast communications 
3.2 Security
From RAN2-83bis Proposed agenda, section 7.5.2.2, the following topic needs to be discussed:
	· Is security provided by higher layers? Is it pre-configured?


Requirement (R4) detailed in section 2.2 involves ensuring confidentiality and integrity for Public Safety ProSe communications.  Requirement (R5) is aimed at bi-directional communications and may be challenging for a unidirectional communication or connection-less approach.  One solution is to ensure authentication of the transmitter only (one-way authentication) and to rely on symmetric encryption capabilities for receiver authentication (i.e. receiver is implicitely authenticated as part of a specific group if it posseses the group encryption key).  One option to meet these requirements consists of relying on IP/Application-level security and bypassing L2 security for Public Safety ProSe communications.  The main problem with this option being that L2/3 control information will stay in clear and could be used to attack the system.
Observation 6: RAN2 should clarify with SA1 and SA3 if IP/Application level security is sufficient or not for Public Safety ProSe communications
Another option is to adapt the current L2 security mechanism for Public Safety ProSe communications.  In this option, pre-shared keys eventually combined with ProSe identities (user or group) may be used for authentication and encryption.  It is also worth to note that sequencing information may need to be explicitely provided with each transmitted packet to maintain packet synchronization without feedback and in the case of late entry scenarios. 
3.3 Medium Access Control
From RAN2-83bis Proposed agenda, section 7.5.2.1, the following topics need to be discussed:
	Coordinated Access or CSMA? Difference in performance/capacity? Difference in complexity?

a) Need for a central control entity when out-of-coverage? Or uncoordinated (CSMA) access? 

b) Need to control transmission/reception when in-coverage? Fully scheduled? Or semi-persistently allocated resources? How does it work if one UE is in coverage and one is out of coverage? 


3.3.1 Possible options for Medium Access Control

The primary functions to be handled by the MAC are the medium access and the medium release.  From ongoing discussions in the different 3GPP groups, it is clear that two options are available for Medium Access Control: Centralized and Distributed.  By ‘Centralized’, we mean that a central control entity is present and in charge of Medium Access Control for UEs within range.  This strategy may be derived from legacy LTE procedures used for cellular transmissions where the central control entity is or take the role of the eNB.  By ‘Distributed’, we mean that such a central control entity is not present and that UEs use other methods for Medium Access Control.  
The main options for distributed Medium Access include: 

1. No restriction: 
UE uses the medium at any time resulting in possible collisions
2. Sensing-based: 
UE senses the Medium first and transmits only if the measurement indicates that the medium is free
3. Request-based: 
UE transmits a request to other UEs within range. A contention resolution mechanisms is applied to limit the number of collisions.
The main options for distributed Medium Release include:
1. Packet-based: 
UE releases after each packet transmitted (Medium reservation per packet)
2. Session-based:
UE releases Medium at the end of its communication session (Medium reservation per communication)

Those different options are discussed in the following sections.

3.3.2 Discussion and proposals
It is worth to note that the Centralized approach requires the selection/election of a central controller which implies at least basic communication capabilities between UEs are available prior to any central controller action.
Observation 7: Even in the case of a centralized Medium Access Control mode, a distributed Medium Access Control is required to handle central entity election
Besides, distributed approach is not limited to out-of-coverage.  E.g. for in-coverage use cases, the network can determine a set of static or semi-static radio resources reserved for Public Safety ProSe communications and D2D UEs can then used a distributed approach to negociate those resources.
Proposal 1: For R12 scope, RAN2 should focus on the development of distributed Medium Access Control and evaluate if it meets Public Safety requirements
In terms of Medium Access, unrestricted Medium Access may suffer from significant interferences as soon as UE density increases.  Carrier sensing has been widely used and validated in other standards and may be the preferred option to evaluate.  Request-based approach may be considered as a possible optimization.
Proposal 2: RAN2 should focus on Carrier sensing for Medium Access and evaluate if it meets Public Safety requirements
In terms of Medium Release, given that the main and crucial application of Public Safety Communications is VoIP (i.e. periodic transmissions of burst every 20ms), it may be inefficient to release the medium after each packet transmission.  Legacy Public Safety systems such as TETRA DMO [5] rely on Medium release at the end of the speech burst and it seems reasonable to reuse the same approach in order to meet similar voice transmission performances.
Proposal 3: RAN2 should focus on Medium reservation per communication as opposed to per packet and evaluate if it meets Public Safety requirements   
In some use cases (such as e.g. in-coverage or low mobility out-of-coverage scenarios), radio resource efficiency may be greatly improved by the a Centralized approach.  Thus we should not preclude its use for future releases.
Observation 8: RAN2 should take into account forward compatibility and keep Centralized Medium Access control as an option for further D2D R13+ developments
4 Conclusion

In this contribution we highlighted priorities established for Public Safety ProSe communications.  Then we discussed some of the related high level principles to be agreed to ensure that RAN2 meets this deadline.  Here are our observations and proposals:

Observation 1: RAN2 should identify in priority minimum L2 changes required to meet 1:Many Communications out-of-coverage requirements
Observation 2: Group&Broadcast communication capabilities are required for Public Safety Prose communications
Observation 3: Discovery is optional for Public Safety Prose communications

Observation 4: Confidentiality and integrity are required for Public Safety Prose communications 
Observation 5: A connection less mode is required for Public Safety broadcast communications 
Observation 6: RAN2 should clarify with SA1 and SA3 if IP/Application level security is sufficient or not for Public Safety ProSe communications
Observation 7: Even in the case of a centralized Medium Access Control mode, a distributed Medium Access Control is required to handle central entity election
Observation 8: RAN2 should take into account forward compatibility and keep Centralized Medium Access control as an option for further D2D R13+ developments
Proposal 1: For R12 scope, RAN2 should focus on the development of distributed Medium Access Control and evaluate if it meets Public Safety requirements
Proposal 2: RAN2 should focus on Carrier sensing for Medium Access and evaluate if it meets Public Safety requirements
Proposal 3: RAN2 should focus on Medium reservation per communication as opposed to per packet and evaluate if it meets Public Safety requirements   
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