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1 Introduction

The deployment scenarios for commercial deployment and public safety system are driven by the objectives of the D2D study item in [1].  The study results of proximity service (ProSe) use cases [2] should be used as the guidelines for the reference system scenarios and associated D2D discovery and direct communication.    The service requirements, the architecture requirements and the developed solutions of ProSe architecture in SA [3] should be incorporated in the system design for D2D discovery and direct communication. 
In this contribution, the possible discovery procedures for the use cases specified in SA1 [2] are proposed. From the discovery procedures, the possible impact of each of the procedures to RAN 2 specification is discussed.
2 Use Cases and System Requirements for D2D device discovery
In [1], the deployment scenarios for device discovery include devices both within and outside network coverage as in Table 1.  Due to differences in system requirements, the LTE systems supporting D2D discovery and direct communication could be classed in two categories, namely public safety systems and commercial systems.   ProSe Discovery over E-UTRA in the SA work item [3] also includes two categories, i.e. devices within and outside network coverage.   The scenario and requirements of ProSe Discovery outside network coverage are intended for Public Safety only.   Discovery within network coverage is limited to the cases under continuous operator network control. Continuous is intended to mean that any use of operator resources, including spectrum, from a specific UE needs to be authorized and fully controlled by the operator network at any time, based on operator choice. 

	
	Within network coverage
	Outside network coverage

	Discovery
	Non public safety & 
public safety requirements
	Public safety only


Table 1: D2D system deployment scenarios and system types for device discovery
The study results of ProSe in [2] identify several use cases for device discovery and direct communication of proximity services.   The use cases of ProSe discovery in [2] are as follows: 
· Restricted ProSe discovery - This use case describes a basic scenario for ProSe Discovery that can be used for any application. A social networking application is used as an example to illustrate this use case.

· Open ProSe discovery - This use case describes a case in which UEs discover other UEs without explicit permission by the discoverable UEs.
· Subscribers from Different PLMNs - This use case describes discovery between UEs camped on different PLMNs
· Roaming between Different PLMNs - This use case describes discovery between UEs in different PLMNs under roaming conditions
· Network ProSe Discovery - In this use case, the 3GPP network provides ProSe Discovery for ProSe-enabled UEs
Observation#A: In all uses cases, there should be a mean for a D2D UE to discover other UEs in the same PLMN or different PLMN
Observation#B: Within network coverage, D2D discovery should be optimised with the aid of the 3GPP network.

Based on the above observations, there are 2 possible D2D discovery methods:
· Autonomous D2D discovery – the device would search for other devices in the vicinity autonomously.   Autonomous discovery can operate both within and outside network coverage. The source device (which wants to perform D2D communciation) would search for any known discovery signature signals and further identify the identity of the discovered device(s). In the case of mutual discovery, the target device would perform the same as the source device to discover the source device. The characteristics of autonomous ProSe discovery are as follows,

· Radio resources of discovery signature and channel for device discovery would be configured by the network when devices are within network coverage.    When devices are out of network coverage, a systematic radio resource allocation algorithm for UE-specific discovery signature generation and device identification on a discovery channel for each device needs to be preinstalled in the device with secure protection.   
· Discovery signature is transmitted by the device periodically on a discovery channel.    The resource allocation algorithm of the discovery signature for each device needs to be controlled by the network when the device is within network coverage, or preconfigured and preinstalled on the device for the cases when the device is outside network coverage. 
· User identity query is part of the device discovery procedure – The autonomous type D2D discovery would require not only to detect the target device transmitting discovery signature but also to discover the identity of the target device in order for D2D direct communication to follow.
· In the case when the devices are within network coverage, the network would perform verification of the User identity of the source and target devices. In the case when the devices are out of network coverage, a direct cross-verification procedure between the source and the target devices are required.  
· Network Assisted D2D discovery – the device would always receive the target device information first before starting the device discovery process.   Network assisted D2D discovery would only be performed when UEs are within network coverage.   The network would identify and verify the devices as authorized devices for D2D communication.     The network could perform viability analysis whether devices are feasible for D2D direct communication, and this could also include identification of supported services.   Thus, the characteristics of network assisted ProSe discovery are as follows
· Discovery signature and discovery channel resource would be allocated to each device after the network had completed the viability analysis and authorize D2D direct communication

· Discovery signatures are transmitted for the purpose of device acquisition and D2D synchronization. 

· User identities are provided by network after the verfication of UE identity and authentication of D2D direct communication.  No user identity query is required.
Since the characteristics are different between autonomous and network assisted D2D discovery, the mechanism and procedure of device discovery should be generic enough to satisfy the needs of both types.   A common device discovery procedure should be considered for all use cases of D2D discovery.  

3 Impact of D2D Discovery to RAN 2 specification
Device discovery procedures include detection of a target device, identification of target device, cross verification of device identities, and authentication.    Design considerations of device discovery apply to all ProSe use cases.
3.1 Target device detection

Device detection involves the acquisition of the transmission frame timing and synchronization of the receiver with the transmitter from the target device.   Initial acquisition and synchronization is the first step for the source device’s receiver to lock to and synchronize with the target device’s transmission timing.   Discovery signature signals need to be transmitted by the target device.   
· Devices within LTE network coverage - The resource for the discovery signature could be dynamically allocated to the device for D2D discovery when devices are within LTE network coverage.  If devices have connected to the LTE network, both devices would lock to the LTE network timing.  The LTE network frame timing should be used for the transmission timing of discovery signature transmission by the target device for both open and network assisted D2D discovery.   The source device should use the LTE network timing as the reference for the acquisition of the frame transmission timing of target device to minimize the search window.   The timing of discovery signature transmission by the target device and discovery signature detection of the source device could be coordinated by the LTE network in the network assisted ProSe discovery.   For open ProSe discovery cases, the discovery signature resource allocation, transmission, and detection would be autonomous.  The discovery signature configuration could be configured by the network when D2D services are requested. 
· Devices outside LTE Network coverage  – When devices could not find any LTE network for access, devices would start the autonomous D2D discovery mode preconfigured and stored in the device.   Each device would select a resource and transmit a discovery signature periodically without any reference timing from the LTE network.   In the mean time, the device would detect other devices in the vicinity.   Detection of target devices outside network coverage is similar to LTE cell search.  
The discovery signature for device detection should be designed in a similar way to LTE synchronization channels (PSS/SSS) for UE cell search or RACH detection with PRACH preamble.   The device could transmit a signal similar to PSS with a UE-specific root sequence index periodically. The device could also transmit an SSS in a UE-specific way to identify the basic identity of the device or the group of the devices belonged to.  The PSS and SSS could also be used to identify the reference signals, e.g. SRS, DM RS, for the device to acquire and to track the channel of the target device for direct communication.  RAN 2 impact on the target device detection is mainly on the resource management and configuration of the discovery signature by the network for devices within LTE network coverage.  For out of coverage scenario, RAN2 needs to work on autonomous resource allocation of the discovery signature and multiple access control of the discovery signature transmission.
Observation 1: The possible impact to RAN 2 on the target device detection is mainly on the resource management and configuration of the discovery signature by the network for devices within LTE network coverage.  For out of coverage scenario, RAN2 needs to work on autonomous resource allocation of the discovery signature and multiple access control of the discovery signature transmission.
3.2 Device Identification 
Once a pair of devices has detected and synchronized with each other, they would identify each other.   Considerations of device identification are as follows:
· Support large number of devices in the vicinity with unique identification for each device – Identity of each device should be unique in order for devices to discover the target device.  
· Support devices within or outside LTE network coverage – Device IDs could be provided by the network if devices are within network coverage.   Device ID needs to be embedded in the device if devices are partially or completely outside LTE network coverage.      
· Support different use cases of ProSe discovery – Device identification links directly to the ProSe discovery.   Some use cases of ProSe discovery, such as restricted and open ProSe discoveries,  require the devices to discover the identity of target device autonomously without network assistance.    
The device identity could be derived implicitly (e.g. linked to the detected discovery signature signal) or obtained explicitly.  

· Implicit device ID derivation  -  The device ID could be derived from the detected discovery signatures by mapping the sequence to the device ID by a given function or table similar to Cell ID being derived from PSS/SSS.   The advantage of implicit derivation is that it has one discovery signature design matched with the device identity.   However, the number of device IDs is equal to the number of available combinations of discovery signature sequences.   An increase of the number devices to be supported for detection will increase the number of hypotheses to be tested during device detection.   The tradeoff is between the number of device IDs and the complexity of discovery signature sequence detection.
· Explicit device ID query – The device ID and its related information, such as ProSe service type(s), could be encoded into a discovery channel and transmitted at some radio resources. Within network coverage, the discovery channel selection can be network directed, and the resource allocated for the discovery channel could be provided by the network via dedicated signaling or broadcast in the system information. In the case the devices are out of network coverage, the discovery channel selection is autonomous with the resource allocated for the discovery channel derived implicitly through the discovery signature. The device would go through the device ID query procedure after device detection. The advantage of the explicit device ID query is the separation of the device detection and identification procedures.  Thus, the number of device IDs could be much larger than the number of discovery signature sequences.   However, the additional procedure of device ID query would increase the complexity of D2D discovery. 
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A RACH type procedure is required for transmission on the discovery channel since the target device is not synchronised to the source device. The preamble for the RACH type procedure or PSS/SSS type of signal can be the Discovery signature or some other preamble signature. The discovery signature + the discovery packet could be sent together to the Target device. The Target device will attempt to decode the discovery packet and send a response packet containing the target device ID at a known radio resource to the Source Device.
Other than providing the configuration of the discovery channel when the devices are within network coverage, the RACH type procedure needs to be specified to perform the explicit device ID query.
Observation 2: The possible impact to RAN 2 on Device Identification is:
· Configuration of the discovery channel when the devices are within network coverage

· Specifying a RACH type procedure to preform the explicit device ID query

3.3 Device Verification and Authentication 

Once the target device is detected and identified, the target device identity needs be verified and authenticated for the completion of device discovery.   Device identity could be verified between devices with a standardized handshaking procedure.   When devices are within LTE network coverage, devices could be verified by the LTE network along with the resource allocation of the discovery signature signal and device identification.   Some use cases of ProSe discovery, such as devices from different PLMNs, and roaming between different PLMNs, require verification by the LTE network or assistance from LTE network during device discovery.   
For devices outside network coverage, a verification procedure needs to be specified for a secure device authentication.   A verification procedure would have to include the following functions:
· Query for verification – a query is sent to the identified device to verify the device.  The verification could be a secure code or password associated with the device identity.    The rule of verification needs to be preconfigured in both devices. 
· Response of verification 

· Resource allocation for verification query and response.  

Considerations of device verification outside network coverage are similar to the RACH procedure.   The resource allocation for verification query and response could be randomly selection from a resource pool.   
Observation 3: In the case the device verification and authentication when devices are out of network coverage, it can be performed at the same time as during Device Identification. 
4 Conclusions

In this paper, we provide some high-level discussion of possible discovery procedures for the use cases specified in SA1 [2].   D2D discovery includes device detection, identification and verification.  Some observations are made on the RAN 2 impact on these functions as follow:

We propose:
Observation 1: The possible impact to RAN 2 on the target device detection is mainly on the resource management and configuration of the discovery signature by the network for devices within LTE network coverage.  For out of coverage scenario, RAN2 needs to work on autonomous resource allocation of the discovery signature and multiple access control of the discovery signature transmission.
Observation 2: The possible impact to RAN 2 on Device Identification is:

· Configuration of the discovery channel when the devices are within network coverage

· Specifying a RACH type procedure to preform the explicit device ID query

Observation 3: In the case the device verification and authentication when devices are out of network coverage, it can be performed at the same time as during Device Identification. 
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