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A study item for Device to Device (D2D) Communication has been initiated by 3GPP RAN[1]. RAN2 is expected to design functionality related to discovery and resource allocation for D2D. RAN1 has started work on channel modelling for D2D. 
SA2 has completed their feasibility study on Proximity services [2]. The TR[2] includes numerous requirements for D2D which will need to be the basis for the D2D discussion in RAN2.
In this contribution, we provide a brief background of D2D and discuss the requirements related to discovery. Based on the SA2 requirements, we lay out proposals that RAN2 needs to discuss and agree. The appendix has a list of requirements related to discovery directly taken from the SA2 TR.
Discussion
The SA2 TR on proximity services describes two possible communication paths for D2D. The first is a “direct mode” data path which consists of a direct link between the UEs. The second is a “locally routed” data path which consists of a link that is routed via the eNB. With the locally routed data path, data does not traverse the network nodes beyond the eNB.
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For both modes of operation, the UEs being in proximity of each other is essential. Furthermore, a procedure to discover that the UEs are near each other is essential. The TR has various requirements on discovery for D2D. Below we derive proposals based on the requirements in the TR that are relevant to RAN2 discussions.
The Direct Mode data path brings in a new communication model – i.e., direct communication without going through an eNB, and is expected to require significant protocol and physical layer changes. From the point of view of the radio links, the locally routed data path is largely similar to the existing communication model – i.e., communication via each UEs link to the eNB. We assume that the discussion in RAN2 (and RAN1) will primarily focus on the direct mode path, and the discussion below assumes the direct mode path.
Basic requirements for discovery
One of the basic requirements for ProSe communication is the ability for devices to discover each other. For direct mode, this implies a transmission by a device that can be “discovered” by other devices interested in D2D.  We will refer to this transmission as a “discovery beacon”. In addition to determining proximity of another D2D device, discovery beacons can be used for other purposes such as determining pathloss and required transmit power, and delivering other information about the device transmitting the beacon.
Proposal 1: D2D devices shall be able to transmit discovery beacons and receive discovery beacons transmitted by other devices.
Proposal 2: D2D discovery beacon transmissions shall be performed on the same carrier frequency on which D2D communication will be performed.
Information obtainable from discovery
The purpose of the discovery beacon and the discovery procedure is to enable applications on a device to find a peer application on another device and establish communication. Examples of such applications include social media applications and critical emergency communication applications. The discovery process has to provide the device that is performing the discovery some information that is necessary to decide whether to establish communication with the discovered device. Such information could include: (a) an identifier of the device or the group the device belong to, (b) Services & Applications supported, (c) location of the device, (d) transmit power of the device. While such information can be obtained through a request/response interaction between the two devices, we think it is natural to include some or all of this information in the discovery beacon itself, to avoid excessive and unnecessary request/response communications.
Proposal 3: The discovery beacon can optionally include the following information about the device performing the discovery beacon transmission:
· An identifier of the device or an identifier of a group the device belongs to;
· Services & Applications supported by the device;
· Location of the device; and
· Transmit power of the device.
Control of Discovery
Operator control of the discovery process is an important feature as reflected in numerous requirements in the TR. In particular, network operators have to be able control:
· Whether or not a device is discoverable
· Whether or not a device can perform discovery
· Which devices or groups of devices are able to discover a particular device
· The range over which a device is discoverable
Discoverability can be controlled by transmitting or not transmitting the discovery beacon. In order to control which devices can discover a particular device, it may be necessary to encrypt/scramble a discovery beacon transmission, so that the information in the beacon is only accessible to devices that have the appropriate security keys. This also implies that a device may need to request security keys from the network before performing discovery.
In order to control the range over which a device is discoverable, the device needs to restrict its discovery beacon transmit power to a network-imposed transmit power limit.
Proposal 4: A D2D device shall be able to switch on or off discovery beacon transmissions as ordered by the network.
Proposal 5: Discovery beacon transmissions shall be protected by encryption/scrambling so that the information is accessible only to authorized devices.
Proposal 6: A device shall be able to request and receive security keys from the network prior to performing discovery.
Proposal 7: A device shall limit the transmit power of its discovery beacon based on a network-imposed limit.
Operators also need the ability to charge the user for discovery related activities. In particular, the TR lists requirements that the discovery process enable the operator to charge for (a) being able to be discoverable by other D2D devices, (b) being able to discover other D2D devices, and (c) the event of discovering another D2D device. Charging for being able to be discoverable and for being able to discover can rely on the network orders to turn on/off discovery beacons and on the device requests for security keys. Charging based on the event of discovering another device requires the event to be reported to the network.
Proposal 8: A D2D device shall be able to report the identity of another D2D device whose beacon it has discovered (prior to establishing any communication with the other device).
Challenges related to Discovery
Timely discovery of other D2D devices requires regular and periodic transmission of discovery beacons. Such beacon transmission by a device can naturally cause significant battery consumption. Additionally, given that every D2D capable device may be transmitting beacons, the beacons themselves can cause interference to other communication. In particular, if the D2D beacon transmissions (and D2D communication) occur on the uplink carrier frequency, the beacon transmissions could interfere with uplink transmissions, impacting conventional eNB based communication. Therefore, it is necessary to keep the discovery beacon transmission to a minimum while still being able to discover devices quickly.
Power consumption related to scanning for beacons of other D2D devices is another significant concern. For conventional communication, eNBs transmit synchronization signals every 5 ms. This enables quick discovery of eNBs. Discovery beacon transmissions will probably need to be much less frequent for reasons of battery consumption and interference, as mentioned above. With infrequent beacon transmissions, power consumption for beacon scans increases because the device performing discovery does not know when to expect a beacon. 
Another set of challenges arise from having to manage discovery related interactions with multiple devices. A device can be interested in multiple other devices or groups and may also establish parallel communication sessions with multiple devices or groups. In practice, when there are multiple other devices which are discoverable and within range, the device has to decide which one or which ones it prefers to establish a communication link with. This decision needs to take into account (in addition to user input) radio link quality to each of the devices and services/applications supported by each of the devices. Enabling estimation of radio link quality between pairs of devices will require significant work in RAN1.
Additionally, if D2D groups are to be supported, there are likely to be other challenges related discovery. A D2D group comprises a group of D2D UEs that can all communicate with each other directly (i.e., when any one device in the group transmits, all other UEs receive the transmission). If a device is interested in joining a D2D group it has to be able to receive transmissions (and in particular discovery beacons) from each of the devices in the D2D group. Likewise, all the devices in the D2D group have to be able to receive transmissions from the device.
Summary
We have considered some of the basic functionality in RAN2’s domain to enable D2D discovery, based on the requirements laid out in the SA2 TR. We suggest that RAN2 discuss and agree on the following proposals.
Proposal 1: D2D devices shall be able to transmit discovery beacons and receive discovery beacons transmitted by other devices.
Proposal 2: D2D discovery beacon transmissions shall be performed on the same carrier frequency on which D2D communication will be performed.
Proposal 3: The discovery beacon can optionally include the following information about the device performing the discovery beacon transmission:
· An identifier of the device or an identifier of a group the device belongs to;
· Services & Applications supported by the device;
· Location of the device; and
· Transmit power of the device.
Proposal 4: A D2D device shall be able to switch on or off discovery beacon transmissions as ordered by the network.
Proposal 5: Discovery beacon transmissions shall be protected by encryption/scrambling so that the information is accessible only to authorized devices.
Proposal 6: A device shall be able to request and receive security keys from the network prior to performing discovery.
Proposal 7: A device shall limit the transmit power of its discovery beacon based on a network-imposed limit.
Proposal 8: A D2D device shall be able to report the identity of another D2D device whose beacon it has discovered (prior to establishing any communication with the other device).
We have also outlined what we believe are significant challenges in making D2D discovery an efficient and useable feature. The main challenges outlined are:
· Minimizing discovery beacon transmission without compromising the speed of discovery.
· Minimizing power consumption for beacon scanning.
· Managing discovery related interactions with multiple devices.
· Managing discovery for D2D groups.
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Appendix – Requirements from TR 22.803 related to Discovery
General Use Cases
Restricted ProSe Discovery Use Case
General
[PR.1] Based on operator policy and user choice, the proximity of two ProSe-enabled UEs shall be determinable; for example, using direct radio signals or via the operator network.
[PR.98] The operator shall be able to dynamically control the proximity criteria for ProSe discovery. Examples of the criteria include radio range and geographic range.
[PR.2] A discovering UE shall be able to determine whether or not another UE is of interest to it. A ProSe-enabled UE is of interest to a discovering ProSe-enabled UE if its proximity needs to be known by one or more authorized applications on the discovering UE.
[PR.3] Operator policy and user choice can set the ProSe feature of:
-	a ProSe-enabled UE to discover other UEs in its proximity but not be discoverable;
-	a ProSe-enabled UE to be discoverable by other UEs but not be able to discover other UEs in its proximity;
-	a ProSe-enabled UE to discover other UEs in its proximity and be discoverable by other UEs;
-	a ProSe-enabled UE to disable the ability to be discoverable by other UEs and to disable the ability to discover other UEs;
-	a ProSe-enabled UE to revoke being discoverable by a ProSe-enabled UE (i.e. be discoverable by a UE at one time, and then not discoverable by the same UE at another time);
-	a ProSe-enabled UE to discover ProSe-enabled UEs of interest, where interest is defined in a ProSe-enabled application per user, group of users, or category of users;
-	a ProSe-enabled UE to restrict discoverability to ProSe-enabled UEs of interest, where interest is defined in a ProSe-enabled application per user, group of users, or category of users.
[PR.97] Operator policy disabling or limiting individual ProSe features shall override any user choice.
[PR.4] ProSe Discovery shall support a minimum of three range classes – for example short, medium and maximum range.
[PR.5] The operator shall be able to authorize per subscription which range classes ProSe Discovery is allowed to use.
[PR.6] The ProSe Discovery process shall enable authorized applications to request and to use a certain range class when discovering other UEs.
[PR.xy] The ProSe Discovery process shall enable authorized applications to request and to use a certain range class when the UE is being discovered by other UEs.
[PR.7] The impact of ProSe Services (Discovery and Communications) on radio usage, network usage and battery consumption should be minimized.
[PR.8] Subject to user and operator settings, a ProSe-enabled UE shall be discoverable only by other UEs in proximity that are explicitly permitted by the discoverable UE.
[PR.9] ProSe shall support the simultaneous operation of a large number of applications on a UE, ensuring that the 3GPP system provides ProSe Discovery proximity information only to applications that were authorized by the 3GPP system.
[PR.10] An operator shall be able to authorize the use of ProSe Discovery information by an application.
[PR.11] A user shall be able to allow the use of ProSe Discovery information by an application.
ProSe Feature Authorization
[PR.12] The operator shall be able to enable or disable the ProSe Discovery feature in its network.
[PR.13] The operator shall be able to authorize discovery operations for each individual UE.
[PR.14] The operator shall be able to authorize the ability of a UE to be discoverable by other UEs.
[PR.15] The operator shall be able to authorize the ability of a UE to discover other UEs.
Charging
[PR.16] Both the HPLMN and VPLMN operators shall be able to charge for ProSe Discovery features including:
-	The ability for a UE to be discoverable, including based on the range class;
-	The ability to discover other UEs, including based on the range class;
-	The event of discovering a UE, including based on the range class.
Open ProSe Discovery Use Case
[PR.17] Subject to user and operator settings, a ProSe-enabled UE shall be discoverable by all other ProSe-enabled UEs in proximity without explicit permission. The UEs can be
-	Served by the same PLMN, including when roaming;
-	Served by different PLMNs, including when roaming.
Discovery Use Case with Subscribers from Different PLMNs
[PR.18] Based on operator policy and user choice, the proximity of two ProSe-enabled UEs camped on different PLMNs shall be determinable.
[PR.19] The operator shall be able to authorize the ability of a UE to discover UEs camping on other PLMNs.
[PR.20] The operator shall be able to charge for the ability to discover UEs camping on other PLMNs.
Discovery Use Case with Roaming Subscribers
[PR.21] All requirements for ProSe Discovery also apply when one or both of the UEs involved in ProSe Discovery are roaming.
[PR.22] The VPLMN operator shall be able to enable or disable the ability for all the inbound roamers from a specific PLMN to be discovered using ProSe Discovery.
[PR.23] The HPLMN operator shall be able to authorize the ability of a UE to discover other UEs in case of roaming in a VPLMN.
[PR.24] The HPLMN operator shall be able to authorize the ability of a UE to be discoverable by other UEs in case of roaming in a VPLMN.
[PR.25] Both the HPLMN and VPLMN operators shall be able to charge for discovery features including:
- The ability to be discoverable;
- The ability to discover;
- The event of discovering a UE.
Network ProSe Discovery Use Case
[PR.26] An application on a ProSe-enabled UE shall be able to request the network to determine the proximity of another ProSe-enabled UE; the network shall be able to determine proximity of two ProSe-enabled UEs and inform them of their proximity.
[PR.91] The operator shall be able to charge for network ProSe Discovery.
Public Safety Use Cases
ProSe Discovery Within Network Coverage
[PR.53] A ProSe-enabled public safety UE with ProSe Discovery enabled for discovery of other public safety UEs shall be able to discover other discoverable public safety UEs, without network interaction if allowed by the operator, even when under E-UTRAN coverage whether or not ProSe Communication is used.
Note:	A network operator can provide additional services for public safety UEs that are under 3GPP network coverage, such as providing accurate location information through GPS data.
[PR.54] A user of a ProSe-enabled public safety UE shall be able to activate or deactivate the UE’s ProSe Discovery feature while under E-UTRAN coverage, if allowed by the operator whether or not ProSe Communication is used.
ProSe Discovery Out of Network Coverage
[PR.55] A ProSe-enabled public safety UE with ProSe Discovery enabled shall be able to discover other discoverable public safety UEs when some or all of the UEs involved in ProSe Discovery are out of E-UTRAN coverage whether or not ProSe Communication is used.
[PR.56] A user of a ProSe-enabled public safety UE shall be able to activate or deactivate the UE’s ProSe Discovery feature when out of E-UTRAN coverage whether or not ProSe Communication is used.
Can Discover But Not Discoverable
[PR.57] The configuration of a ProSe-enabled public safety UE that allows the UE to discover other discoverable public safety UEs shall be independent from its configuration to allow or not to allow other ProSe-enabled public safety UEs to discover it.
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