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1
Introduction
In [3] the discussion was to investigate possible realizations of RAN aspects for “Fast Path” and “Connectionless” solution directions. The result of the email discussion and following discussions is expected to be included into the TR to help RAN2 future discussion on refining MTC solutions and replying to the LS [2] of SA2. 

In this contribution, we provide more details of our view on possible RAN solution direction in the scope of the email discussion.      
2
Discussion
2.1 

“Connectionless” Solution 

In [4] the specifics of the solution are described, quoted as below:

There are differences between the two alternatives. The connection less alternative has the following specifics:

-
Security model is not changed as the eNB performs the encryption function. The security material is downloaded in the eNB from the core when the UE first uses the eNB for data transmission and this security context is used for connectionless data transmission as long as the UE remains under the eNB coverage (the exact method is to be defined in cooperation with SA3)

-
The UL TEID and the SGW IP address are derived from a connection ID which is allocated to the UE at session set up and maintained via Mobility management procedures. This connection ID is formatted in such a way to identify the SGW and the TEID for UL data and the mapping of connection ID to TEID and SGW is passed to the eNB when security is established. This Connection ID is sufficient to forward the data in the UL to the correct SGW and TEID.

-
It operates per PDN connection. A PDN connection is either connection less or a normal PDN connection. It is decided when the PDN connection is created what type of connection it is. PDN connections earmarked for connectionless behaviour do not allow dedicated bearers. Data for connectionless PDN’s trigger connectionless paging.

-
A suitable RAN transmission mechanism is to be decided together with RAN groups.

From the above description, a possible RAN realization for “connectionless” solution can \be \ as shown in Figure 1. When UE is (re)configured with “connectionless operation”, UE would enter a “connectionless” or “RRC Semi-idle” state, after UE’s first time registration. The state would be typically changed between connected and connectionless state for MTC devices, as and when data transfer is required. UE does not need to perform connection establishment procedure each time it sends a small amount of data, but rather the state transition may be performed via a single reconfiguration message or potentially automatic state transition (again, similar to what exists today for UMTS PCH->FACH transition for data transmission).     
UEs are identified by C-RNTI, and the radio bearer and EPS Bearer are created in the same way as the existing method. In connectionless state, the UE and eNB need to preserve: Radio Bearer ID; EPS Bearer ID; C-RNTI and or Group_RNTI; Ciphering keys; PDCP sequence number; IP connection parameters and/or TMSI. These parameters can be regarded as a condition to keep a UE in a “connectionless” or “RRC Semi-idle” state. 
Overall, we envisage the connectionless state to be like UTRAN CELL_PCH state, adapted to LTE in order that it creates a fast path for MTC devices each time small data is due to be transmitted. As we have observed in the field, networks which utilise CELL_PCH state and URA_PCH state can maintain the UE in connected mode for long periods of time, while offering significantly quicker transitions to connected mode states in which high data transfer rates are possible, while allowing the UE to save significantly in terms of power consumption due to the longer DRX times and relaxed measurement requirement compared to CELL_DCH state. The CP signalling can be further reduced with connectionless state as RRC connection and radio bearer(s) are in standby state when UE enters its “idle” interval. Since a UE could be configured with DRX cycles equivalent (or even longer) in connectionless state as idle, a comparebale or better power consumption in UE could be obtained to idle state. 

There are various ways in which mobility can be supported.. According to the SA2 description, this solution applies as long as the UE remains in coverage of the eNB, however we would still need to define what happens when UE finds that it is moving out of coverage. This may be addressed by UE moving to RRC connected, sending a measurement report and performing handover in case the UE remains the same coverage of eNB; or by UE moving to RRC-idle to perform normal cell reselection, or in Semi-idle state to introduce procedures similar to Cell Update in UMTS, whereby UE performs cell reselection and then security and bearers are transferred/activated in the target, or call may be re-established in the target similar to RLF case.
The UE in this solution is in ECM-connected state, thus the “Connectionless” solution can be applied to UE as one alternative of “always-on” state.  
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Figure.1 UE Connectionless state
2.2 
“Fast Path” Solution
In [4] it described the specifics, quoted as below:

The small data fast path alternative has the following specifics: 

-
Does security between UE and SGW. Security information is provided by MME to SGW at session creation. The security solution is FFS by SA3.

-
The UE passes information required for the eNB to forward the small data to the SGW. The eNB derives the SGW S1-U F-TEID from the SGW Bearer Resource ID provided by the UE.

-
It operates per bearer. The information appended to the small data specifies the GTP-U tunnel where the eNB forwards the data.

-
A bearer can be enabled for small data fast path. If data arriving in the UE or the SGW meets the small data criteria it is sent in the fast path, otherwise the data is sent the normal way by initiating a service request.

-
A suitable RAN transmission mechanism is to be decided together with RAN groups.

One possible RAN implementation of the “Fast Path” solution is as shown in Figure 5.1.1.3.6.2-2: LTE small data fast path transfers one IP packet pair in [4], and the state exists when UE is in ECM-idle mode, and small data is sent without excessive ECM-idle / ECM-connected transitions. The Fast Path is between UE and the MME, eNB just forwards the data to SGW. 
As shown in Figure 2, it is likely that the “Fast Path” solution exists after UE first time enters ECM-connected state provided that MME preserves the bearer, PDCP sequence number and ciphering keys information. Then when the small data transmission is due, the small data fast path is made possible by providing a Bearer Resource ID to the UE that represents the bearer in the SGW. The UE passes the data together with the SGW Bearer Resource ID to the eNB where it is currently camping using Uu. From a RAN perspective the solution is very similar to that described above for “connectionless”, with similar solutions envisaged for RRC signalling, mobility, and performance.
The main differences we see from “Connectionless” solution: 
1) ECM-idle ECM-connected optimization vs. RRC-idle RRC-connected optimization; 
2) Security keys and RB IDs preserved in MME vs. in eNB. For the point 2) we tend to think it might be a disadvantage for “Fast Path” solution as it cannot avoid additional MME traffic to eNB. 
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Figure.2 UE Fast Path state

With a different possible realization in RAN for “Fast Path” solution there may be no need to have AS (RRC and user plane) level security mode command procedures, as indicated in [4] Figure 5.1.1.3.6.2-2: Enabling EPS Bearers for Small data fast path. However we believe such impact from any missing AS security needs to be analysed by SA3 and we cannot conclude in RAN2 alone. 
In [4] it newly states (compared to v0.8.0) “At a minimum integrity protection based on a derivation from KASME of the small data is needed to ensure that data is not inserted or changed. Data encryption may also be used, especially if the small data is not encrypted end-to-end on the application layer. Security protocol between the UE and the SGW and whether data encryption is needed, is for further study and to be decided by SA3. ” 
This seems to mean that for this solution there would no need to build RRC-connection and RAN level data encryption; the “Fast Path” only uses NAS traffic with a particular encryption algorithm, e.g. generated from KASME. The SGW needs to store the security information for the PDN connection. The MME needs to provide the UE with Bearer Resource IDs (that can be used by the eNB to derive corresponding SGW S1-U F-TEIDs). It also needs to derive small data security keys and send it to the SGW as part of the existing session signalling. The disadvantage with this RAN realization would be that it would need some additional signalling between MME and eNB, MME and UE. A more simplified way in our view would be just as described in “Connectionless” and the other alternatives of the “Fast Path” solution, to preserve the data bearer information, radio bearer and associated security keys after UE registration with the network, and then the “Fast Path” is reactivated each time when there is a need to send small data. 
3
Conclusion
In this paper we have provided some technical analysis on possible RAN implementations of “Fast Path” and “Connectionless” solution directions. It was observed that both solutions would significantly reduce CP signalling when UE sends small amount of data, furthermore, the UE power consumption could be reduced if the higher layer signalling and the number of UE activities are reduced. A straight forward way of RAN realization would be that the state exists after UE’s first time registration to the network provided that UE registration ID and its security keys can be reserved in UE and network sides. 
Proposal: To capture the above RAN implementations of fast path and connectionless for EUTRAN in TR.
4
References
[1] RP-130396, RAN aspects of Machine-Type and other mobile data applications Communications enhancements.

[2] R2-130685, LS on requesting input on MTCe solutions.

[3]  R2-131693 Summary of email discussion [81bis#14] [Joint/MTCe] RAN aspects of 'Fast Path' and 'Connectionless'
[4] TR 23.887 v0.9.0, Technical Specification Group Services and System Aspects; Machine-Type and other Mobile Data Applications Communications Enhancements.
[image: image3.png]ECM Connection Security keys saved

established at MME
Em———
e

ECM Connection Triggered by Paging

released or timer



[image: image4.png]RRC Connection Security keys saved
established at UE & eNB

RRC-CONNECTED

RRC Connection Triggered by Paging
released or timer



