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1 Introduction

In the RAN2#81bis and RAN2#82 meeting, the solution of network selection and traffic steering between WLAN and 3GPP were extensively discussed. During the RAN2#82 meeting, three different solutions were captured in the latest TR [1]. According to the draft chairman notes from last meeting [2] and the agenda of RAN2#82[3], in this meeting we will focus on the topic “Network Selection” , further refine the solutions and evaluate the requirements.
In this contribution, we will discuss the potential issues about the access control in the network selection procedure and present our considerations and proposal.
2 Discussion 
As the description in draft TR [1] the main scenario of this study focuses on WLAN nodes deployed and controlled by operators and their partners. That is to say, the deployment and access information (e.g. BBSID, channel, etc…) of WLAN AP should be known by 3GPP network. Meanwhile, according to [1] the scenarios where such information is not available should be supported as well. 
In order to avoid unauthenticated access resulting security risks, eNB/RNC should have enough capability to decide which WLAN AP is allowed to be accessed and which WLAN AP is prohibited to be accessed by UE.  In the following we will discuss the issue about access control for defined three solutions.
Table 1: Candidate assistance parameters for Solution 1
	Parameter
	Description

	Load Information
	Direct/indirect indication of UMTS/LTE load, e.g. in percentage, in load levels (low, medium, high) or offload preference indicator 

	Resource Allocation
	Maximum resource allocation the UE may receive on UMTS/LTE

	WLAN Thresholds
	WLAN RSSI threshold, WLAN BSS load threshold and WLAN WAN metric threshold

	RAN Thresholds
	RSRP/ RSCP thresholds


Table 2: Candidate assistance parameters for Solution 2
	Parameter
	Description

	WLAN Thresholds
	WLAN RSSI threshold, WLAN BSS load threshold and WLAN WAN metric threshold

	Load Information
	Direct/indirect indication of UMTS/LTE load, e.g. in percentage, in load levels (low, medium, high) or offload preference indicator*

	RAN Thresholds
	UMTS/LTE load threshold, RSRP threshold and RSCP threshold

	Resource Allocation
	Maximum resource allocation the UE may receive on UMTS/LTE

	Traffic Information to be Offloaded
	Identifier of the traffic to be steered, e.g. bearer information or logical channel ID of a radio bearer


Regarding to Solution1 and Solution 2, some policy information or assistant parameters (e.g. WLAN Thresholds, RAN Thresholds and Load information etc.) have been included in [1] as shown in Table 1 and Table 2 to execute access control. Specifically, RAN could realize the access control based on signal strength/quality received from source cell and/or target cell via parameters “WLAN Thresholds” and “RAN Thresholds”, based on parameter “Resource Allocation” and based on UMTS/LTE load via parameter Load Information.
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Fig. 1: the scenario of Forbidden access
However, the abovementioned approaches are not sufficient. “Forbidden access” may still be observed as shown in Fig. 1: The unauthorized AP (unauthorized privately or freely AP) or the AP belonging to other operator in RAN sharing scenario should not be allowed to access even if these APs load is less than predefined threshold and signal strength/quality is good enough.  
Observation 1: “Forbidden access” may still be observed even if some parameters for access control already be considered. Especially for Solution 1 and 2 such issue is more serious.
For the Solution 3, the traffic steering and access is completely controlled by the network using dedicated traffic steering commands based on WLAN measurement.  Therefore, the positive effect of access control can be obtained via UE measurement control and access rule derived from ANDSF or RAN. 

Observation 2: Solution 3 provides more network control and can obtain positive effect of access control.  
One candidate solution is to provide “Access Restriction Parameter” to UE to avoid “Forbidden access”, which is necessary especially for Solution1 and Solution2. Possible candidate is the “black list” or “white list” based on target identifiers. For the Solution 1 and 2 (UE-controlled solution), access restriction parameters can be obtained from ANDSF. However if ANDSF is not deployed, these parameters should be transmitted by RAN via system information or dedicated signalling.  For solution3 (RAN-controlled solution), such restriction can be achieved by implementation.
Proposal 1: We kindly ask RAN2 to consider further optimize the access restriction scheme for some specific but not rare scenarios, especially for solution1 and 2.
3 Conclusion

In this contribution, we discuss some potential issue about the access control. From above analysis, we observed that,
Observation 2: Solution 3 provides more network control and can obtain positive effect of access control.
Observation 1: “Forbidden access” may still be observed even if some parameters for access control already be considered. Especially for Solution 1 and 2 such issue is more serious.
At the end, the following proposals are presented:
Proposal 1: We kindly ask RAN2 to consider further optimize the access restriction scheme for some specific but not rare scenarios, especially for solution1 and 2.
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