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1. Introduction
In RAN2#81b meeting, we had the papers on the topic of "Improvements to current access control mechanism to provide efficient approach for UTRAN in case of uplink overload". 
To identify scenarios that require access control mechanisms or improvement to existing mechanisms, it is suggested to analyze issues for the following scenarios first:

· Idle mode

· Connected mode 

· CELL_PCH/URA_PCH without seamless transition 

· CELL_PCH with seamless transition 

· CELL_DCH state 

According to [1], there are several access control mechanisms, including Access Class Barring (ACB, R99), Domain Specific Access Restriction (DSAC, R6), Paging Permission with Access Control (PPAC, R8), Extended Access Barring (EAB, R11).
In addition, there are additional access controls by “Wait Time” in RRC Connection Reject and Cell Update Confirm message, and“extended wait time (up to 30 minutes)” in RRC Connection Reject, RRC Connection Release and Signaling Connection Release.
In this contribution, we will further study the scenarios and possible enhancements.

2. Discussion
2.1 Existing Access Control mechanisms
Currently, parameters of ACB, DSAC and PPAC are included in SIB3 in separate bit mappings of Access Class 0-15 to “barred/not barred”. UE acts on PPAC when initiating paging response or LA/RA registration, on DSAC when initiating RRC Connection establishment to send an IDT message, on ACB to send RRC Connection Request to corresponding CN domain. The length of value tag for SIB3 is from 1 to 4. UE will retrieve the SIB3 if the stored value tag is different with the new one.

EAB in SIB21 provides additional access control for UEs supporting EAB, in which the parameters is also bit mapping from Access Class 0-9 to “barred/not barred”.
Besides, network could notify UE not to originate again the request that was refused before during a period of time, by including the “Wait Time (0~15s)” in RRC Connection Reject and CUC message. Network could also notify delay tolerant UEs not to initiate the refused request during the time indicated in “extended wait time (up to 30 minutes)” in RRC Connection Reject, RRC Connection Release and SCR. 

In the following part, we will analyse whether the existing access control mechanism could provide enough control for different state UEs listed above and potential enhancements are also present.
2.2 Access Control for Idle mode
If the UE stores the latest SIB3 in idle mode, UE will send RRC Connection Request message for originating uplink service, and currently the message can be controlled by DSAC or ACB mechanism. As for terminating service, the response message can also be controlled by PPAC mechanism.
2.2.1 Handling of value tag wrap-around
As analyzed in [2], when the network is overloaded, in order to avoid barring a specific category of UEs for a long time and guarantee the fairness between UEs, the network needs to update the SIB3 to rotate the barred ACs from time to time. However, the frequent updating of SIB3 might cause the value tag to be wrap-around frequently, especially considering the length of value tag is short, i.e. 1-4 for SIB3 value tag and 1-8 for MIB value tag.
When the UE transits from CELL_DCH state or re-enters service area, it is likely that the value tag in the SI is the same with the previously stored value, and thus the UE will not re-acquire the SIB3 even if SIB3 has already been updated. In our opinion, the issue will make the access control effort useless so it should be addressed and focused.
Proposal 1: To study the issue of value tag wrap-around.

Regarding the issue, several enhancements could be considered, e.g. extending the range of value tag. In our opinion, there is a simple and backward compatible way that the UE is forced to re-acquire the SIB3 after state transition from CELL_DCH state or after re-entering service area, regardless of the value tag, and we think that this solution will not introduce much complexity at UE side and there is zero impact on the network side.
Proposal 2: Force the UE to re-acquire the SIB3 after state transition from CELL_DCH state or after re-entering service area, regardless of the value tag.
It is noted that the network congestion might not last for a long time, so for the purpose of UE power consumption optimization, further thinking to proposal 1 could be considered, for example, the UE is only required to re-acquire the SIB3 when the network is in congestion status.
2.2.2 Domain specific wait time
From the network perspective, when congestion occurs, it might want to delay the idle UE access to PS domain while at the same time to allow UE access to CS domain. However, currently the “wait time” is common for both PS domain and CS domain, which will prevent the network from performing the per domain access control by “Wait Time”.

Proposal 3: To study the limitation of current Wait Time mechanism.

In order to control UE accesses for PS domain and CS domain, we propose to introduce the “per CN domain wait time” mechanism, and in this case the network is able to configure different wait time for each CN domain. It is noted that the RRC CONNECTION REJECT message/procedure may be impacted.
In addition, in the Rel-10 WI “RAN mechanisms to avoid CN overload due to MTC”, for UE supports "delay tolerant access" (i.e. configured for “NAS signalling low priority” by OMA-DM), it is already possible to apply the "Extended Wait Time" to a specific CN domain when network is overloaded. However, it is questionable that whether in the real world operators will configure the smart phones for "delay tolerant access", since generally H2H communication (e.g. interactive IM service) is more sensitive to the delay compared to M2M commutation. Further, it is also desirable to enhance the current “Wait Time” mechanism without the coupling with Rel-10 MTC feature.

Proposal 4: Introduce “per CN domain wait time” in RRC CONNECTION REJECT message.
2.3 Access Control for Connected mode
Nowadays, the network may choose to keep smart phone in CELL_PCH state or URA_PCH state when the UE does not have any traffic after a period of time, so there is a need to consider the access control for these UEs.

To analyze the applicability of current access mechanism stated in 2.1 section for connected mode UEs, it is desirable to identify all possible scenarios about access service (originating or terminating) for all connected UEs as following:
· Case 1: CELL_PCH/URA_PCH state

· Case 2: CELL_FACH state

· Case 3: CELL_DCH state
Taking the above considerations into account, we try to provide analysis on use cases for access control mechanism.
2.3.1 CELL_PCH / URA_PCH / CELL_FACH state
For these state UEs, we focus on the following use cases for the following scenarios:
· URA_PCH/CELL_PCH without seamless transition
· CELL_PCH with seamless transition
· CELL_FACH state

The detailed analysis is provided in table 1.
Table 1: comparisons of use cases for access control mechanism
	Use cases
	URA_PCH/CELL_PCH without seamless transition
	CELL_PCH with seamless transition
	CELL_FACH
	Our viewpoints

	1. CS Call
	If CS service is barred, NAS will not trigger the establishment of CS service and no CU/MR (ID=16) message will be sent in AS layer.
Therefore, the originating CS service can be totally controlled by current DSAC.
	the same to the left
	the same to the left
	

	2. PS service
	URA/Cell Update (“uplink data transmission”) cannot be controlled
	Measurement report (ID=16) cannot be controlled
	/
	This request needs to be controlled

	3. UDT for NAS message
	/
	/
	If there are two PDP contexts at the UE side (background traffic and VoIP), there are use cases that PDP context for VoIP is activated/modified/deactivated.

Currently it is not possible for the network to prevent the UE from transmitting UDT messages.
	This request needs to be controlled



	4. Periodical Cell/URA Update
	URA/Cell Update (“periodical URA/CELL update”) cannot be controlled
	the same to the left
	the same to the left
	No strong opinion whether this request needs to be controlled or not

From our point of view, these CU messages are controllable because the periodical time is configured by the network. In addition, the message is important to the network because anyway the network could know where the UE is through this way.

	5. Other Cell/URA Update
	For URA_PCH:
URA Update (“change of URA”) cannot be controlled

For CELL_PCH:

Cell Update (“Cell reselection/re-entered service area”) cannot be controlled


	Cell Update (“Cell reselection/re-entered service area”) cannot be controlled
	Cell Update (“Cell reselection/re-entered service area”)
and

Cell Update (“radio link failure, RLC unrecoverable error, MBMS reception, MBMS ptp RB request”)
cannot be controlled
	No strong opinion whether this request needs to be controlled or not

	Use cases
	URA_PCH/CELL_PCH without seamless transition
	CELL_PCH with seamless transition
	CELL_FACH
	Our viewpoints

	6. Terminating service
	For all terminating service, NW will send paging to notify the target UE. If the related PPAC is not barred, UE will send URA/Cell Update with cause “paging response” for state transition to respond. 

This can be controlled by PPAC.
	the same to the left
	the same to the left
	

	7. Wait time
	the limitation of current Wait Time mechanism as stated in section 2.2.2 
	/
	the limitation of current Wait Time mechanism as stated in section 2.2.2
	This request needs to be controlled

	8. RB Reconfiguration response
	/
	/
	(1) For state transition from other states than CELL_FACH to CELL_FACH, the UE should transmit the response message using the new configuration after a successful state transition.

(2) For state transition from CELL_FACH to other states than CELL_FACH:
- if the procedure fails, the UE should transmit the failure message using the old configuration before the state transition
- if the procedure succeeds, L2 ACK for reconfiguration message may be transmitted from the UE in CELL_FACH.
In general these requests cannot be controlled
	From our point of view, these requests are critical for state transition (both for successful or unsuccessful cases), so we do not think that these requests need to be controlled except for special scenarios.

	9. Measurement Report
	/
	/
	If the triggering condition of 4A/4B event is satisfied in CELL_FACH, a measurement report will be sent.
The request cannot be controlled
	No strong opinion
maybe network implementation related 


Based on table 1, it is summarized:

· for use cases 1 and 6, current DSAC and PPAC are available for access control

· for use cases 2, 3 and 7, we think that these requests need to be controlled

· for use cases 4, 5 and 9, we do not have strong opinion whether these requests need to be controlled or not
· for use case 8, we do not think that these requests need to be controlled except for special scenarios

Proposal 5: To agree use cases in table 1 as a baseline for CELL_PCH/URA_PCH State/CELL_FACH state.

Proposal 6: To agree that there is a need for access control for use cases 2, 3 and 7 in table 1.
Proposal 7: To discuss whether there is a need for access control for use cases 4, 5, 8 and 9 in table 1.
2.3.2 CELL_DCH state
In [3], we firstly raised the issue of DSAC/PPAC update for CELL_DCH UE. Currently the UE could not be informed of DSAC/PPAC information in CELL_DCH, so it may lead to some issues related to access control mechanism.

Here we summarize the scenarios and issues in table 2.
Table 2: analysis of scenarios and issues for DSAC/PPAC update procedure
	
	congestion status under RRC states other than CELL_DCH

	
	Congested
	Not-congested

	congestion status under CELL_DCH state
	Congested
	Scenario 1:

There is no issue because the UE will consider the stored DSAC/PPAC as still valid.
	Scenario 2:

The UE may try to send traffic request to the network according to the stored DSAC/PPAC, but the network does not want to accept the request because of updated DSAC/PPAC information.
For example, in IDLE mode the PS domain is allowed, but in CELL_DCH mode the PS domain is barred due to network congestion, so the UE may still send PS request to the network but it will make the network congestion even worse.

	
	Not-congested
	Scenario 3:

The UE cannot send traffic request to the network due to stored DSAC/PPAC in CELL_DCH state, so the UE has to wait for updating DSAC/PPAC upon state transition from CELL_DCH state to RRC states other than CELL_DCH, and thus additional traffic delay is introduced. 
	Scenario 4:

There is no issue because no restriction on traffic request is applied before and after state transition.


It is seen that both scenario 2 and 3 will lead to issues on UE sending traffic request, and access control mechanism may not work for some UEs. So:
Proposal 8: It is proposed to study the issue of DSAC/PPAC update in CELL_DCH.
Regarding the issue, we had already provided our analysis and solution in [3], basically it is suggested that the DASC/PPAC information could be introduced in UTRAN mobility information message, so the UE can know the updated DSAC/PPAC in CELL_DCH state when the network congestion status is changed before and after state transition. It is noted that the solution does not introduce much complexity to the specification and the UE.
Proposal 9: The DSAC/PPAC information could be introduced in UTRAN Mobility Information message to provide the capability of updating the DSAC/PPAC information for the UE in Cell_DCH.
3. Conclusion

In this contribution, we further analyzed the main scenarios and drawbacks of the current access control mechanisms, Potential enhancements are also provided. RAN2 is kindly asked to discuss and agree on the following proposals:
For IDLE mode:

Proposal 1: To study the issue of value tag wrap-around.

Proposal 2: Force the UE to re-acquire the SIB3 after state transition from CELL_DCH state or after re-entering service area, regardless of the value tag.

Proposal 3: To study the limitation of current Wait Time mechanism.

Proposal 4: Introduce “per CN domain wait time” in RRC CONNECTION REJECT message.
For CONNECTED mode (CELL_PCH/URA_PCH State/CELL_FACH state):

Proposal 5: To agree use cases in table 1 as a baseline for CELL_PCH/URA_PCH State/CELL_FACH state.

Proposal 6: To agree that there is a need for access control for use cases 2, 3 and 7 in table 1.

Proposal 7: To discuss whether there is a need for access control for use cases 4, 5, 8 and 9 in table 1.
For CONNECTED mode (CELL_DCH state):

Proposal 8: It is proposed to study the issue of DSAC/PPAC update in CELL_DCH.
Proposal 9: The DSAC/PPAC information could be introduced in UTRAN Mobility Information message to provide the capability of updating the DSAC/PPAC information for the UE in Cell_DCH.
4. References

[1] 25331-b50
[2] R2-131076, Access Control for Further EUL Enhancements, Huawei, HiSilicon, RAN2#81bis
[3] R2-124703, DSAC/PPAC update for CELL_DCH UE, Huawei, HiSilicon, RAN2#79bis[image: image1.png]






































































































































































































1
5

