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1 Introduction

In [1] an initial analysis was provided relevant to the current access control mechanisms and possible improvement areas. 

This paper provides additional considerations about the rationale for access control improvements, as well as some high level methods to achieve these improvements.
2 Discussion
As described in [1], the existing access control methods (considering also methods which allow preventing overload of the access channel under critical conditions, spreading access attempts over a larger time frame by means for instance of back-off timers, wait times and persistence values) provide fairly good mechanisms for the access control of users in idle mode. The legacy mechanisms in general do not seem to be adequate for several of the connected mode scenarios.
2.1 Analysis of the existing methods

In general, on top of the limitation related to the applicability to certain cell states (highlighted in [1]), the following limitations can be identified for the existing methods:

Methods based on Access Class (ACB, DSAC, PPAC, EAB)
· Do not differentiate among user profiles, access classes are assigned randomly to the users
· Do not differentiate among traffic types

· Subject to access peaks after SIB3 change (barred class becoming unbarred) 
· Subject to MIB value tag wrap around problem due to frequent updates of SIB3 (e.g. after leaving CELL_DCH state the MIB value tag is the same as the stored value, even though SIB3 has changed in the meanwhile; the UE in this case would use invalid system information)
Methods based on Access Service Class
· In idle mode, the limitations related to the definition of the Access Classes apply (i.e. first two bullets above)
· In connected mode, not sufficient granularity for the handling of different MAC logical channel priorities

· the same dynamic persistence level N applies to all the service classes except class 0 reserved for emergency calls

·  the range of the persistence scaling factors si is limited (0,9..0,2)

As a consequence it is not possible for instance to delay user data transmissions without delaying RRC signalling at the same time.

· ASC relies on SIB7 to dynamically change the persistence level; however, SIB7 reading when DRX is configured is 8 seconds and if UL interference is contained in SIB5, SIB7 is only read once when entering the cell.
Methods based on Wait time
· Limited range (15 sec) 
· Not domain or traffic type specific

· Extended wait time (up to 30 minutes, domain specific) is only applicable to UEs supporting “delay tolerant access”.
Methods based on Backoff Timers

· Random delay not taking into account the type of data to be sent in the uplink
Apart from limitations given by the range and applicability of the parameters (timers, value tag, CS/PS differentiation etc.), a common characteristic of the existing methods is that they do not provide sufficient differentiation (e.g. in terms of priority) to different traffic types/radio bearers and do not differentiate among users.
A conclusion that can be drawn from this analysis is that R12 improvements should focus on the following aspects:

· standardize access control methods in connected mode 
· support a differentiation of random accesses
· per traffic type/radio bearer 
· per user 
Proposal 1
R12 improvements should address connected mode scenarios and should focus on the differentiation of random accesses per traffic type/radio bearer and per user


Other improvements aimed at extending the range or the applicability of legacy methods may also be considered and studied
Proposal 2
R12 improvements may also consider extending the range or the applicability of some of the legacy methods

 

2.2 Rel-12 improvements

As outlined in the previous section, some of the possible improvements for Rel-12 may aim at extending the range and applicability of legacy methods.

For instance, the Extended Wait Time may be made applicable to UEs not supporting “delay tolerant access”. Random access timers may be introduced, for UEs becoming unbarred from barred, so as to avoid access peaks after SIB3 change. New rules for SIB3 reading may be considered after cell selection/reselection, transition from CELL_DCH state or coming from out of coverage, in order to avoid the MIB value tag wrap around problem.

Other improvements should instead target the UEs in connected mode state and should enable the network to implement differentiated access control policies based on traffic types and priorities (e.g. user plane vs. control plane, logical channel priority, user priority). This may be achieved by introducing access groups for UEs in connected mode (one or more access group per UE), controlling the way the UEs access the system. 
The access groups are determined by the network and may be signalled explicitly or implicitly (i.e. they may be coupled to other parameters) to the UEs. 
The access groups may be composed of a UE related part and of a traffic related part. The UE related access group part may be based for instance on a user profile information or on the UE capabilities (e.g. whether the UE supports Rel-11 FACH enhancements). The traffic related access group part may be based for instance on an association to control plane or user plane traffic, logical channels or radio bearers, CS or PS traffic.
The access groups may be used to bar the access (following a system information indication), may be coupled to initial access delay, back-off timer upon reception of a negative AICH, Wait Time.  
As an example, a UE may be assigned the following two access groups:

· Access group A: User group 1 + user-data

· Access group B: User group 2 

were User group 1 may be for instance based on the UE subscription and User group 2 on the UE capability.
If the network wishes to bar the user data accesses for this UE (and other UEs belonging to the same User group), it may achieve this by barring Access group A in the system info. Likewise, the network may bar all the accesses for this UE (and other UEs belonging to the same User group) by barring Access group B in the system info.
Similarly the network may also configure timers for initial access delay, back off or Wait Time, coupled to the Access Groups, e.g. Wait Time x for user-data and Wait Time y for NAS signaling. These timers may be activated/deactivated dynamically for instance by broadcasting an activation indication in the system info.
The introduction of access group based access control mechanisms would allow the network to handle in a flexible way overload situations, providing different priorities to different access groups for users in connected mode. These mechanisms could be also extended to idle mode scenarios.  
Proposal 3
Discuss Rel-12 access control improvements based on the introduction of access groups for connected mode


3 Conclusion

Based on the discussion in Section 2, the following is proposed:

Proposal 1
R12 improvements should address connected mode scenarios and should focus on the differentiation of random accesses per traffic type/radio bearer and per user

Proposal 2
R12 improvements may also consider extending the range or the applicability of some of the legacy methods


Proposal 3
Discuss Rel-12 access control improvements based on the introduction of access groups for connected mode
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