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1   Introduction
RAN3 has agreed on the solution for inbound mobility to shared CSG/hybrid cell in RAN3#79bis meeting [1].

· If the target cell is a hybrid cell and the UE is a CSG member, the UE reports the subset of the broadcasted PLMN identities passing access check and CSG membership check, in the same way as the target is a shared CSG cell.

· If the target cell is hybrid cell and the UE is not a CSG member or the target is open access mode cell, the network based approach is used which has no RAN2 impact.

 This paper intends to discuss how to update RAN2’s specification by taking this agreement into account.
2   Discussion
2.1   Introduction of the design idea
The plmn-IdentityList IE has already been in the measurement reporting procedure for the purpose of ANR. According to the current description in [2], the plmn-IdentityList IE contains the list of identities starting from the second entry of PLMN identities in the broadcast information. In order to implement the agreed solution for inbound mobility to shared CSG cell [1], the existing plmn-IdentityList IE can be extended to the si-RequestForHO in the measurement reporting procedure to include the subset of the broadcasted PLMN identities that pass both access check and CSG membership check. The primary PLMN identity is included in the cellGlobalId IE, and if the primary PLMN identity is included in the plmn-IdentityList IE again, the redundancy would introduce overhead in the air interface. Moreover, in order to keep consistent with the usage of plmn-IdentityList IE in current spec, the extended plmn-IdentityList IE only contains the list of identities starting from the second entry of PLMN identities in the broadcast information and passing the access control and CSG membership check.
Note: Access check means to verify whether the reported PLMN is the UE’s RPLMN or EPLMN. CSG member check means to verify whether the combination of concerned PLMN ID and CSG ID is in UE’s whitelist.

Proposal 1: The plmn-IdentityList is extended to the si-RequestForHO in the measurement reporting procedure to include the subset of PLMN identities starting from the second entry of PLMN Identities in the broadcast information that pass both access check and CSG membership check in case of inbound mobility to shared closed HeNB cell and closed part of hybrid HeNB cell. 
According to the RAN2 spec TS36.331, the csg-MemberStatus indicates whether or not the UE is a member of the CSG of the neighbour cell and is set to member if the cell is a CSG member cell.  The definition of CSG member cell has been introduced since release 9 spec, which can be found in TS36.300:

CSG member cell: a cell broadcasting the identity of the selected PLMN, registered PLMN or equivalent PLMN and for which the CSG whitelist of the UE includes an entry comprising cell’s CSG ID and the respective PLMN identity.
And based on the SA’s release 10 spec [3], a HeNB only broadcasts one PLMN ID, i.e. the primary PLMN identity. According to [5], from the release 11, network sharing is supported in NAS layer. Furthermore, it is ambiguous that even legacy UE gets multiple PLMN IDs from NAS layer, whether all the broadcast PLMN IDs will be performed access check and CSG membership.
Therefore, there are two kinds of different interpretation of csg-MemberStatus which will impact on the solution design:
Interpretation1: the csg-MemberStatus is an indication to judge whether UE is a member of CSG cell only for the primary PLMN identity and is set to member only when the primary PLMN identity is UE’s Registered PLMN or Equivalent PLMN and the combination of primary PLMN identity and CSG ID is in the UE’s whitelist.

Corresponding Solution1:

The solution based on interpretation 1 is that the csg-MemberStatus is an indication to judge whether UE is a member of CSG cell only for the primary PLMN identity and is set to member only when the primary PLMN identity is UE’s Registered PLMN or Equivalent PLMN and the combination of primary PLMN identity and CSG ID is in the UE’s whitelist. 

An additional csg-MemberStatusforPLMNList is introduced to indicate whether or not the UE is a member of the CSG cell for the subset of PLMN IDs included in the plmn-IdentityList,which makes the usage of plmn-IdentityList IE more clear and has more future proof.

Based on the Solution1 analyzed above, Table 1 shows the source eNB’s behavior in different cases of the Solution1 for inbound mobility to a shared closed/hybrid HeNB.
Table 1: Source eNB behavior according to the Solution1 

	Case
	Parameter set by UE
	Behavior of source eNB

	Case 1
	csg-MemberStatus (member)
csg-MemberStatusforPLMNList (member)
	Source eNB selects one of PLMN IDs as target PLMN ID from primary PLMN identity (cellGlobalId) and the list of PLMN IDs (plmn-IdentityList)

	Case 2

	csg-MemberStatusforPLMNList (member)
	Source eNB selects one of PLMN IDs as target PLMN ID from the list of PLMN IDs (plmn-IdentityList)

	Case 3
	csg-MemberStatus (member)
	Source eNB selects one of PLMN IDs as target PLMN ID from primary PLMN identity (cellGlobalId)

	Case 4
	No member indication
	Source eNB can trigger inbound handover in case target cell is open hybrid CSG cell


Note: case 3 and case4 are also applied for legacy UE i.e. there is no backwards compatibility issue for this solution
Interpretation 2: the csg-MemberStatus is an indication to whether or not UE is member of CSG cell for multiple broadcasted PLMN identities and is set to member only if at least one of the multiple broadcasted PLMN identities is UE’s Registered PLMN or Equivalent PLMN, and also the concerned PLMN and the CSG ID is in the UE’s whitelist.

Solution2:
Corresponding Solution2:
The solution based on the understanding of Option2 is that the csg-MemberStatus is used to indicate whether or not UE is member of CSG cell for multiple broadcasted PLMN identities and is set to member only if at least one of the multiple broadcasted PLMN identities is UE’s Registered PLMN or Equivalent PLMN, and also the concerned PLMN and the CSG ID is in the UE’s whitelist. 

Another distinction will be introduced is that it uses the primary-PLMN-Suitable to exclusively indicate whether the primary PLMN identity is UE’s Registered PLMN or Equivalent PLMN and the combination of primary PLMN identity and CSG ID is in the UE’s whitelist. 

But this design idea in [4] is not valid for legacy UE. When release-11 UE gets multiple PLMN IDs and one CSG ID from the broadcast information of the release-12 HeNB, all the broadcast PLMN IDs will be performed access check and CSG membership check. Assuming that the other broadcast PLMN ID except for the primary PLMN identity is UE’s Registered PLMN or Equivalent PLMN and the combination of CSG ID and the concerned PLMN ID is in the UE’s whitelist. However, the combination of CSG ID and primary PLMN identity is not in UE’s whitelist. According to the design suggested in [4], the csg-MemberStatus is set to member. Although the HeNB broadcasts one CSG ID and multiple PLMN IDs, the release-11 UE only reports the CSG ID and the primary PLMN identity. Subsequently, the source eNB will select the primary PLMN identity as the target PLMN ID. Therefore, for the closed HeNB cell, it will result in the handover failure of the release-11 UE. And for the hybrid HeNB cell, it will lead bad user experience because the release-11 UE is a member in one or some PLMN IDs of target cell but will be not accepted in target cell.  
Proposal 2: The csg-MemberStatus indicates whether or not UE is a member of CSG cell for the primary PLMN identity. And an additional csg-MemberStatusforPLMNList is introduced to indicate whether or not UE is a member of the CSG cell for the subset of the PLMN IDs included in the plmn-IdentityList.
3   Conclusion

In the contribution, section 2.1 gives a general introduction of the design idea for the solution of inbound mobility to shared closed/ hybrid HeNB cell. Section 2.1 shows the different source eNB’s behavior caused by the different cases in our design idea for inbound mobility to shared closed/hybrid HeNB. Based on the section 2.1, it is proposed RAN2 to agree the following proposals and the related CR in LTE [6] and UMTS [7]:
Proposal 1: The plmn-IdentityList is extended to the si-RequestForHO in the measurement reporting procedure to include the subset of PLMN identities starting from the second entry of PLMN Identities in the broadcast information that pass both access check and CSG membership check in case of inbound mobility to shared closed HeNB cell and closed part of hybrid HeNB cell. 

Proposal 2: The csg-MemberStatus indicates whether or not UE is a member of CSG cell for the primary PLMN identity. And an additional csg-MemberStatusforPLMNList is introduced to indicate whether or not UE is a member of the CSG cell for the subset of the PLMN IDs included in the plmn-IdentityList.
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