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1. Introduction
In the last RAN2 meeting (RAN2#81bis), network selection between WLAN and 3GPP was extensively discussed, and three candidate solutions for network selection are captured in the latest TR [1].
Depending on the solutions for the network selection, the 3GPP network may need to provide WLAN load information for load balancing. However, if we understand the WLAN scanning procedure and message format properly, we may figure out that the WLAN load information does not have to be provided through 3GPP network in any candidate solution.
In order to investigate it futher, we provide a brief overview of WLAN scanning procedure and the message format which may include WLAN load information. Based on the observations from the overview, we provide proposals to move forward.

2. Discussion
[bookmark: _Ref345406582]2.1 Available WLAN load information in WLAN
Following message element can be provided in Beacon frames and Probe Response frames for WLAN load information by an AP (Access Point) in WLAN [2]:
· BSS Load element (may be included in Beacon/Probe Response frames)
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Figure 1 BSS Load element format [2]
· Station Count: the total number of STAs (stations) currently associated

· Channel Utilization: the percentage of time, linearly scaled with 255 representing 100%, that the AP sensed the medium was busy, i.e.,


· Available Admission Capacity: the remaining amount of medium time available via explicit admission control
· Note: This parameter is only applicable for HCCA[footnoteRef:1], and HCCA is nearly not used in practice. [1:  HCCA	Hybrid Coordination Function (HCF) Controlled Channel Access] 

Based on the fields in BSS Load element, an UE may decide to connect to the AP.
2.2 WLAN scanning procedure
In section 2.1, we can see that WLAN AP can provide its load information depending on its capabilities, and the load information is transported via Beacon frames and Probe Response frames. Then, it is needed to identify when a STA can receive Beacon frames or Probe Response frames.
[image: ]
[bookmark: _Ref345406730]Figure 2 Establishing the IEEE 802.11 association [2]
Figure 2 shows the one example of authentication and association procedure in WLAN. In the beginning of authentication and association procedure, a STA needs to perform scanning to find neighbour APs and measure signal strength of the APs. The scanning can be done through passively monitoring Beacon frames or through active probing (shown in Figure 2).
The Beacon frame is the management frame which is transmitted periodically by an AP. When a STA operates in a specific WLAN channel, the STA can hear the Beacon frames from all APs which operate in the WLAN channel (FYI, a STA has no idea the received frame is data/management/control frame until decoding the WLAN MAC header). This scanning operation is called as passive scaning. Typical transmission periodicity of the Beacon frame is 102.4 msec.
The Probe Response frame is also the management frame, and is transmitted by an AP upon receiving the Probe Request frame from a STA (i.e. on-demand basis). When a STA wants to know neighbour APs, the STA may send the Probe Request frame to the broadcast destination address, with the SSID[footnoteRef:2], BSSID[footnoteRef:3] and optionally HESSID[footnoteRef:4]. Then APs which have a corresponding SSID/BSSID/HESSID respond with the Probe Response frame. This scanning operation is called as active scanning. The message format of the Beacon frame and the Probe Response frame is almost same while the Beacon frame can include Traffic Indication Map (TIM) element which is roughly similar to the Paging message in the 3GPP. [2:  SSID: service set identifier]  [3:  BSSID: basic service set identifier]  [4:  HESSID: homogenous extended service set identifier] 

While a STA scans neighbour APs, the STA receives the Beacon frames and/or the Probe Response frames, and also measures the signal strength of the AP simultaneously. In other words, when a STA performs measurements of signal strengths of neighbour APs, the STA can also obtain the WLAN load information without any additional efforts, as WLAN does not have multiple Physical Cell Identities (PCIs) as in LTE, and a STA requires decoding the frame to identify the sender of the frame.
Further, in order for (e)NB to provide WLAN load information, a new interface between WLAN AP and the (e)NB should be defined in 3GPP. However, with existing WLAN procedure, a STA (UE) can obtain the load information while scanning neighbour APs.
Proposal: (E-)UTRAN does not have to provide WLAN load information for the load balancing.

3. Conclusion
Proposal: (E-)UTRAN does not have to provide WLAN load information for the load balancing.
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