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1
Introduction
At RAN2#81bis meeting, a problem is raised where after SRVCC HO from LTE to UMTS with CS and PS domain or DTM handover from GERAN to UMTS, IP (Integrity Protection) toward PS domain is not activated in UE and RAU does not proceed successfully.

To solve this problem, two solutions were identified during RAN2#81bis meeting. 
Solution1) RNC sends one more SMC with ciphering info to UE to activate IP toward PS domain. Details are in R2-131320 
Solution2) UE assumes IP for PS is activated after the SMC and indicates this to NAS. Details are in R2-131136
To solve this issue until RAN2#82 meeting, email discussion is agreed as below and this document contains the email discussion result.

[81bis#10][Joint] SR-VCC to UMTS with multi-RAB (NSN) 

-
Continue discussion on the issue raised in R2-131136 and R2-131136

-
Deadline: Discussion should end on 2013-05-08!

=>
Intended outcome: Agreed 25.331 CR resolving the issue

2
Discussion
Both solutions have their benefits and drawbacks.  And some questions were raised for the details of the solution.
Solution 1:

·  No impact to the legacy UEs (
· As SMC with ciphering is CN triggered procedure, it will complicate the logic in RNC (
· In case NAS performs AKA, what will happen between two SMC as  RNC is not aware of the activity in the NAS layer (i.e, Inter-RAT HO Complete --> first RNC-initiated SMC-->AKA-->second RNC-initiated SMC -> changing the key in the UE to the one established by the AKA resulting in key mismatch in UE and RNC-->UE send RAU request, which is now integrity-protected with a key the RNC does not have yet-->IP failure. The situation is only remedied when the SGSN sends the SMC to take the keys from the AKA into use, but there is no rule that this SMC from the SGSN has to follow the AKA immediately when IP is already active, so other NAS messages could be sent in between the AKA and the SGSN-initiated SMC in both directions. 
· What if UE performs CU due to the RLF between two SMC;s?

Solution 2:

· As RNC does not need to trigger another SMC with ciphering info, the solution is simpler and robust (
· The solution has impact to UEs (
During the email discussion, it would be useful to estimate how probably the error cases can happen and how severe they are and whether we will need solutions for these. 
	Company
	How probably the error cases can happen? Solution needed?

	Renesas Mobile Europe Ltd
	Regarding the AKA issue for solution 1,

We are not sure if it happens in real life.
How likey does CN node initiate AKA just after the ISHO but before RAU? It seems very rare case to us (almost negligible?).

Regarding the RLF in between 2 SMCs,
Even if RLF happens in between the 1st and the 2nd SMC, it won’t cause any problem unless the RNC forgets initiating the 2nd SMC.
Indeed, as Samsung said, solution 1 doesn’t introduce any new problem.
The AKA potential issue has already existed even for the single CN domain ISHO case. So even the current CN node shouldn’t initiate any AKA just after ISHO so we suppose no additional change is required for CN node.
Besides, for RLF case, RNC anyway needs to remember the 1st SMC if the RLF occurs before the 1st SMC so we don’t see any challenge to remember the 2nd SMC.

	Qualcomm Incorporated
	Regarding the AKS issue, we share the same view as Renesas. Also, we think the network is able to manage to not initiate AKA between HO and RAU.

We do not see the problem if RLF happens. When the UE is recovered from the Cell Update procedure, it is expected that 2nd SMC is sent by RNC.

	Samsung
	Same view as Renesas and Qualcomm
We don’t see why the AKA issue for solution 1 are really ‘new’: i.e. same problem will happen even though we have only 1 domain and the CN excutes an AKA before the first SMC is executed. For RLF issue for solution 1, again would the same problem not exist in the single domain case when the RLF happens before the first SMC?  

	Nokia Siemens Networks
	As AKA is triggered by core network (in this case SGSN), it can happen at any time. Therefore, it is a dangerous assumption that this may not happen. However, if companies think this is a very rare case, probably it should be specified that for this case, call may drop. Otherwise, we could consider some mean for SGSN to trigger the second SMC instead of RNC triggerring.

For RLF between 2 SMC, as Renesas said, RNC needs to remember the SMC situations. And this shows that we are adding more complexity to the network. As SR-VCC handover itself is quite complicated procedure, adding more roles in RNC may induce more errors. 


Also it would be nice if companies have further comments on either Solution 1 or Solution 2. 

	Company
	Any other points to be considered?

	Renesas Mobile Europe Ltd
	Solution 2 has one more disadvantage that it has CT1 spec impact.
If NW vendors prefer that the CN node triggers the 2nd SMC, then we are fine as long as UE implementation change is not required (e.g. RANAP interface change to trigger the 2nd SMC).

	Qualcomm Incorporated
	We agree with Renesas. Also solution 2 impacts the existing UEs as this is the legacy behaviour such that the UE expects two SMCs. There is no existing mechnisam to allow the UE to do the cross-domain notification.

	Samsung
	Same view as Renesas and Qualcomm

	Nokia Siemens Networks
	It is true that Soltuion 2 has impact to CT1 specification but it is clear that Solution 2 is more robust comparing to Solution 1. And if UE vendors have a problem to accept Solution 2 and prefer two SMC, we should consider that SGSN triggers second SMC instead of RNC. This, however, would require changes on either the UE-SGSN interface, i.e. also changes to the UE, or changes on the MME-SGSN interface.

	Nokia 
	It would be preferable not to need to touch UE implementations especially if there are some UEs already deployed on the field, but if there is need to do some major changes in NW to support this we may need to reconsider our position.


3
Conclusion and Proposal
As the participating companies are quite limited in this discussion, (especially no input from network vendors except Nokia Siemens Networks) it is proposed to confirm the company view and agree on one set of CRs below.
CRs for solution 1:


R2-131744: Rel-7 for DTM HO
Cat F


R2-131745: Rel-8 for DTM HO and SR-VCC+PS HO
Cat F


R2-131746: Rel-8 for DTM HO and SR-VCC+PS HO
Cat A


R2-131747: Rel-8 for DTM HO and SR-VCC+PS HO
Cat A


R2-131748: Rel-8 for DTM HO and SR-VCC+PS HO
Cat A

CRs for solution 2:


R2-131724: Clarirication of the security configuration after MultiRAB inter-RAT Handover Rel-8 F


R2-131725: Clarirication of the security configuration after MultiRAB inter-RAT Handover Rel-9 A


R2-131726: Clarirication of the security configuration after MultiRAB inter-RAT Handover Rel-10 A


R2-131727: Clarirication of the security configuration after MultiRAB inter-RAT Handover Rel-11 A
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