Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2 #81bis

 

R2-131428
Chicago, USA, 15 - 19 April 2013

Agenda item:
5.1
Source: 
LG Electronics Inc
Title: 
On Reverse Offloading Scenario (from WLAN to 3GPP)
Document for:

Discussion
1 Introduction
One of the agreed requirements for 3GPP/WLAN interworking is given as follow:

	2

Performance Improvements (WLAN interworking should not result in decreased but preferable in better user experience)



This paper addresses the scenario of offloading from WLAN to 3GPP, from user QoS perspective, to investigate whether this scenario is to be addressed in our SI.   

2 Discussion
Basically there are two directions for 3GPP/WLAN interworking. One is to perform offloading from 3GPP to WLAN, which we call forward (direction) offloading hereafter and another is from WLAN to 3GPP, which we call reverse (direction) offloading. 
When it comes to objectives we generally consider for this SI, the followings are being considered: 

· Avoid forward offloading to congested WLAN

· Promote forward offloading to increase WLAN utilization

Those are all focusing on the forward direction offloading. Considering that 3GPP network and 3GPP UE are under our control, this is a natural consequence because the source network and device is in our control. 
However, it should be asked if it is sufficient to consider forward direction offloading from user QoS perspective. In the following, we look at the cases where QoS degradation may happen in forward and reverse offloading scenario. 
Forward Direction Offloading: 3GPP to WLAN

(This scenario is not the topic of this paper, but addressed for the ease of addressing the reverse direction offloading below) 
One possibility of user QoS degradation in forward offloading is foreseen when user is offloaded to WLAN that is being congested. This possibility has been widely understood by the RAN2 group. To prevent this QoS degradation, it is being considered already in this SI phase that load information should be taken into account for triggering the offloading to WLAN. Figure1 shows the results of offloading of two users to WLAN that is not congested at all. 
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Figure 1:

This forward direction may not be all about we need to take care, if we seriously consider user QoS, because there might be another possibility of user QoS degradation that may happen for some while after appropriate offloading is take place, as described below. 
Reverse Direction Offloading: WLAN to 3GPP

Another possibility of user QoS degradation, which we think is not much discussed so far, is the case when the user was previously offloaded from 3GPP to WLAN that was not congested at the moment of the offloading, but now the WLAN becomes highly congested due to increased traffic of the offloaded users.  
Normally the access to WLAN is not subject to charging in proportion to the amount of packets delivered, i.e. the access to WLAN, if accessible, is unlimited in terms of charging. If user gets to know that he is now connected to WLAN, then he may strongly feel the incentive to become a greedy user by enjoying high bandwidth data service, like YouTube or On-demand video service without ‘any’ restriction, which should be much less common for users under the connection with cellular network in which user might be doing self-traffic control to avoid bill bomb!
Starting from the Fgiure1, let us further assume that more users are offloaded to WLAN, as shown in Figure 2. This figure illustrates the moment right after three more users are offloaded to the WLAN, compared to the Figure 1. The WLAN can still offer good QoS to its users, because only partial users under the WLAN are greedy, while others are not.   
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Figure 2. Right after offloading to WLAN (cont’d from Figure1)
Identifying that they are now connected to ‘free’ network, the users are likely to enforce the incentive of being greedy, freely consuming much more radio resources than in cellular network. As a result, the WLAN would become more and more congested. If congestion level of the WLAN is exceeding some threshold, QoS of users becomes severely degraded, as shown in Figure 3. Note that since WLAN is contention based protocol, the QoS degradation would take place very immediately once the traffic level exceeds the threshold. 
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Figure 3. Congested WLAN due to offloaded users becoming greedy ((cont’d from Figure2)
One may think that such a congestion could be avoided if WLAN AP started its access control to prevent such congestion from happening before reaching the critical threshold in its traffic amount. However we think this kind of access control is only applicable for new UEs that are attempting to get associated with the AP, but not applicable for those UEs that are previously associated with the WLAN and now greedily utilizing it, contributing to the high congestion of the WLAN. That is, access control of the congested AP cannot address the QoS degradation of the already associated UEs.
For this case, it is our view that as long as those users are contracted with 3GPP network operator (UMTS or LTE), it is very important to ensure reasonable QoS for them irrespective of access network those users are utilizing. This may be especially important for network driven offloading mechanism, which RAN2 mainly considers for offloading solutions, because once the QoS degradation is experienced, users will immediately complain about this, blaming their operators. The exception could be for the case offloading to WLAN is triggered by user preference or user manual selection, because QoS degradation in WLAN would be considered as the result of users’ conscious choice.  
Observation1: Considering only forward offloading may not ensure the guaranteed user QoS, in case WLAN becomes increasingly congested by the offloaded users. 

Observation2: To ensure user QoS may require us to investigate WLAN to 3GPP offloading (reverse offloading), especially for those who are previously offloaded from 3GPP to WLAN by network driven offloading. 
One escape from the QoS degradation mentioned above is to rely on user’s manual network selection, i.e. we may expect that when such QoS degradation is experienced, users will be manually turning WLAN module off such that they can fallback to 3GPP network. Considering that switching off WLAN would eliminate the potential for future offloading, this may not be the best reaction we should expect.    
Proposal 1 RAN2 discuss if WLAN to 3GPP offloading scenario also needs to be investigated, in terms of ensuring user QoS. If so, this reverse offloading scenario is captured in the TR in the context of ensuring user OoS requirement.  
3 Proposals

Proposal 1 RAN2 discuss if WLAN to 3GPP offloading scenario also needs to be investigated, in terms of ensuring user QoS. If so, this reverse offloading scenario is captured in the TR in the context of ensuring user OoS requirement.  
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