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Introduction
This document contains a Text Proposal to include the description of the SA2 solutions in the RAN TR.

The text proposal is a copy, shrink & paste of the description in SA2 TR23.887, trying to preserve all the RAN-relevant descriptions and neglecting the parts that only affect the core network. No additional considerations (besides the ones already included in the SA2 TR) have been added. Also the list of RAN open issues and FFSs is copied from the SA2 TR.

The parts where the copy&paste is more evident are for the 'Optimized RRC connection management' and the 'Control Plane solutions' sections of the TR. For the solutions contained in these sections the current descriptions in the SA2 TR already contain a number of RAN details which are probably worth to be included in the RAN TR.

For other sections like 'Connectionless approaches' and  'Keep the UE in connected mode', this initial text proposal for the RAN TR is a bit more generic, because RAN aspects (especially for Uu interface) are left quite completely open in the SA2 description (and specific proposals are expected to be brought and discussed in RAN).
Text Proposal
5
Solutions for Signalling Overhead Reduction

5.1
Optimized RRC connection management

5.1.1
Solution 1a. Signalling reduction by RRC message combining 

NOTE:
This solution is further described in TR23.887, section 5.1.1.3.7 “Service Request signalling reduction by RRC message combining”.

The proposed solution reduces the amount of RRC signalling by combining the information exchanged between the UE and the network into fewer RRC messages. The solution is proposed for both LTE and UMTS.
5.1.1.1
Procedure flows for LTE

Currently, RRC messages required during Service Request procedure consist of:

(1) RRC Connection Request, RRC Connection Setup, RRC Connection Setup Complete

(2) Security Mode Command, Security Mode Complete

(3) RRC Connection Reconfiguration, RRC Connection Reconfiguration Complete

The eNB does not retrieve any context from the MME until RRC Connection Setup Complete is received.

The proposed solution consists of piggybacking the Security Mode Command exchange (2) and RRC connection reconfiguration exchange (3) into the RRC connection establishment exchange (1), and eNB retrieving the context from the MME earlier in the procedure.

Figure 5.1.1.1-1 shows the call flow of the RRC message combining solution. The main changes are:

Step 1: UE already includes NAS Service Request and parameters for MME selection in RRCConnectionRequest message.

Editor’s Note: Piggybacking the Service Request in RRCConnectionRequest (Step 1) increases the size of RRCConnectionRequest. The impact of this increased size should be considered in the evaluation phase.

Step 2: eNB sends Initial UE Message with Service Request after receiving RRCConnectionRequest.

Step 4: eNB includes DRB configuration and SMC in the RRConnectionSetup message.

Editor’s Note: Steps 2 and 3 increase the delay between RRCConnectionRequest (Step 1) and RRCConnectionSetup (Step 4). The impact of this increased delay should be considered in the evaluation phase.
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Figure 5.1.1.1-1: Service Request with RRC combining (success)
Since the Security Mode Command message is sent in step 4 together with the DRB configuration, there may be a need to perform partial encryption of security sensitive IEs. One possible way to do this is as follows:

· During UE registration procedures (TAU, attach), the UE request for fast Service Request.

· The MME provides the UE with security information (e.g., algorithm, security key, etc) to decipher the encrypted IEs in RRCConnectionSetup during fast Service Request.

· During fast Service Request procedure, the MME provides the security information for partial encryption to the eNB in the Initial Context Setup Request
· The eNB applies the partial encryption to the required IEs in RRCConnectionSetup, using the security information received from the MME.

Editor’s Note: Details of encryption and required parameters to be provided by the MME to UE and eNB are TBD in SA WG2 and require feedback from SA WG3.

Also, the UE needs to know whether the network supports this feature. One possibility is for the eNodeB to broadcast its capability in a SIB message. Alternatively, UEs can learn about network’s capability during Attach/TAU procedure but this requires changes in MME. 

In case of service request being rejected, the network falls back to normal procedures.

5.1.1.2
Procedure flows for UMTS

Following the RRC message combining principle as for LTE, it is proposed to: 

-
merge all the DL messages into one: RRC Connection Setup; and,

-
merge UL messages into 1 or 2: RRC Connection Request and RRC Connection Setup Complete

Figure 5.1.1.2-1 shows the merged message flow of service request procedure. Red texts show the new IEs and/or parameters added to the existing messages.
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Figure 5.1.1.2-1 Signalling reduction by combining RRC connection and service request procedures

1.
UE initiates random access procedure to get resource for UL transmission. For HSPA+ capable UE, RNC assigns resource of common E-DCH to UE.

2.
UE includes NAS Service Request message into RRCConnectionRequest. IDNNS is also included in this message for RNC to select SGSN. The NSAPI of the MTC bearer is included in the service request message.

Editor’s Note:  Piggybacking the NAS Service Request in RRCConnectionRequest (Step 2) increases the size of RRCConnectionRequest. The impact of this increased size should be considered in the evaluation phase.

3.
RNC sends initial UE message to SGSN including the NAS service request message.

4.
SGSN sends Common ID to RNC

5.
SGSN sends Security Mode Command to RNC

6.
SGSN sends RAB Assignment Request to RNC to establish DRB of the MTC bearer

7.
RNC sends RRCConnectionSetup message to UE with SRB parameters, DRB parameters, security mode command and measurement control information.

Editor’s Note: Steps 2-7 increase the delay between RRCConnectionRequest (Step 1) and RRCConnectionSetup (Step 8). The impact of this increased delay should be considered in the evaluation phase.

8.
UE responds security mode command, DRB establishment and measurement control in RRC Connection Setup Complete message.

9.
RNC sends Security Mode Complete to SGSN per the result of SMC in step 8. 

NOTE: 
To avoid changing SGSN, RNC can reply SGSN RANAP Security mode command soon after step 5 and before step 6. In case AS security mode command fails later on, RNC can follow an exception handling procedure (e.g. release Iu connection) to handle this.

10.
RNC replies to SGSN with RAB Assignment Response per the DRB setup result received in step 8.

11.
SGSN updates GGSN/SGW of the user plane path

12.
SGW/GGSN replies with update PDP Context Response

13.
Service Request procedure is completed. UE sends UL user data.

This procedure is for MO small data transmission. The MT small data transmission procedure is similar. When UE receives paging for DL data transmission, UE initiates almost the same procedure as MO.

Since the Security Command message is sent in step 7 together with the DRB configuration, there may be a need to perform partial encryption of security sensitive IEs. A similar solution as for the LTE case can be considered.
5.1.1.3
Solution evaluation
Editor’s Note:  RAN aspects of the proposed solution should be considered here
5.1.2
Solution 1b. Lean Service Request Procedure 

NOTE:
This solution is further described in TR23.887, section 5.1.1.3.9 “Lean Service Request Procedure”.

The proposed solution suggests re-use the AS security contexts and activate AS security together with RRC reconfiguration so that the RAB setup needs less messages.

The procedure flow is as shown below.
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1. and 2. are unchanged besides the Service Request message indicates that Lean Service Request is supported by the UE as a capability, which indicates that the UE is able to setup RRC with reusing AS security contexts. 

3. The MME sends Initial Context Setup Request to eNB, provides AS security parameters and indicates therein that RAB(s) should be established based on earlier used AS security parameters.

4. The eNB establishes the DRB. UE and eNB initiate AS security with the parameters used for the earlier RAB.

The remaining steps are not modified.

5.1.2.1
Solution evaluation

Editor’s Note:  RAN aspects of the proposed solution should be considered here.
5.2
Control Plane solutions
 
5.2.1
Solution 2a. RRC connection without U-plane radio bearer establishment
NOTE:
This solution covers the RAN aspects of the solutions described in TR23.887, section 5.1.1.3.1 “Use of pre-established NAS security context to transfer the IP packet as NAS signalling without establishing RRC security” and section 5.1.1.3.2 “Optimised handling of C-plane connection for Small Data and Device Trigger Transmission without U-plane bearer establishment in E-UTRAN”, which from RAN point of view are very similar. Architectural aspects of these solutions are further described in the above mentioned sections in TR23.887.

The proposed solution aims at a more optimised procedure for the transfer of a single higher layer message (e.g. a single IP data packet or a SMS) (and possibly its response) starting from RRC idle. The solution is currently proposed for LTE.
In LTE, the current data transfer procedures require the use of the Service Request procedure. This entails the download of the RRC security context to the eNB and the establishment of the U-plane radio bearers. If all that is intended is the transfer of one, possibly small, IP data packet (or SMS), and perhaps its response, these procedures lead to a substantial increase in radio resource utilisation. 

If the MME is using encryption functionality for the NAS signalling, the transfer of the RRC security context to the eNB does not seem strictly necessary. Note that when performing a TAU from Idle mode, the RRC security context and radio bearers are not established.

The following figures show the existing message sequence and describe a more optimised message sequence for the transfer of one IP packet (or SMS) pair.
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Figure 5.2.1-1: Current LTE message sequence for the transfer of one IP packet pair


[image: image5.emf]eNB MME

UE

S-GW/

P-GW

Random Access Response

RRC Connection Request (S-

TMSI, small data indicator)

RRC Connection Setup

RRC Connection Setup 

Complete (KSI, EPS Bearer 

ID, UDP/IP packet)

Initial UE message (S-TMSI, 

KSI, EPS Bearer ID, UDP/IP 

packet)

Random Access Preamble

Downlink Data Notification 

(Bearer ID, UDP/IP response 

packet)

RRC Connection Release 

(UDP/IP response packet)

Downlink NAS Transport 

(Release Command, UDP/IP 

response packet)

GT

P-U

 

(TEID,

 

UDP/IP

 packet)

UE subscribed to small 

data operation

small data indicator inhibits 

eNB sending Measurment 

Configuration to the UE


Figure 5.2.1-2: Optimised LTE message sequence for the transfer of one IP packet pair

LTE procedure for single MO IP packet / MO SMS over NAS (and response):

a)
The mobile performs Attach activating a PDN connection or TAU (with an already active PDN a connection).

During the Attach and TAU procedures, the UE and MME exchange information on their ability to support the new optimized procedure. The finally selected MME instructs the UE to use encryption of NAS signalling messages. The UE returns to RRC Idle mode.

b)
When the UE's application knows that it needs to send just one IP packet/SMS (and that this uplink IP packet/SMS should not trigger multiple downlink IP packets), the UE's application requests NAS to request the UE's AS to establish an RRC connection "for a Tracking Area Update" (sending the S-TMSI in the RRC Connection Request). However, the NAS PDU is a new form of initial layer 3 message that includes the IP packet and its EPS Bearer ID (or the SMS) in an encrypted IE. This NAS PDU is sent in the NAS container in the RRC Connection Setup Complete message. The unencrypted part of this new initial layer 3 message in the NAS PDU carries the "KSI and sequence number" IE and the MME uses this, and the S-TMSI, to identify the security context to decrypt the IP packet and EPS Bearer ID (or the SMS).

Editor’s Note:
Whether there is a size constraint on the NAS PDU payload (e.g. whether it is possible to support 160 bytes – in case of SMS - or even 1500 bytes – in case of an IP data packet - within the NAS PDU) should be considered in the evaluation phase. Any potential loss of radio efficiency also needs to be determined.

The size of this NAS PDU means that it is worth setting the RRC establishment cause to "mo-Signalling' rather than "mo-Data".

NOTE 1:
The "mo-Signalling" cause value, potentially coupled with the receipt of the S-TMSI in the RRC Connection Request, can be used by the eNB to detect that a short lived signalling procedure is in progress. Hence it is unlikely that the MME will download the security context to the eNB. Without the security context, handover cannot be performed. Thus radio resources can be saved if the eNB does not configure the UE to perform measurement reporting.

Editor’s Note:
Interactions of Low Access Priority with “mo-Signalling” are FFS (i.e., how can both be set as the Establishment Cause in the RRC Connection Request).


If the UE's application knows that it needs to transfer more than one uplink and one downlink IP packet (or SMS), then it should (shall) use the normal service request procedure.

NOTE 2:
It could be considered to use this procedure to transfer more than one (pair) of IP packets (or multiple or concatenated SMSs). This may be possible (e.g. it is not dissimilar to TAU procedures where several NAS messages can be exchanged without downloading the UE Radio Capabilities to the eNB), however this would have a larger RAN performance impact.

Editor’s Note:
How to ensure that the application correctly uses the Service Request procedure and does not abuse this new procedure is an open issue. However the MME's ability to release the connection provides a control point. 

c)
The eNB forwards the encrypted IP packet (or the SMS) to the MME in the S1AP Initial UE message.

d)
The MME decrypts the IP packet and EPS Bearer ID (or the SMS).

e)
Further actions in the EPC depend on whether the optimised procedure is used for the transfer of generic IP data packets or SMS (see detailed descriptions in TR23.887, section 5.1.1.3.1 and section 5.1.1.3.2). 

In general, for the transfer of generic IP data packets, the MME uses knowledge of the subscriber to determine whether to proceed with the full UE triggered Service Request procedure, or, to immediately release the RRC connection, or to wait for some time (e.g. to see if a downlink IP packet causes the S-GW to send a Downlink Data notification to the MME). 
If the MME has retained the RRC connection, then the MME encrypts the downlink IP packet and EPS Bearer ID (or the SMS acknowledgement) and send them in a downlink NAS PDU to the UE. Knowledge of the subscriber type would permit the MME to request the eNB to release the RRC connection in conjunction with the eNB's delivery of the NAS PDU/IP response packet (or SMS acknowledgement).
LTE procedure for single MT IP packet / MT SMS over NAS delivery

This uses similar concepts to the MO case described above.

a)
The MME and UE have (at Attach/TAU) performed similar negotiations to those for the MO case, NAS encryption is activated and a PDN connection has been activated.

b)
For the transfer of generic IP data packets, when an IP packet arrives in the S-GW, the S-GW buffers the IP packet, appends the IP packet and EPS Bearer ID to the Downlink Data Notification and sends it to the MME. The S-GW monitors whether subsequent packets have arrived for the delivery to the UE and whether the total size of these packets is greater than the value configured by the operator's policy or subscription. If this is the case the S-GW sends the Downlink Data Notification to request the establishment of the S1 bearer(s).

c)
The MME pages. The addition of a "Small data flag" to the radio interface (and S1 interface) paging messages allows the UE to change the RRC establishment cause from "mt-access" to "mo-signalling" (or to a new cause value of "mt-signalling"). In turn, this RRC establishment cause allows the eNB to optimise its resource allocation and to not configure the UE for measurement reporting).


The MME uses knowledge of the subscriber to decide whether to include the "Small Data Flag", and, whether to not fully proceed with the subsequent Service Request procedure.


The Service Request sent as the paging response by the UE carries the "KSI and sequence number" IE. The MME uses this, and the S-TMSI, to encrypt the IP packet (or SMS) sent in step d below.

d)
The MME then sends the IP packet and EPS Bearer ID (or the SMS) in an encrypted IE in a NAS PDU in an S1 Downlink NAS Transport message and the eNB sends the NAS PDU onto the UE.

e)
Typically the UE sends an IP packet as an acknowledgement (or a SMS acknowledgement). This IP packet along with the EPS Bearer ID (or the SMS acknowledgement), is sent in an encrypted IE in a NAS PDU in an UL Information Transfer message. The eNB forwards the NAS PDU to the MME. For the transfer of generic IP data packets, the MME decrypts the IE, adds the GTP header and forwards it to the S-GW.


The UE adds a new optional IE to the UL Information Transfer to request the eNB to release the RRC connection.

f)
The eNB releases the RRC Connection.

5.2.1.1
Solution evaluation

Editor’s Note:  RAN aspects of the proposed solution should be considered here
During this procedure, the RRC security context is not downloaded to the E-UTRAN: thus the UE cannot be handed over to any other cell.

5.2.2
Solution 2b. Downlink small data transfer using RRC message
NOTE:
This solution is further described in TR23.887, section 5.1.1.3.1 “Downlink small data transfer using RRC message”.
Similarly to Solution 2a, this proposal also suggests a C-plane solution for the transfer of single higher layer messages (e.g. a single IP data packet or a SMS), but focuses on the downlink case (from the MME to the UE).

When MME receives a small data packet from SGW or MTC-IWF (as described in Solution 2a), if the target UE is in idle mode, downlink small data transfer from MME to UE can be optimized as follows. The MME sends the small data to eNodeBs via S1-AP Paging message, and One-shoot-Paging procedure is used by eNodeBs to deliver the small data to the UE. 
After receiving the S1-AP paging message containing the small data, eNodeBs buffer the small data and co-relate it with the S-TMSI. Then eNodeBs page UE and start a paging timer. A“small data flag” could be added in paging message to indicate UE that the paging is to transfer downlink small data and service request procedure is not needed. After the UE responds with RRC connection Request message, the eNodeB retrieves the small data according to the S-TMSI included in the RRC Connection Request message, encapsulates the small data in the DedicatedInfoNAS IE, and puts this IE in the RRC connection setup message. The UE responds with the RRC connection setup complete message, which contains an NAS PDU to acknowledge the reception of the small data. The eNodeB forwards the NAS PDU to MME via a S1-AP message. When the paging timer expires, eNodeBs can discard buffered small data. 
In order to security protect the small data, MME/UE could use the existing NAS security context to encrypt / decrypt the small data packet and ACK message. 
Editor’s note: How to provide security protection for small data in 3G system and for downlink small data in LTE system is FFS. Whether sending small data to all eNodeBs in the TA list cause security issues or not is FFS.

UE and network could negotiate about this optimized small data transfer solution during Attach and TAU/RAU procedure according to subscription data and UE’s request.
The signalling procedure of LTE system is described below. 
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Figure 5.2.2-1. Downlink small data transport procedure for UE in idle mode

5.2.2.1
Solution evaluation

Editor’s Note:  RAN aspects of the proposed solution should be considered here
Since more eNodeBs needs to buffer the small data for certain time duration, and in order to reduce such impacts, this solution is suitable for UE(s) that belong to smaller tracking area. 
5.3
Connectionless approaches

.

To reduce the amount of signalling caused by idle-connected mode transitions solutions can be defined – for both UMTS and LTE - where small amounts of data can be transferred while the UE remains in ECM-idle mode. Two alternatives are described in TR23.887. Both can handle small data of any frequency with upper volume limit only constrained by radio design. 
Both alternatives are based on the principle of providing information to the UE about the end-point of the PDN Connection or its bearer(s) in the SGW. The UE can then append this information to small data that is sent UL to the eNB. The eNB uses the appended information and creates a GTP-U PDU and passes the small data packet on the S1-U to the SGW. The SGW forwards the received packet uplink as normal. To allow subsequent DL small data, the eNB also appends its DL TEID and IP address to the GTP-U PDU in an extension header. The SGW stores and uses this information for any subsequent DL small data. 

There are differences between the two alternatives. The ‘connectionless’ alternative (see TR23.887, section 5.1.1.3.6.3) has the following specifics:

-
Security model is not changed as the eNB performs the encryption function. The security material is downloaded in the eNB from the core when the UE first uses the eNB for data transmission and this security context is used for connectionless data transmission as long as the UE remains under the eNB coverage (the exact method is to be defined in cooperation with SA3)

-
The UL TEID and the SGW IP address are derived from a connection ID which is allocated to the UE at session set up and maintained via Mobility management procedures. This connection ID is formatted in such a way to identify the SGW and the TEID for UL data and the mapping of connection ID to TEID and SGW is passed to the eNB when security is established. This Connection ID is sufficient to forward the data in the UL to the correct SGW and TEID.

-
It operates per PDN connection. A PDN connection is either connection less or a normal PDN connection. It is decided when the PDN connection is created what type of connection it is. PDN connections earmarked for connectionless behaviour do not allow dedicated bearers. Data for connectionless PDN’s trigger connectionless paging.

The ‘small data fast path’ alternative (see TR23.887, section 5.1.1.3.6.2) has the following specifics: 

-
Does security between UE and SGW. Security information is provided by MME to SGW at session creation. The security solution is FFS by SA3.

-
The UE passes all information required for the eNB to forward the small data to the SGW. 

-
It operates per bearer. The information appended to the small data specifies the GTP-U tunnel where the eNB forwards the data.

-
A bearer can be enabled for small data fast path. If data arriving in the UE or the SGW meets the small data criteria it is sent in the fast path, otherwise the data is sent the normal way by initiating a service request.

Editor’s note:
For both alternatives RAN aspects are FFS and should be addressed here. For instance it is FFS whether CP or UP resources are used. Furthermore, the procedures identified so far do not limit the number of small data packets that can be sent between the UE and the network. However, depending on the characteristics of the Uu, constraints on the data passed with the suggested procedures might be necessary.  

Editor’s Note: Potential issue with loss of data in RAN at mobility or change to connected mode is FFS.

Editor’s Note: The details of the criteria for triggering the new procedure need further study. 
5.4
S1/Iu-only optimizations 

5.4.1
Solution 4a: Stateless Gateway for cost efficient transmission of infrequent or frequent small data
NOTE:
This solution covers aspects with RAN impacts of the solutions described in TR23.887, section 5.1.1.3.4 “Stateless Gateway for cost efficient transmission of infrequent or frequent small data”. Architectural aspects of these solutions are further described in the corresponding section in TR23.887.

The solution proposed in TR23.887, section 5.1.1.3.4, defines a cost efficient data transmission scheme, via a stateless gateway and reduced signaling. The goal is to:

-
improve the efficiency of device re-activation, i.e., to reduce the network resources needed to support device re-initiation of data transmission after a quiescent period;

-
reduce the number of data gateways (S-GW and P-GW) required for the most common devices and to reduce the amount or duration of state information retention in these gateways.

The proposed solution assumes that the following conditions can be met:
1.
the APN to be used by the device is reachable from the VPLMN; 

2.
the device does not require a reachable IP address when the UE is idle, i.e. when it is acceptable that the device becomes unreachable unless it opens a transport connection (e.g. upon device triggering);  
3.
the device requires access only to best effort data transport (or to static QoS), i.e. only one bearer exists for the attached APN;
4.
the device registers for access to only one APN and bearer at a time;
5.
the device registration and range of mobility with IP address preservation may be limited to a (set of) MME.
The UE will fallback to existing EPC procedures if the device is outside areas supporting this solution or if the device needs connectivity to more than one APN or bearer at a time.
The solution relies on two main principles: 

1.
Elimination of signalling between the controller entity of the mobile network (MME) and data forwarding gateways (S-GW/P-GW) prior to the start of data transmission after a quiescent period by providing the required control information from the base station (eNB) to the data forwarding gateways together with the first data packets from the device; 
2.
Avoid retaining any long term device specific state information in the data forwarding gateway by transferring the necessary data from the MME to the gateway via the eNodeB only for periods of data transmission.  
5.4.1.1
Solution evaluation

The RAN impacts identified so far in TR23.887 are:
-
eNB: 

-
support GTP-U header extensions (S1-U);

-
when sending NAS or HO related messages to MME, indicate support of optimized signalling (S1-MME);

-
on X2 HO, include the SGW support indication to the target eNB (X2).

-
receive new control information from S1-MME (e.g. APN ID code)

-
UE:

 -
none.
5.4.2
Solution 4b: Optimized Service Request procedure for UEs with a single bearer
NOTE:
This solution covers aspects with RAN impacts of the solutions described in TR23.887, section 5.1.1.3.8 “Optimized Service Request procedure for UEs with a single bearer”. Architectural aspects of these solutions are further described in the corresponding section in TR23.887.

Many devices that send data only have a single PDN connection (e.g., to internet) and a single bearer.  For these UEs, this solution reduces network signalling under certain conditions by not invoking the “Modify Bearer Request” (MBR) or “Modify Access Bearers Request” (MABR) over the S11 interface. Instead, the network forwards the necessary control signalling information from the MME to the SGW via S1-MME to the eNB and GTP-U header information from the eNB to SGW (S1-U).  This optimization reduces MME-SGW signalling and shortens the interval for the SGW to send DL data. 

This optimization can also apply to a service request procedure in Iu mode to save S4 signalling between an S4-SGSN and the SGW by forwarding the necessary control signalling information from the S4-SGSN to the SGW via Iu to the RNC and GTP-U header information from the RNC to SGW (S12). This is not further described in the rest of the clause.  
The proposed solution applies to the following procedures:

-
UE triggered Service Request if there is no suspended bearer for that UE,

-
S1-based Handover without SGW relocation,

-
X2-based handover without SGW relocation,  

Furthermore the solution assumes that the following conditions apply:
-
the UE has only 1 PDN Connection and 1 bearer (at the time of the Service Request procedure). 

-
 Optimized signalling supported by eNB, SGW and MME.

The solution relies of the fact that, if the eNB received an indication that the SGW supports the MBR signalling optimization, then the eNB includes the necessary control signalling information (e.g., eNB F-TEID = IP address and TEID) in the GTP-U header information. 

5.4.1.1
Solution evaluation

The RAN impacts identified so far in TR23.887 are:

-
eNB: 

-
support GTP-U header extensions (S1-U) to include eNB F-TEID;

-
when sending NAS or HO related messages to MME, indicate support of optimized signalling (S1-MME);

-
on X2 HO, include the SGW support indication to the target eNB (X2)

-
Dummy packets are sent in error cases when a response is not received and in DL case when eNB needs to send GTP-U header information to SGW before the UE sends UL data.

-
UE:

 -
none.
5.5
Keep the UE in connected mode


In order to minimize UE state transitions, solutions can be defined to keep the UE in connected mode while reducing the signalling overhead (e.g. modifying the value of the parameters for measurement reporting and handover behaviour) and power consumption (e.g. adjusting the DRX cycle) resulting from connected mode. 
For example, as suggested in TR23.887, section 5.1.2.3.1 “Keep the UE in connected mode” the frequency of the UE’s measurement reporting is reduced in order to save radio signalling overhead. In another aspect, if a HO procedure is performed before the Inactivity timer to release the RRC connection expires, there is no data to be handed over. Thus, data transfer procedure for HO is not required. 

A possible configuration for keeping the UE in connected mode is as follows.

-
eNB does not release the RRC connection by adjusting the User Inactivity timer e.g. the timer runs longer than for normal connected mode.

-
eNB configures the value of the parameters transferred to the UE e.g. measurement configuration different from normal connected mode. 

Editor’s Note: Detailed solutions to cover these and other possible aspects should be considered here

Editor’s Note: How to trigger and which node decides to apply the long connected mode is FFS (e.g. UE sends the information to eNB, or eNB decides the long connected mode based on the information from UE and/or eNB information, or subscription data includes the information.)
Editor’s Note: How the network knows the traffic is delay tolerant is FFS.

Editor’s Note: How to ensure the power consumption in the UE is not increased is FFS.

6
Comparison of solutions for Signalling Overhead Reduction

[editor’s note: this section could include tables showing which solution saves how much signalling (bits, messages, signalling over the air), which solution ensures security/integrity, which solution requires which changes to existing protocols and network nodes, etc.]  
7
Solutions for UE Power Consumption Optimization

7.1
Extended DRX in idle mode

7.1.1
Solution 1a: Extended DRX in idle mode

NOTE:
This solution is further described in TR23.887, section 7.1.3.1 “Extended DRX in idle mode ”.
The characteristics of the solution is that the Maximum DRX cycles in idle mode are possibly extended with longer values allowing the UE to save battery as waking up and listening for a potential paging message is one major power consuming functionality. When this solution is used, paging transmission period is also adjusted based on the extended DRX cycle applied to the UE.

NOTE1:
If the DRX cycles are to be extended longer than the System Frame Number currently allows then extensions of the time allowed by the SFN should be investigated. 

In addition, network could notify that the UE should alternate the extended DRX cycle (value specified in the NAS parameter for extended DRX) with one or several normal DRX cycle(s). Such notification could be sent to the UE in a NAS message e.g. the Attach Accept / TAU Accept.

NOTE2:
The need for alternating the DRX cycle would depend on the analysis of how to limit the risk of UE missing a paging due to the DRX cycle been extended to a long value. 

NOTE3:
It should be evaluated how the UE wakes up from extended DRX cycle and ensure that paging loss is minimized.

NOTE4:
The decision for UE initiating low power consumption mode may be based on the UE configuration by the network or UE implementation.

Editor’s Note: It is FFS which maximum/reasonable DRX value that should be possible to select, e.g. aspects like re-transmission timers on higher layers needs to be considered.

7.1.1.1
Solution evaluation

7.1.2
Solution 1b: Extended DRX using UE Assistance Information

NOTE:
This solution is further described in TR23.887, section 7.1.3.2 “Extended DRX using UE Assistance Information”

UE Assistance Information procedure defined in TS 36.331[4]. The purpose of this procedure is to inform E-UTRAN of the UE’s power saving preference. If UE prefers the low power consumption, its sends UEAssistanceInformation message to eNB with power preference indicator set to low power consumption. 

EUTRAN can take certain actions based on this indication as shown below.
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Figure 7.1.2-1: Extending connected mode DRX based on UE Low Power Preference Indication

On receiving the UE assistance information the eNB can provide the UE with long DRX cycle in RRC Connection reconfiguration. Currently maximum value defined for DRX cycle length is 2.56 second. eNB may assign maximum or higher DRX cycle to UE. 

NOTE 2:
Higher value of DRX cycle beyond 2.56 second requires further analysis. 

The network could also decide to extend the paging cycle based on the Low Power Consumption indication, as shown below.
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Figure 7.1.2-2: Extending Paging DRX based on Low Power Consumption indication

On receiving the UE assistance information the eNB initiates S1 context release procedure, e.g., the eNB may decide to do so if the UE has been configured as low access priority UE and indicates corresponding establishment cause (i.e., delay tolerant access) in RRC Connection Request message to eNB. eNB sends UE Context Release Request to MME with cause indicating UE low power consumption mode and timer value if received from the UE. The MME releases S1 by sending the S1 UE Context Release Command (Cause = UE low power consumption mode) message to the eNB. MME also provides long paging DRX to UE. The eNB sends a RRC Connection Release message to the UE including long paging DRX. 

Editor’s note: It is FFS whether long DRX cycle in idle mode initiated by UE assistance information can be allowed or not.

7.1.2.1
Solution evaluation
7.2
Long DRX cycles in connected mode


7.2.1
Solution 2a: Long DRX cycles in connected mode

NOTE:
This solution is further described in TR23.887, section 7.1.3.6 “Long DRX cycles in connected mode”

Allowing for longer DRX cycles in connected mode allows the terminal to switch off its radio transmitter and receiver for longer periods of time, and thus reduce its power consumption. 
When applying a longer DRX cycle value, the inactivity timer for releasing the RRC connection should be adjusted accordingly.
Editor’s note:

The need for modifying mobility measurement procedures and core network mobility handling during long connected mode DRX cycles should be investigated. 

Editor’s note:

How to achieve overload control when applying long DRX cycles in connected mode is FFS e.g. RAN barring mechanisms are only applied in idle mode.

7.2.1.1
Solution evaluation
There are achievable gains in energy and power consumption by using longer DRX cycles. Using cycles of maximum up to several minutes would however reduce responsiveness of low mobility MTC devices and will require applications that can tolerate this.

Overall gains are achievable for stationary UEs. Moving UEs cause more error handling procedures and overhead with this approach or have to change to idle mode and can therefore not gain from the long DRX cycles in connected mode solution. 

Keeping the UE for a long time in connected mode would decrease the signalling load for stationary UEs, but it would increase the memory usage in eNB (i.e. for keeping UE context and for storing DL packets including MT-SMS). Further it increases the probability of S1 error handling / S1 recovery procedures, and thereby causes additional signalling load and power consumption for UE and network. Major adjustments may be needed in RAN and CN when the DRX cycle becomes longer than the timers of the NAS or SMS procedures.

Connected mode DRX cycles of a few tens of seconds might be feasible without major impacts on 3GPP and user/application protocols. It is FFS how much the gains would be with DRX values of a few ten of seconds, specifically in comparison to long idle mode DRX.

Editor’s Note:
Further evaluation of RAN aspects of the proposed solution should be considered here
7.3
Transmission delay until better coverage conditions


7.3.1
Solution 3a: Transmission delay until better coverage conditions
NOTE:
This solution is further described in TR23.887, section 7.1.3.5 “Transmission delay until better coverage conditions”

This solution allows UEs to transmit at lower power levels via transmission delay until better coverage conditions. 

When the UE is in idle mode and needs to connect in order to transmit and the coverage conditions are not good (below certain threshold), the transmission could be delayed until better coverage conditions. 

The UE or an MTC application on the UE, which is configured for delayed transmission, starts a ‘transmission delay timer’ as soon as a need for transmission is detected and the signal quality is bellow the ‘signal quality threshold’. 

The UE shall not connect and transmit while the ‘transmission delay timer’ is running unless the ‘signal quality threshold’ is reached (i.e. the UE is in better coverage conditions). The ‘signal quality threshold’ can be a value that the UE can directly compare with the already available received signal quality/strength (for example RSRQ in LTE or RSCP in UTRAN or RXLEV in GSM).

NOTE: 
This solution is applicable to moving mobile terminals and to time tolerant MTC.

7.3.1.1
Solution evaluation
8
Comparison of solutions for UE Power Consumption Optimization 
[editor’s note: this section could include tables to compare the different UE power consumption enhancements]
9
Conclusions
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