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1 Introduction

Among the objectives of the SI “Study on Further EUL Enhancements” [1] there is “Improvements to current access control mechanism to provide efficient approach for UTRAN in case of uplink overload”.
In [2] some initial considerations have been provided regarding the current access control mechanisms and possible ways to improve them.

This paper aims at providing an overview on the current access control issues and limitations, as well as an indication of the areas that would need enhancements. 
2 Discussion
In case of uplink overload it would be desirable to have methods for controlling and prioritizing the access of the UEs, both in idle and connected mode, in order to optimize the likelihood for successful transmission of control and/or data PDUs on RACH/E-DCH. These methods should in principle apply to both R99 RACH and E-DCH.

2.1 Existing access control methods

TS 22.011 [3] defines the purpose of Access Control as preventing “UE users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a PLMN.” 
Access Control mechanisms include Access Class Barring (Rel-99), DSAC (Rel-6), PPAC (Rel-8), Extended Access Class Barring (Rel-11).
ACB, DSAC and PPAC rely on the separation of Access Classes 0-15 among barred and not barred. This is indicated in the SIB3, with separate bit strings for ACB, DSAC PS/CS and PPAC. Depending on what kind of barring is applied, the UE may not be allowed to send an RRC Connection Request to setup a connection to any CN domain (ACB), may not be allowed to send an RRC Connection Request or an Initial Direct Transfer to setup a signalling connection to a “barred CN domain” (DSAC), may be allowed to setup a connection to a “barred CN domain” in order to respond to paging and/or perform a LA/RA registration (PPAC) from idle mode.
Rel-11 Extend Access Class Barring (EAB) provides an additional access class barring mechanism for UEs supporting EAB (the support can be configured in the ME or in the SIM/USIM).

According to [3], the use of Access Control “facilities allows the network operator to prevent overload of the access channel under critical conditions.”
A wider definition for access control, based on the purpose of preventing overload of the access channel under critical conditions, might include also those mechanisms used in order to spread access attempts over a larger time frame by means for instance of back-off timers, wait times and persistence values.

In Rel-99, Access Service Class (ASC) allows to configure up to 8 Access Services Classes with different priorities. The Access Service Classes are mapped from the Access Classes (in SIB5 or SIB5bis) for idle mode or correspond to the MAC Logical Channel Priority 
in case of connected mode. The ASC together with other parameters broadcasted in the System Info will determine the persistence value used by the UE to determine whether to start the L1 PRACH transmission procedure in the present TTI or not.
Other Rel-99 methods for the access control are the back-off timer at reception of AICH NACK and the wait timer in Cell Update Confirm, which allows postponing Cell Update by 1 to 15 seconds.
In Rel-10, an extended wait time (up to 30 minutes) for delay tolerant UEs can be applied to the RRC Connection Reject, RRC Connection Release and Signaling Connection Release. 

A first finding that can be inferred from this brief description is that the existing methods provide fairly good mechanisms for the access control of users in idle mode. The legacy mechanisms may also be applicable, to a certain extent, to users in Cell_FACH, Cell_PCH and URA_PCH. The next section describes some use cases in connected mode that can be handled with the legacy methods and tries to highlight use cases that would instead require access control improvements.
2.2 Applicability of the existing methods to users in connected mode
Before looking into the applicability of the existing access control methods to users in connected mode, it is important to identify possible scenarios to be addressed. 
A distinction may be done based on whether the access is attempted in order to establish a CS call (originated or terminated), a PS data transmission (UL or DL) or to transmit a signaling message. A further differentiation may be whether the UE has a cell identity when accessing the system (CELL_FACH or CELL_PCH with C-RNTI/H-RNTI/E-RNTI allocated) or it has not a cell identity (URA _PCH or CELL_PCH without C-RNTI/H-RNTI/E-RNTI allocated).
Based on these considerations, the following use cases may be identified:

Use cases in URA _PCH or CELL_PCH without seamless transition to CELL_FACH
1. Establishment of CS Call (UE originating)
· Cell Update with cell update cause “uplink data transmission” + Establishment cause
· Can already be blocked with Rel-6 DSAC procedures
2. Establishment of CS Call (UE terminating)
· Cell Update with cell update cause “paging response” + Establishment cause
· Can already be blocked with Rel-6 DSAC procedures
3. UL Data activity
· Cell Update with cell update cause “uplink data transmission” and Establishment cause not included
· Can already be rejected by sending Cell Update Confirm + Wait time (max 15 seconds)
4. DL Data activity
· Cell Update with cell update cause “paging response”
· Paging can be controlled from the network. 
5. URA Update (only for URA_PCH)
· URA Update with cause “URA reselection” if a new URA is entered, or cause “periodic URA Update” if T305 expires.
· Cannot be controlled with existing mechanisms  
· Comment: prioritized signaling – should it be blocked?

6. Cell Update (only for CELL_PCH)
· Cell Update with cause “cell reselection” if a new cell is entered, or “periodic cell update” if T305 expires
· Cannot be controlled with existing mechanisms 

Use cases in CELL_FACH or CELL_PCH with seamless transition to CELL_FACH
1. Establishment of CS Call (Originating or Terminating)
· Initial Direct Transfer sent on DCCH
· Can already be blocked with Rel-6 DSAC procedures
2. Transmission of UL data on RACH/E-DCH
· Data sent on DTCH when there is a need
· Cannot be controlled with existing mechanisms
3. Cell Update sent on CCCH
· Cell reselection, periodic update, Call re-establishment
· Cannot be controlled with existing mechanisms 

4. DCCH signaling
· E.g. RB Reconfiguration Complete when UE is switched from DCH to FACH, L2 ACKs for RB Reconfiguration message sent on FACH when UE is switched from FACH to DCH, Measurement Reports
· Cannot be controlled with existing mechanisms 

A conclusion that can be drawn looking at the use cases described above is that several of the connected mode scenarios cannot be handled with legacy procedures. Only in few cases the accesses can be controlled in efficient ways (e.g. use of DSAC). 
Proposal 1 Access control improvements in Rel-12 should address the connected mode use cases. 
Proposal 2 Agree on uses cases listed above to be included in the TR
2.3 Possible improvements
With the focus on connected mode uses cases, Rel-12 access control improvements may be based on similar techniques to the legacy ones.

One possible improvement may be for instance obtained by barring certain groups of users in connected mode, in a similar way to the current access class barring methods. The access groups may be based on the access class or on the C-RNTI, when available. An advantage of the latter method is that the network may allocate the C-RNTI in order to differentiate the users based on their subscription profile. The access control barring may also be combined with a delay timer, so that a UE belonging to an access group that becomes unbarred after being barred for a period, would need to apply a variable delay timer before accessing the system.
Another improvement may be based on access delays. When access restrictions apply, the UEs would be allowed to access the system only after a random delay. The delay range may be based for instance on whether the UE is sending signaling or user data, on the MAC Logical Channel Priority, etc. so as to couple short access delays to data that need to be prioritized. 
Yet one more improvement may be the utilization of configurable back-off timers, applied after the reception of a NACK during the RACH procedure. The duration of these timers may be variable and dependent for instance on the MAC Logical Channel Priority, so that a lower priority would correspond to a longer back-off timer.  
Proposal 3 Discuss possible Rel-12 access control improvements for connected mode use cases.
3 Conclusion

Based on the discussion in section 2, the following is proposed:

Proposal 1
Access control improvements in Rel-12 should address the connected mode use cases.
Proposal 2
Agree on uses cases listed above to be included in the TR
Proposal 3
Discuss possible Rel-12 access control improvements for connected mode use cases.
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