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Discussion and Decision
1 Introduction 
In the last RAN2-#81 meeting, the following agreement was reached regarding existing CN WLAN related functionality:
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Based on this requirement, in this paper, we argue that there is a need to explicitly clarify which CN solutions can be assumed to be available today in the WLAN/3GPP interworking SI. In this contribution, we also discuss some issues that might arise due to interplay between RAN interworking solutions and existing CN solutions, including ANDSF, IFOM, and MAPCON.
2 ANDSF
2.1 ANDSF as a “CN solution available today”
ANDSF (Access Network Discovery and Selection Function) [1]is an integral part of the 3GPP’s architectural enhancements for non-3GPP accesses [2]
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[3]. Accordingly, it has been defined that “ANDSF contains data management and control functionality necessary to provide network discovery and selection assistance data as per operator policy”. In the RAN2-#81 agreement quoted above, ANDSF  was not explicitly included as one of the examples of a CN solution that “our” (i.e. RAN2) solution needs to be compatible with. On the other hand, during the online discussions in RAN2-#81 [7], there seemed to be some confusion about whether RAN solutions should not require ANDSF in order to work, and that RAN solution should not duplicate ANDSF functionality. As a result, although we understand that the CN solution examples quoted in the agreement above were not meant to be exhaustive, we feel that there is a need to explicitly confirm that ANDSF is part of “CN solutions that are available today” so that we can progress further in the discussion of the relationship between RAN solution(s) and ANDSF.
Proposal 1: RAN2 is requested to confirm that ANDSF belongs to the list of “CN solutions that are available today” as per the agreement in RAN2 #81.

However, since ANDSF may not be available for all deployments, we should also consider how a RAN2 solution may work without ANDSF. During the online discussion in RAN2-#81 [7], there was some emerging consensus that “RAN2 solution should work with and without ANDSF”. Although it was not eventually agreed in RAN2-#81, we believe that based on the reasons stated above, RAN2 should agree that “RAN2 solution should work with and without ANDSF”.
Proposal 2: RAN2 is requested to discuss and agree that RAN2 WLAN/3GPP radio interworking solution should work with and without ANDSF.
2.2 Potential conflicts between RAN solution and ANDSF

The primary function of ANDSF is to provide the UE with a set of operator-defined rules and preferences to select the most preferable access technology type or access network during inter-system mobility. Since many operators deploy or plan to deploy ANDSF in their networks, the interaction of ANDSF with RAN based solutions needs to be considered while developing RAN interworking solutions. In fact, we foresee that some conflict will arise when RAN solution and ANDSF provide inconsistent information to the UE. For example, consider the follow sequence of events:
1)  UE enters the coverage area of eNB #111
2)  After certain RAN procedures, eNB #111 decides to direct UE to WLAN
3)  At the same time, there is an ANDSF policy in UE that dictates that when UE is in the coverage of eNB #111, then the preferred technology is 3GPP.

In such scenarios, the UE behavior is not well defined as the UE receives two inconsistent sets of information from different source causing confusion. In addition, a “ping-pong” effect may well happen if the UE follows one rule to connect to a particular access technology and later follows another rule instructing it to disconnect from that technology, and so on so forth.
Note that, since RAN2 has already agreed that “our solution should be compatible to any CN solutions”, we need to ensure that our solution is capable of resolving such conflicts. Any RAN solution developed as part of this SI will need to be consistent with CN solution, including ANDSF, as discussed above.

In addition, we should note that any future functionality specified in CT/SA’s ANDSF related WI/SI might also cause conflict if RAN solution provides similar functionality. While we cannot predict what is going to be specified in future WI/SIs, we should be mindful and try to ensure that our solution will not create any conflict to new ANDSF enhancements, i.e. be “future-proofed”. Therefore, it is of interest to develop generic RAN based solutions that can also guarantee compatibility with as yet undeveloped functionality provided by CN solutions. 
Observation 1: UE behavior is uncertain when inconsistent sets of information is provided from RAN solution and ANDSF. RAN2 needs to ensure that our solution is capable of resolving such conflicts in order to meet the agreed requirement, namely, “Our solution should be compatible to any CN solutions”.
Below we present a few options to resolve conflicts between RAN solution and ANDSF.
Option 1: RAN procedure overwrites ANDSF 
One simple solution is to declare that RAN procedures always overwrite access network preferences from ANDSF policies in UE (if any).
Option 2: ANDSF overwrites RAN procedure

Another solution is to let ANDSF policies at the UE (if any) take precedence over RAN procedures. However, we see several disadvantages to this approach. First, as identified in SID, one objective of this SI is to enable enhanced operator control for WLAN interworking. It is possible to argue that granting priority to ANDSF negates the goal of using RAN based solution to enhance operator control. Second, RAN signaling is rendered superflous if UE decides to ignore RAN commands. From signaling overhead point of view, this approach is suboptimal.
Option 3: (E)UTRAN awareness of ANDSF policy


The main idea of this approach is that, if (E)UTRAN is made aware of ANDSF policies in the UE, then (E)UTRAN can attempt to always provide compatible information to the UE. For example, the UE can notify (E)UTRAN when WLAN related policy becomes active, so that (E)UTRAN can provide compatible information to the UE. Alternatively, before (E)UTRAN autonomously provides interworking information to UE, (E)UTRAN could retrieve current ANDSF policy either from the UE or optionally from ANDSF server. If RAN sees potential conflicts between the information it plans to send and the ANDSF policy currently active in UE, then (E)UTRAN ensures compliance to ANDSF policies. 

Another advantage of this approach is that, since there are parallel Rel-12 SA2 WI/SI aiming to enhance ANDSF with solutions such as HotSpot 2.0 related parameters, making (E)UTRAN aware of ANDSF policies and parameters can future-proof RAN solutions and always ensures that RAN solutions do not provide duplicated and potentially inconsistent information with current and future ANDSF functionalities.
In summary, we observe that conflicting scenarios will arise when RAN solution interacts with ANDSF and provide inconsistent information to the UE. From requirement point of view, we request RAN2 to consider adding a requirement for RAN solution to address the conflict issues identified above.

From solution point of view, we request RAN2 to discuss the conflict resolution options listed above and provide guidelines to address this issue. We request RAN2 to include the conflict scenarios in the TR, and solution options regarding this issue should be further studied.
Proposal 3: RAN2 is requested discuss potential conflicts situation between RAN solution and current ANDSF functionality and possible future ANDSF enhancements. RAN2 should enhance the requirement “Our solution should be compatible to any CN solutions and WLAN integration levels that are available today” with “in addition, our solution should avoid duplicated and potentially conflicting information with ANDSF, including current ANDSF specifications and any future enhancements developed in CT/SA.
Proposal 4: RAN2 is requested to include the conflict scenarios in the TR. 
3 IFOM/MAPCON
3.1 Issues between RAN solution and IFOM/MAPCON
For UEs capable of simultaneous connection to 3GPP and WLAN networks, MAPCON (Multi-Access PDN Connectivity) and IFOM (IP Flow Mobility and seamless WLAN offload) enables UEs to route data belonging to different PDN connections or IP flows (including those destined to a single PDN) to different access systems, respectively. During the online discussion in RAN2-#81, issues related to “Offloading of selected traffic/bearers/APNs is assumed to be addressed by CT1/SA2” were not fully addressed and it is still not completely settled whether RAN2 will or will not take into account this aspect in this SI. In the following, we provide some analysis and recommendations.
Issue #1: Scope of offloading traffic/bearers/APNs via RAN solution  

First, from duplicate functionality point of view, it seems desirable that RAN2 exclude this aspect in this SI and instead leave it to CN based solutions to provide this functionality. Second, one may argue that, when UE is not capable of IFOM/MAPCON, RAN solution may provide an alternative to allow for offloading of selected traffic/bearers/APNs. However, it is also likely that such a network does not provide support for splitting bearers at the CN level, without which any RAN functionality is not usable. Third, from SI objective point of view, offloading of bearers or IP flows seems not to be directly relevant to the core issues being considered in this study. Lastly, RAN may not possess sufficient knowledge of CN conditions to take optimal offloading decisions.
Issue #2: Potential conflicts between RAN solution and IFOM/MAPCON
Similar to the conflict scenarios discussions in Section 2, if RAN2 decides to develop solutions for offloading data at PDN or IP flows level, then we need to also ensure there is no conflict between RAN solution and IFOM/MAPCON policies when IFOM/MAPCON is present in the system. Potentially we can adopt solutions discussed in Section 2, e.g., make RAN aware of IFOM/MAPCON policies in the UE. However, RAN may not be the right level to take this kind of offloading decision since it may not possess full knowledge of CN level congestion for load balancing at PDN or IP flows level. Thus, it may be more desirable to leave these aspects to CT/SA.
In summary, we observe that the benefits of performing offload of traffic/bearers/APNs via RAN solution as opposed to existing CN solutions are debatable and could cause potential conflicts as discussed above. During the online discussion in RAN2-#81 [7], some companies opined that offloading of bearers or IP flows is not really in the scope of this SI. We tend to agree with this viewpoint, and believe that offloading at PDN or IP flow level should be not be addressed in this SI.
Proposal 5: RAN2 is requested to discuss whether offloading of selected traffic/bearers/APNs should be assumed to be adequately addressed by CT1/SA2 and does not need to be taken into account in this SI.
4 Conclusion 
In order to facilitate discussion on the interplay between RAN based WLAN/3GPP interworking solution by establishing a baseline for ANDSF, we make the following proposals:
Proposal 1: RAN2 is requested to confirm that ANDSF belongs to the list of “CN solutions that are available today” as per the agreement in RAN2 #81.

Proposal 2: RAN2 is requested to discuss and agree that RAN2 WLAN/3GPP interworking solution should work with and without ANDSF.
In addition, we observe that conflicting scenarios are likely to arise when RAN solution and ANDSF provide inconsistent information to the UE. From requirement point of view, we request RAN2 to consider the following proposal:

Proposal 3: RAN2 is requested discuss potential conflicts situation between RAN solution and current ANDSF functionality and possible future ANDSF enhancements. RAN2 should enhance the requirement “Our solution should be compatible to any CN solutions and WLAN integration levels that are available today” with “in addition, our solution should avoid duplicated and potentially conflicting information with ANDSF, including current ANDSF specifications and any future enhancements developed in CT/SA.
Proposal 4: RAN2 is requested to include the conflict scenarios in the TR. 
Regarding issues between RAN solution and IFOM/MAPCON, we make the following proposals:
Proposal 5: RAN2 is requested to discuss whether offloading of selected traffic/bearers/APNs should be assumed to be adequately addressed by CT1/SA2 and does not need to be taken into account in this SI.
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