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1. Introduction
A proposal to allow a UE to apply access class barring (ACB/SSAC) control at the same time when ETWS message is received was discussed [1]. It seems that the use case and problem behind the proposal was not clearly understood. This paper explains the use case and necessity of for allowing ACB control at the same when ETWS message is received . This paper also proposes solution based on system information with consideration to minimize the impact to the specification. 
2. Discussion
2.1.
Background problem
After the great earthquake and tsunami disaster happened in March, 2011, there is high demand from society as well as from the government towards mobile operators to provide robust network that would ensure, during time of crisis, reception of warning message in timely manner, successful emergency and high priority call and also provision of access to disaster message board. In addition to that, occurrences of burst access right after warning message reception are foreseen in the live network, especially after the 3.11 disaster. This traffic behaviour may be triggered by the user users who tend to start communication (e.g., call or SMS friends and family, update their facebook or twitter, etc.) after receiving ETWS message, and by some commonly installed applications which are built as such that update signalling is sent whenever the UE backlight becomes on.
The burst access will cause overload in both RAN and CN node. In RAN node, RACH processing resources will be impacted and this may result in message3 discard. In MME, processing resources for idle-to-active signalling will be impacted and this may result in discard of connection establishment related S1-AP or NAS message. This situation will result in to emergency / high priority call drop .
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Figure1: Traffic burst triggered by ETWS message reception
To cope with this situation, operator needs to be able to flexibly applying available access control mechanisms according to the traffic condition. For ETWS message case, the network knows when ETWS message is going to be sent. This means the network can actually prevent burst access triggered by ETWS message reception, e.g., by activating ACB. However, in the present specification, the updated SIB can only be sent starting from the next modification period boundary. Therefore, network can only update ACB parameter in SIB2, at maximum, one modification period after the update procedure for ETWS SIB. ETWS SIBs need to be sent at the earliest time to satisfy the requirement of ETWS message delivery [2]. This means that the UE can only activate access control, at maximum one modification period, after it receives ETWS messages. In this case, since the UE already receives ETWS messages, the abovementioned burst access may occur anytime before ACB is activated in the UE.
To give illustration on how severe the burst access that may occur, the following data in table 1 shows population in Shibuya area [3], where NTT DOCOMO typical base station cell radius is from 100- 200 m and the recent big zone cell with radius of 7km is deployed as countermeasure for disaster situation [4]. The number of population per cell is the potential number of burst access at a given time, where half of the population is assumed to be DOCOMO subscriber. 
Table 1: Potential number of burst access in Shibuya area

	Population in Shibuya area
[person/km2]
	Population in 
Big zone cell (radius 7km)
[person/km2]
	Population in typical cell (radius 100m)
[person/km2]

	13032.96
	1003134
	204


[image: image2.emf]SIB1SIB2

SIB10

SIB10

Old SIB

SIB1SIB2

SIB10

SIB10

New SIB

SIB1SIB2

SIB10

SIB10

SIB2

Modification Period

Old SIB2

time

New

SIBs

time

Burst 

Access

ACB becomes effective

Number of Call

ETWS paging


Figure 2: Burst access before ACB activation
Proposal 1: 
RAN2 is kindly asked to acknowledge the problem where ETWS message reception may triggers burst access and to discuss the solution.
2.2.
Potential Solutions
2.2.1
System Information based solution
Solution based on system information can be summarized as the following:
1. The network is allowed to change access class barring related parameter in SIB2 at the same time when ETWS SIB is updated
2. The UE behaviour is modified such that the UE also acquire SIB2 when it acquires ETWS SIBs. 

In the last RAN2 meeting, the proposal in [4] with similar proposal as in above was rejected and the following comments was included in the minutes.

=>
The NW can enforce this behaviour only by paging in one MP for SIB1 change and in the following MP provide the SIB1 as well as page for ETWS and provide ETWS. Then, the UE will get ACB information at the same time as ETWS but of course ETWS will be delayed. 

One major problem of the way forward written in the minutes that is that it is not a valid solution since the requirement for ETWS message delivery, as excerpt below from [2], will not be satisfied. The delay of ETWS message delivery will be larger with higher value of modification period setting.


 (Excerpt from 22.268)

Primary Notification shall be delivered within 4 seconds to the UE in the Notification Area even under congestion situation. 

Observation: 
The way forward written in the RAN2#79bis minutes does not solve the identified problem and creating delay which does not satisfy the requirement of ETWS message delivery.
To realized this solution with minimum specification impact, the following are considered:

1. Allowing network to update ACB parameter related part in SIB2 before the next modification period
In 36.331, the following is specified in section 5.2.1.3:
When the network changes (some of the) system information, it first notifies the UEs about this change, i.e. this may be done throughout a modification period. In the next modification period, the network transmits the updated system information. These general principles are illustrated in figure 5.2.1.3-1, in which different colours indicate different system information. Upon receiving a change notification, the UE acquires the new system information immediately from the start of the next modification period. The UE applies the previously acquired system information until the UE acquires the new system information.

The sentence marked in red may be understood that the network cannot and will not update any system information before the next modification period. This formulation is intended to make sure there will be no mismatch between UE and eNB due to change of broadcast parameter. We understood that especially for physical layer parameter, mismatch between UE and eNB may lead to error and failure e.g., to wrong channel estimation.  However, the specification does not actually prevent the network to update the SIB before the next modification period. 
Therefore, to realize the solution and also to minimize the unwanted error due to UE-NW mismatch, the proposal is to allow network to update only ACB parameter related part in SIB2 before the next modification period.
Proposal 2: 
To allow the network to update SIB2 before the next modification period, and only ACB related parameter is allowed to be updated.
2. ETWS capable UE behaviour

To realized the proposed solution, the behaviour of ETWS capable UE need to be specified such that it would also acquire SIB2 when it acquires ETWS SIBs according to scheduling info in SIB1.
Proposal 3:
 ETWS capable UE is specified such that it would also acquire SIB2 when it acquires ETWS SIBs according to scheduling info in SIB1

3. Legacy UE behaviour and early implementation possibility
Legacy UE will behave according to the conformed release of specification, i.e., it will not be able to read SIB2 until the next modification period. This UE acquires the updated SIB2 if it receives systemInfoModification in the Paging. One may argue that, this will create unfairness of access opportunity between legacy and new release UE. However, from access barring discussion point of view, this is always the case that the new barring mechanism applies the UE conforming to the new release. Considering that the proposed behaviour does not have any ASN.1 change and related only to reception of system information, this behaviour is possible to be early implemented. This way the problem regarding access fairness can be slightly mitigated.

Proposal 4: 
The behaviour in proposal 1 and 2 should have the possibility to be early implemented.

4. systemInfoValueTag handling
In the present specification, systemInfoValueTag is used for the UE to understand whether there was a changed in the system information. The understanding is that if the network change the system information, systemInfoValueTag is changed starting from the next modification boundary. 
Although the proposal is to update SIB2 at the same time where the ETWS SIBs are updated, to minimise the impact to legacy UE, systemInfoValueTag is updated in the next modification period, instead of in the modification period where the SIB2 is updated.

This way, only ETWS capable UEs are the ones that are aware SIB2 change, and apply ACB immediately, and there is no change of behaviour is needed for legacy and non-ETWS capable UE.  
Proposal 5: 
systemInfoValueTag is not updated when ACB parameter related part of SIB2 is updated before the next modification period.
2.2.2 
RACH based solution
Another solution is to utilize RACH backoff timer to reject calls starting from the time when the NW indicate the sending of ETWS message. The maximum value of RACH backoff timer as defined in today’s specification is less than 1s, which is not enough to suppress burst access. (The data in figure 1 shows that the burst occurs up until 13 minutes).  The 3 spare values of RACH backoff timer will be needed to cover the burst access that may happen within the modification period where ETWS SIBs is updated. The maximum value of modification period in today’s specification ( = modificationPeriodCoeff(64) * defaultPagingCycle(2.56s)=40.96s) may need to be takein into account.
Major concerns with this solution are the following: (1) Emergency and high priority calls are also rejected first before they can attempt to access in the next available RA access opportunity, not only normal calls; (2) If the maximum value of modification period is taken into account when defining the new RACH backoff timer, then the maximum delay for emergency/high priority call is more than 40 s. 
This two concerns may not be acceptable from operator point of view, because in certain cases this will create severe unsatisfactory claims not only from normal user but also from users assign with high priority access class, e.g., governments.

Comparing the two solutions above, NTT DOCOMO believes that system information based solution is the one that can solve the problem identified in section 2.1.
3. Summary and Proposal
The paper discussed and identified a problem where access burst triggered by ETWS message reception may cause network (RAN and MME) overload which eventually leads to emergency/high priority call drop. The following are proposed :

 Proposal 1: 
RAN2 is kindly asked to acknowledge the problem where ETWS message reception may triggers burst access and to discuss the solution.

Proposal 2: 
To allow the network to update SIB2 before the next modification period, and only ACB related parameter is allowed to be updated.

Proposal 3:
 ETWS capable UE is specified such that it would also acquire SIB2 when it acquires ETWS SIBs according to scheduling info in SIB1.

Proposal 4: 
The behaviour in proposal 1 and 2 should have the possibility to be early implemented.

Proposal 5: 
systemInfoValueTag is not updated when ACB parameter related part of SIB2 is updated before the next modification period.
Reference
[1].
R2-124716, “Clarification on ETWS reception,” NTT DOCOMO, INC., CR; 36.331; F; REL-11; TEI11
[2].
TS 22.268 “Technical Specification Group Services and System Aspects; Public Warning System (PWS) requirements,” v.12.0.0
[3].

http://www.city.shibuya.tokyo.jp/eng/location.html
[4]. 
http://www.nttdocomo.co.jp/info/news_release/2011/10/11_00.html


[5].

R2-125469, “ETWS reception in relation with access class barring,”, NTT DOCOMO, INC., CR, 36.331, C, REL-11, TEI11







































































































































































































































PAGE  
1

