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Introduction
If congestion happens, it is likely that the network handles congestion based on establishment cause and QoS information such as ARP and QCI. It is because a prioritised radio bearer and a prioritized access such as emergency access and high priority access would normally have more opportunities over the other accesses and the other radio bearers in congestion. However, establishment cause and QoS information are not applied or inadequately applied for congestion control in some cases. In this document, we discuss potential enhancements of congestion control which could be considered in Rel-12 and possibly in Rel-11 for your information.
Discussion
We think that the following concerns and solutions could be taken into account for congestion mitigation in Rel-12 and possibly in Rel-11.

Enhancement of random access for congestion mitigation
While UE is in RRC_CONNECTED, UE may perform random access to send BSR upon UL data arrival. If congestion occurs in uplink, eNB may apply random access backoff and so this random access could be delayed. Since congestion occurs, eNB may want to prioritize some UEs e.g. connected for emergency access and high priority access, or to de-prioritize other UEs e.g. connected for delay-tolerant access. Or, this eNB may want to prioritize some random access with high priority radio bearers, or to de-prioritize other random access with low priority radio bearers. 
Hence, we could consider enhancing random access backoff in order to enable eNB to provide selective random congestion control in congestion situations. One simple solution could be that the UEs connected for emergency access or high priority access are allowed to skip random access backoff.
Furthermore, if congestion occurs in uplink, eNB may want to selectively send random access responses to some UEs e.g. UEs connected for emergency access or high priority access. However, since eNB cannot identify UEs based on received random access preamble, eNB could not reasonably select random access preambles that will receive positive random access response. Hence, we could also consider configuring separate random access resource e.g. for emergency access and high priority access [1].

Enhancement of establishment cause handling for congestion mitigation
When congestion occurs at eNB, it would be necessary that eNB prioritizes some UEs that have been connected for emergency access and high priority access. eNB could prioritize such UE e.g. by quickly allocating resources in response to scheduling request or by maintaining the connection, rather than releasing the connection. eNB may be also able to de-prioritize some UEs e.g. that have been connected for delay-tolerant access. Thus, if the establishment cause is available, eNB may differentially perform congestion control based on the establishment cause.
However, E-UTRAN has no requirement that it should maintain the establishment cause for lifetime of a RRC connection for a UE. Furthermore, if UE performs handover from the firstly connected eNB to another eNB, the establishment cause is not transferred to another eNB. Namely, when the UE perform the first handover after RRC connection establishment, the establishment cause disappears in the network.
Instead of the establishment cause, E-UTRAN could currently use ARP or QCI for congestion control. However, it is not clear whether or not eNB can always recognize high priority access and delay-tolerant access based on the current mechanism. eNB may not know what UE in RRC_CONNECTED has been connected for, e.g. high priority access and delay tolerant access. Hence, we could consider enhancing establishment cause handling in the network.
Enhancement of connection releases
RRC connection group release could be considered for enhanced control of congestion, as discussed in [1]. Similar to group release in UMTS, we could use paging to indicate group release of RRC connections to E-UTRAN. Rather than releasing all of RRC connections by one paging, we could indicate either de-prioritized establishment cause such as delay-tolerant access or prioritized establishment cause such as emergency access and high priority access in paging, in order to release RRC connections with UEs connected for de-prioritized establishment cause.
De-prioritization of other services over MMTEL-voice/video in E-UTRAN
MMTEL layer performs Service Specific Access Control (SSAC) based on system information. If UE receives SSAC info via system information, the MMTEL layer of UE applies SSAC for MMTEL-voice and MMTEL-video for RRC connection establishment. Thus, if congestion occurs, eNB may postpone RRC connection requests for MMTEL originating calls.
One thing to consider is that applying SSAC could result in de-prioritization of voice and video services over the other services. Hence, it would be a problem if a certain operator wants to prioritize voice services over the other ones, because voice services conventionally have a higher priority than the other normal services. Hence, eNB would need certain means to de-prioritize non-voice services over voice services, in particular when SSAC is applied. 
Conclusion

In conclusion, we provided potential enhancements of congestion mitigation in Rel-12 and possibly in Rel-11 for information. We plan to submit a proposal for a new work item on enhanced congestion mitigation in the coming RAN plenary.
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