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1 Introduction
During RAN2#79 meeting, the signalling for eNB to configure UL autonomous denial rate was agreed. However, the current procedure is still incomplete, UE has no chance to indicate whether the configured rate is appropriate or not. It is necessary to allow UE feedback in response to autonomous rate configuration in order to fix this broken procedure. 

2 Problem Description
UE autonomous denial may be applied to protect rare but critical ISM signalling without activating regular TDM or FDM solution, this could save the network resource and ensure the minimum coexistence performance by UE implementation (e.g. eNB may not execute TDM or FDM at all even UE indicate it has IDC probroblem from LTE to ISM). 
In the CR agreed in RAN#57 meeting, the following two parameters are agreed for autonomous denial rate configuration.
IDC-Config-r11 ::= CHOICE {
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NULL,
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SEQUENCE {



autonomousDenialParameters-r11


SEQUENCE {




autonomousDenialSubframes-r11


ENUMERATED {n2, n5, n10, n15,














n20, n30, spare2, spare1},



autonomousDenialValidity-r11


ENUMERATED {















sf200, sf500, sf1000, sf2000, 














spare4, spare3, spare2, spare1}
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OPTIONAL,
-- Need OR


...
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}
Obviously there are different combinations of allowable denial patterns by different denial validity and denial subframe values, which could be suitable for different UE coexistence scenarios. For example BT connection setup may require longer denial validity value with higher denial subframe value, while WiFi beacon monitor may require lower denial validity and denial subframe values. However, it seems like eNB has difficulty to understand the UE requirements before configuring the autonomous denial rate base on the current mechanism. This will result in the difficulty for UE to handle the ISM coexistence problem.
If the configured denial rate is not appropriate, there may be two subsequent results. The first possibility is that UE ISM critical operations (e.g. BT connection setup, WiFi beacon monitoring…) keep failing, while another possibility is UE try to delay such operation (if possible) and send out IDC indication every time. Both results will either damage user experience or increase the loading by the network, it is more efficient to avoid such problem in advance.
Observation 1 Currently eNB cannot understand UE requirements on autonomous rate and may result in UE implementation difficulty due to improper denial parameters configuration 
3 Possible Way Forward
There are two possible ways to resolve the above problem: 

(1) Let eNB understand the usage scenario by UE
(2) Allow UE recommend the suitable configuration base on its usage scenario
(3) Let eNB know the configured parameters cannot satisfy UE requirement 
Base on the existing signalling, the most efficient way is to have additional parameter for autonmous denial in InDeviceCoexIndication message. Therefore, the possible modification by each option would be:

(1) Add usage scenario information into InDeviceCoexIndication message
(2) Add recommended “autonomousDenialSubframes” and “autonomousDenialValidity” values into InDeviceCoexIndication message
(3) Add single bit indication into InDeviceCoexIndication message
Proposal 1 RAN2 to agree on one of the following options:

(1) Add usage scenario information into InDeviceCoexIndication message

(2) Add recommended “autonomousDenialSubframes” and “autonomousDenialValidity” values into InDeviceCoexIndication message

(3) Add single bit indication into InDeviceCoexIndication message

4 Conclusions

According to above discussion and analysis, RAN2 is requested to adopt the following proposals.
Observation 1 Currently eNB cannot understand UE requirements on autonomous rate and may result in UE implementation difficulty due to improper denial parameters configuration 

Proposal 1 RAN2 to agree on one of the following options:

(4) Add usage scenario information into InDeviceCoexIndication message

(5) Add recommended “autonomousDenialSubframes” and “autonomousDenialValidity” values into InDeviceCoexIndication message

(6) Add single bit indication into InDeviceCoexIndication message
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