Page 1



3GPP TSG-RAN2#79Bis
R2-124885
Bratislava
08October – 12 October 2012
Agenda Item:
7.5 
Souce:

Samsung
Title:                       Remaining Issues of dedicated SIB-1 delivery in FeICIC 
Document for:       Discussion and Decision 
1      Introduction 
During RAN2#79, following agreement was made w.r.t provisioning SIB-1 to victim UEs in FeICIC scenario [1].

	Agreements
1
We will introduce dedicated signalling of provisioning of SIB1 for UEs in CRE zone.

Details are FFS




To progress further, an email discussion [79#32] [LTE/feICIC] SIB1 provisioning via dedicated signalling (ALU) was agreed to conclude details of dedicated signalling and to draft a baseline stage-3 CR. In this contribution we provide our views on the following two main questions addressed in the email discussion [2]:

1. How to identify the victim UEs for provisioning of SIB-1 via dedicated signalling

2. UE behaviour towards legacy SIB-1 acquisition procedure while receiving SIB-1 via dedicated signalling

Further, we provide views on remaining details of dedicated signalling and error handling behaviour upon SIB-1 acquisition failure.
2      Discussion 

The first question in the email discussion addresses the issue of identifying victim UEs for provisioning dedicated SIB-1. Following two options are proposed possible solutions:

A1). rely on network implementation to identify victim UEs who require SIB1 via dedicated signalling

A2). new procedure for the UE to inform the network of SIB1 acquisition failure. 

In Rel-10 eICIC the configuration of measurement resource restriction pattern(s) to victim UEs is handled in a network implementation specific way. There is no direct information from the UE to the network indicating that it is a victim UE. As expressed by several other companies in the email discussion we therefore feel there no need to introduce a new scheme to identify the victim UE for provisioning dedicated SIB-1. 
Proposal#1: The identification of victim UEs who require SIB-1 via dedicated signalling can be left to network implementation based on Rel-10 eICIC information at the network.

The second question in the email discussion addresses the issue of UE behaviour when dedicated SIB-1 is provisioned to victim UEs. Following two options are proposed possible solutions:

B1) UE applies the legacy system information change notification procedure and SIB1 acquisition procedure, while SIB1 is provided via dedicated signalling

B2) UE does not apply the legacy SIB1 acquisition procedure, while SIB1 is provided via dedicated signalling.

The above options should be analysed in the context of both possible UE implementations of SI change monitoring procedure. 
When UE monitors paging message and there is SI change indication then UE should start system information acquisition at the boundary of modification period i.e. acquire legacy broadcast SIB-1. For option B1 it means UE tries acquiring legacy broadcast SIB-1 but may in addition also receive SIB-1 with dedicated signalling if it is a victim UE. 
When UE periodically check systeminfovaluetag in broadcast SIB-1 at boundary of each modification period and there is change in systeminfovaluetag compared to previous systeminfovaluetag then UE should start acquiring updated system information. For option B1 it means victim UE may not be able to check systeminfovaluetag since acquiring legacy broadcast SIB-1 is questionable. When it receives SIB-1 with dedicated signalling and if systeminfovaluetag is included then it will be able to check if there is change in SI compared to stored SI. For option B2, UE implementation based on periodic systeminfovaluetag check in broadcast SIB-1 seems not possible. If we would allow this then network would have to provide the SIB-1 every modification period with dedicated signalling to the victim UE in CRE even if there is no change, which seems not a viable solution. For option B1, allowing periodic systeminfovaluetag check may result in unnecessary UE power consumption for victim UE even if there is no change in SI as several companies have expressed in the email discussion. 

Proposal#2: Forbid UE implementation based on periodic systeminfovaluetag check in broadcast SIB-1 when UE is provisioned for dedicated SIB-1.

In option B2, the unnecessary power consumption can be avoided because UE will not keep trying to acquire broadcast SIB-1 irrespective of SI change indication in paging message. This UE behaviour could be linked to the configuration of serving cell measurement restriction pattern (pattern1). This implicit linking for Rel-11 UEs works fine when pico cells with large CRE (9dB) are deployed. However, in network deployments with small CRE bias, Rel-11 UEs with this implicit linking would expect dedicated SIB-1 which would be unnecessary. To avoid this, it is better to have an explicit ON/OFF indication from the network to instruct UE to follow new (dedicated) signalling/resume legacy SIB-1 acquisition procedure. When the explicit indication is TRUE, victim UE is aware during a certain period (X ms) during which in principle it does not need to look at broadcast SIB-1 because it will anyway receive relevant SIB-1 update via dedicated signalling. When the explicit indication is FALSE, victim UE resumes legacy broadcast SIB-1 acquisition.
Observation#3: Option B2 results in clean UE behaviour where UE is indicated explicitly a clear begin/end trigger so that it does not have to look at broadcast SIB-1 thus saving battery power.

During the email discussion two sets of CRs [3], [4] are provided based on option B1 and option B2 respectively. In our opinion option B1 and option B2 are quite similar and from specification impact point of view there is very small difference between the two options. In the CR for option B2, sib1DedicatedSignalling-Enabled included in SystemInformationBlockType1Dedicated IE instruct the UE to follow new (dedicated) signalling/resume legacy SIB1 acquisition procedure. Since the specification impact is marginal for option B2 compared to option B1, while there are additional benefits like clean UE behaviour and some potential for UE battery saving, we have a preference for option B2. 
Proposal#3: CR based on option B2 should be adopted for dedicated signalling of SIB-1.
For option B2, including the sib1DedicatedSignalling-Enabled in the SystemInformationBlockType1Dedicated IE is not so clean because when UE has to resume legacy broadcast SIB-1 acquisition then it leads to redundantly sending dedicated SIB-1 even when there is no SI change. There are two options for the placement of sib1DedicatedSignalling-Enabled: a) in paging message and linking it with the UEs configured with the serving cell pattern (pattern1) or b) in the IE where we configure serving cell pattern (pattern1). With these two options the specification impact is similar to what has been proposed in the CR [4].
Observation#4: sib1DedicatedSignalling-Enabled in SystemInformationBlockType1Dedicated IE is not so clean from signalling point of view.

3      Need to specify additional error handling behaviour

UE needs to acquire SIB-1 in case of change of cell (i.e. handover case) or in case of change of system information (SI). Actually during handover there is almost no relevant SIB-1 signalling in mobility control info (MCI) for e.g. information relevant in connected mode like systeminfovaluetag, SI schedule but also TAI is currently not provided to the UE via dedicated signalling, but only via broadcast SIB-1 which the UE acquires in target cell. An easier solution for the cell change case would be to mandate the network to provide the SIB-1 information to the UE, if it identifies the UE as victim and configures the UE to receive dedicated SIB-1. Of course this imposes network restriction but the UE cannot operate in the target victim cell without the latest SIB-1. 
Proposal#4: If the UE is configured for receiving dedicated SIB-1 after handover, the network shall always provide the relevant SIB-1 information in the handover command.

The UE may fail to acquire SIB-1 via dedicated signalling especially when leaving the SIB-1 provision to network implementation. In our opinion this is an error case alike handover failure i.e. it is a realistic error case related to radio conditions and it cannot be considered like a protocol error that is just due to incorrect network implementation. Note that for the first type of error case we specify UE requirements i.e. a failure procedure while we don’t do this for the second type of error case.
Currently there is no error handling behaviour specified for SIB-1 acquisition failure in connected mode, so the question to be answered why it would be needed now? In current approach, the T310/RLF is triggered based on PDCCH quality. One can argue that this is a kind of protection against SIB-1 acquisition failure: i.e. if the PDCCH quality is good enough, then it should always be possible to acquire SIB-1. However this is no longer true in the case of co-channel hetnet (eICIC) especially in large CRE bias (FeICIC case). It might well be that the PDCCH quality on the serving cell pattern (pattern1) subframes is excellent, but still the UE is not able to acquire SIB-1 via broadcast. In the normal case, a UE which has some PDCCH reception problems (during T310) will typically be in bad coverage/out of coverage of the cell and e.g. not so likely receive DL/UL grants. Thus the failure to acquire SIB-1 will not bring that much harm to the cell. However in the case of FeICIC, the UE might be well in coverage of the cell and doing a long UL/DL activity in protected subframes while still not being able to receive SIB-1. Thus one could argue that such a UE could even do more harm e.g. based on having wrong common channel understanding (not being able to receive SIB2 due to wrong scheduling info). In the normal case the UE is allowed to continue normal DL/UL operation during T310 (default 1s) one could even argue that this should not be allowed for the FeICIC case. Currently RLF detection does not protect against prolonged SIB-1 acquisition failure while a serving cell restriction pattern (especially with large bias) is configured. 
The SIB-1 acquisition failure is valid for both the change of cell (i.e. handover case) and the SI change case. One could argue that the SI change case should be infrequent while the cell change should actually be the dominant problem case. Given the discussion on error handling in the previous section, it should be clear that we need to specify UE error handling behaviour in case the UE is not able to acquire SIB-1 either through broadcast or dedicated manner in case of either cell change or SI change. However this error handling behaviour is applicable regardless of option B1 or option B2. If the UE does not acquire the relevant SIB-1 information either through dedicated or broadcast signalling within a certain time, we assume UE should declare RLF and follow the procedures specified in section 5.2.2.5 of TS 36.331.

Proposal#5: Irrespective of option B1 or B2, if the UE is not able to acquire SIB-1 either through dedicated or broadcast signalling, after cell change or SI change within a certain time value (i.e. new configured timer), the UE shall declare RLF.

Options we identified for timer:

1) Use existing timer
If the UE cannot acquire the SIB-1 (either dedicated or broadcast) after cell entry or SI change notification within 1 modification period, the UE declares RLF

2) Use of new timer
If the UE cannot acquire the SIB-1 (either dedicated or broadcast) after cell entry or SI change notification within this new timer value, the UE declares RLF
The System Modification period could easy be something like 2-5seconds (e.g. with 1.28s paging cycle and modificationPeriodCoeff of 4, the System Modification period would be 5.12s). This is considerably longer than the 1s default T310 timer. Given that the impacts in this case might even be more serious than in the T310 case, use of a new timer seems justifiable.

Proposal#6: Timer value could be based on an already configured period like the System Information Modification Period, but use of a new configured time value seems preferable.
4      Other aspects to consider

4.1     ETWS/CMAS/EAB paging notification

So far we have not discussed the ETWS/CMAS notifications (note that EAB information is not supposed to be acquired by UE's in CONNECTED mode). TS 36.331 specifies that on these notifications the UE shall acquire SIB-1 before acquiring SIB10/11/12 to obtain the latest scheduling information. To declare RLF in this case on failure to acquire SIB-1 (via broadcast or dedicated) seems quite a strong measure since it would cause an in principle unnecessary service interruption to ongoing services. In addition one can argue that if the network wants the UE to apply this error handling behaviour, it could set the SI-change notification in addition to the ETWS/CMAS notification.

Proposal#7: No need to apply the same SIB-1 acquisition related error handling behaviour in case of only receiving an ETWS or CMAS notification.
4.2     Large Inefficiency

In Rel-8 it was accepted that although most SIB's only concern IDLE mode information, still connected mode UE's would also take action at any SI-change notification. In the "normal connected mode" this SI acquisition in case of an SI-change mainly due to change in IDLE mode information will only lead to some UE battery consumption to acquire SIB-1 and potentially some other SIBs. However in the options B1 and B2 above, this will require the network to provide SIB-1 with dedicated signalling and trigger the UE error handling behaviour. To overcome this inefficiency, we could include an additional bit in the paging notification, indicating something "not relevant for connected mode UE's", or "relevant for connected mode UE's". Based on this information, the UE would either completely ignore the SI-change notification or take actions as described in section 2 and 3.

Proposal#8: Introduce an additional notification bit in the paging message. This bit would inform the connected mode UE whether it can ignore an SI-change indication contained in the same paging message, or shall take action/start error handling behaviour.

5      Proposals

Based on above discussion we conclude the contributions with the following proposals:
Proposal#1: The identification of victim UEs who require SIB-1 via dedicated signalling can be left to network implementation based on Rel-10 eICIC information at the network.

Proposal#2: Forbid UE implementation based on periodic systeminfovaluetag check in broadcast SIB-1 when UE is provisioned for dedicated SIB-1.

Proposal#3: CR based on option B2 should be adopted for dedicated signalling of SIB-1.

Proposal#4: If the UE is configured for receiving dedicated SIB-1 after handover, the network shall always provide the relevant SIB-1 information in the handover command.

Proposal#5: Irrespective of option B1 or B2, if the UE is not able to acquire SIB-1 either through dedicated or broadcast signalling, after cell change or SI change within a certain time value (i.e. new configured timer), the UE shall declare RLF.

Proposal#6: Timer value could be based on an already configured period like the System Information Modification Period, but use of a new configured time value seems preferable.
Proposal#7: No need to apply the same SIB-1 acquisition related error handling behaviour in case of only receiving an ETWS or CMAS notification.
Proposal#8: Introduce an additional notification bit in the paging message. This bit would inform the connected mode UE whether it can ignore an SI-change indication contained in the same paging message, or shall take action/start error handling behaviour.
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