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1 Introduction

This is the report for RAN2 email discussion [78#51] on autonomous denials as mentioned in the meeting minutes [1] -

· Email discussion until next meeting on Autonomous Denial (how does this relate to autonomous gaps? any signalling? network configurable? …) 
Note that RAN2 has already agreed to autonomous denials as a technique for IDC. The Stage 2 discussions have concluded the following -

“In addition, the UE can autonomously deny LTE transmission to protect ISM in rare cases if other solutions cannot be used.”

The aspects to be discussed in this email discussion are therefore related to the FFS items.

“Note: Additional restriction and methods to reduce the impact of LTE autonomous denial on the LTE network are FFS. The definition of “rare cases” is also FFS.”
Due to the Release 11 timeline, it would be good to also address as many Stage 3 details as possible in this email discussion. For instance, when discussing the mechanism to limit use of autonomous denials, we should discuss both the metric used as well as the signaling between UE and eNB to communicate it. These aspects will be covered in Section 3. Additionally, details and benefits of any UE feedback to further limit impact of autonomous denials should be considered. This will be done in Section 4. Some previous contributions have provided insights into BT/WLAN events for which autonomous denials are needed but whether it is feasible to capture the events explicitly will be discussed in Section 5. We first address the comparison with autonomous gaps as mentioned in meeting minutes in Section 2.
2 Comparison with autonomous gaps

The autonomous gaps in the current specification are mainly meant for mobility procedure of UE. When indicated by the eNB, the UE is allowed to use autonomous gaps to read the System Information of a neighbor cell for this purpose. There is a requirement on how many subframes must still be read from the serving cell, for e.g in some cases UE must read about 60 subframes in 150ms. The eNB is aware that the UE is about to be handed over and can adjust the scheduling accordingly.

In IDC, UE may use autonomous denials at any time during connected mode to protect critical ISM events. The use of autonomous denials is not limited to handover scenarios. There could be a limit on the amount of denials known to both UE and eNB. However, the eNB would not know when the UE needs to use autonomous denials. The limit on the amount of denials in IDC is also much less than expected for autonomous gaps.  

Companies are kindly requested to provide additional input and views on this comparison and whether we need to consider autonomous gaps further. 

	Company
	Q1: Is there a relation between autonomous denials and autonomous gaps?

	Nokia & NSN
	No there is no relation

	Pantech
	To our understanding, there is no relation between autonomous denials and autonomous gaps. Autonomous gaps would be used when setting measurement configuration with the purpose of ‘reportCGI’ or ‘si-requestForHO’. That is, NW would have known about the exsistence of autonomous gaps. However, NW could not recognize the occurrence of autonomous denial,

	LGE
	No. Autonomous denial is different from autonomous gap.

	Ericsson, ST-Ericsson
	Identification of a new CGI of E-UTRA cell with autonomous gaps has some similarities to autonomous denials in ISM interference scenario. In both cases, the UE may deny some transmissions or receptions autonomously and the number or denials should be limited. In CGI cell detection, the network controls the gaps by an explicit request ‘reportCGI”. In the IDC scenario, some network control is also needed. However, because in the IDC case, denials are used for unexpected signalling, the network cannot control denials similar way as in the CGI case. In addition, the time when denials may occur is much longer. Thus it is essential to limit the denial rate to very low value.

	Samsung
	No

	RIM
	No relation between them. Autonomous denial in IDC would be the denial for unexpected events and not be controllable by the eNB.

	Qualcomm
	No. The reasons, procedure and expected denial rate are all different for the two features. 

	ZTE
	No. Pantech and Ericsson both made a clear explanation.

	Huawei& HiSilicon
	There is no explicit relation between autonomous denials and autonomous gaps.

	MediaTek
	No, there is no clear relationship between IDC autonomous denial and autonomous gaps.

	CMCC
	No

	InterDigital
	There is no relation mainly due to autonomous denials not being predictable and currently not being controlled by the network. For autonomous gaps, the network is at least aware that for a certain time the UE may end up denying UL or DL scheduling.  For this reason, in order to make it similar to autonomous gaps we should be considering advance UE notifications when possible (i.e. beacon reception).

	Intel
	No, there is no relation between them.

	Alcatel-Lucent
	It depends on whether pre-denial indication is to be used before every autonomous denial. If no such indication is supported, then there is no relationship between them. 


Rapporteur’s summary:
A comparison of autonomous gaps and autonomous denials was discussed, Based on the responses, the rapporteur notes the following: 

· Absolute majority of companies think that there is no relation between autonomous gaps and autonomous denials
So, the rapporteur proposes to just follow the remaining sections to discuss the procedure and denial rate for autonomous denials.
Proposal 1: Autonomous gaps and autonomous denials are unrelated features and the details of autonomous denials technique can be discussed independently
3 How to limit the use of autonomous denial

Some proposals have been made in companies’ contributions regarding the method to restrict the autonomous denials. Examples are the number of denied subframes over a long time period, duration of autonomous denials, multiple denial rate levels etc. The underlying theme in all proposals is to limit the impact to the network. While discussing the method to limit the denials, the different types of events for which denials are needed should be kept in mind. The limitation should also take into account how often autonomous denials could be performed and whether the time limit over which the restriction is placed is reasonable. Also, it seems beneficial to specify simple limitations that would be useful for any eNB implementation. Note that for short events that are non-periodic, the impact of autonomous denials could be transient in nature anyway.

The two questions below attempt to clarify what type of denial rate would be reasonable considering the aspects above. Since the long-term denial rate limit seems to satisfy the above considerations, we first ask companies whether they agree on that metric. Suggested values for the metric could be proposed so that a range of configurable values can be determined. Companies can then also provide their views on whether any constraint other than long-term denial rate is needed. 

	Company
	Q2a: Is a long-term denial rate limit needed?  
	Q2b: Is any constraint other than long-term denial rate limit needed?  

	Nokia, NSN
	In theory yes it would make sense but in practise it is difficult to foresee how this will be put in place (signalling wise) and ensured (testing wise). In any case, such a limit would certainly only apply to periods of time during which the UE is scheduled.
	

	Pantech
	Yes.
	No.

	LGE
	No limit is needed.

We think the UE can avoid ‘autonomous denial’ situation by ‘fake BSR’, e.g. not sending any BSR or BSR with zero values regardless of actual buffer status. The UE can predict the forthcoming overlapped transmission, and if overlapping is expected, then the UE may send fake BSR. This can be controlled by UE internally, i.e. no special mechanism is needed. Through this mechanism, the frequency of denial and resource wastage due to denial can be minimized.
If the unexpected rare and important signalling happens in ISM, it seems to be inevitable to deny the LTE UL even if the limit exists. The importance between the LTE packet and ISM packet can be determined by UE.
	

	Ericsson, ST-Ericsson
	Yes. The value should be at least below 1% to avoid capacity loss due to problems in link adaptation etc
	Also a a short term constraint would be useful to avoid HARQ failure, RLF etc.

	Samsung
	In order not to overuse autonomous denial (which may lead QoS degradation in LTE), a restriction (e.g. maximum denial rate) would be required.

However, how to determine the maximum denial rate should be left up to UE implementation, as the perceived QoS in both LTE and ISM by applying autonomous denial is different among all UEs depending on the type of ISM and applications which an UE uses.
	

	RIM
	First above all, it should be considered that how much UE can endure denial without degradation of QoS for LTE and ISM devices. But it could depend on the attribute of running application and be implementation.
	

	Qualcomm
	Yes, long-term denial rate can be used to limit the autonomous denials. Once eNB is aware of this rate, it could account for this in link adaptation. The denial rate can be specified over a period of 1 second. A maximum number of  subframes for denials over this period could be indicated and several possible values for this could be supported in the spec. One such value would be 20 subframes which would allow for both WLAN beacon reception and BT scanning events. Other values of maximum denied subframes can also be added.
	No

	ZTE
	No strong opinion. But we are guessing that a dense autonomous denial for a short time period would cause a big instant impact even the long term average denial rate is low. We think a short-term denial rate is better.
	Yes

	Huawei& HiSilicon
	From LTE performance point of view, it is beneficial to introduce a restriction to LTE autonomous denial. 

For the possible value of LTE denial rate, it might depend on the usage scenario, traffic mode and UE implementation.

From the simplicity and flexibility point of view, we could specify a maximum number per a specific period of time for the UE LTE UL autonomous denials for the active time. This may also address the concerns for both the long term and short term. The eNB could configure the maximum denial number together with a time period/window for a particular UE and the exact values could be one from a pre-defined enumeration of constants e.g. 2,4,10,20 for the maximum denial number and 5ms,10ms,20ms and 1s for the time period,


	No.

	MediaTek
	Theoretically it would be helpful, but in practice it may be difficult for testing and UE implementation.
	Simple UE signalling to eNB when denial may be helpful to prevent confusion

	CMCC
	Yes, in order to keep the occurring frequency of autonomous denial low the duration short, it is necessary for the network to limit the use of UE autonomous denial, e.g. the maximum number of denials during a certain period.
	No.

	InterDigital
	Yes. The best mechanism to limit denials is a prohibit timer. To avoid additional complexity the same already agreed prohibit for assistant information could be used.
	Yes, the duration of the denial could be considered.

	Intel
	No. We think it is better to left to UE implementation. 
	No

	Alcatel-Lucent
	If UE is allowed to autonomously denial UL LTE, then in principle, there should be a limit set to ensure that the UE does not go beyond a certain limit that will impact the link adaptation.
	Need to control the continuous denials


Rapporteur’s summary:
Several views on the metric and mechanism for limiting autonomous denials were mentioned. 
First, regarding the long-term denial rate question Q2a, the rapporteur makes the following observations -

· 9 companies (Pantech, Ericsson, ST-Ericsson, Qualcomm, CMCC, InterDigital, Huawei, HiSilicon. ALU) think that a long-term denial rate could be used 
· 3 companies (Nokia, NSN, MediaTek) think long-term denial rate is at least theoretically useful but expressed concerns about testing. This is better discussed in Section 6 though. 
· 4 companies (LGE, Samsung, RIM, Intel) want denial rate to be determined by UE, so whether a long-term denial rate is used or not depends on the UE

· One company (ZTE) thinks that long-term denial rate is not useful 
Based on this analysis, it appears to the rapporteur that a long term denial rate could be acceptable to a majority of the companies.

Next, regarding additional constraints related to Q2b, the rapporteur makes the following observations –

· Many companies think that no additional constraint is needed 
· Some companies think a short-term limit could be considered 

· One company mentioned using UE signaling for denials but this seems to be covered in Section 4

· As mentioned above, there are also views that no constraints are needed whatsoever (either long-term or short-term) and UE can determine the denial rate
It appears that there are mixed views on additional constraints. From the rapporteur’s perspective, the long-term denial rate mechansim has much better support among the participating companies. To come up with Stage 3 CR for the next meeting, a baseline assumption of long-term denial rate can be used. Hence, the following proposals are made.
Proposal 2: A long-term denial rate is used to limit the amount of autonomous denials
Proposal 3a: The long-term denial rate can be defined as a configurable number of allowed denial subframes over a configurable long time period
Proposal 3b: The set {2,4,10,15,20,30} for allowed denial subframes and {200ms,500ms,1s,2s} for long time period is used to determine long-term denial rate limit
Based on companies’ opinion on the metric used to limit autonomous denials, the next question would be how this limit is communicated between eNB and UE. For instance, if eNB sets this limit, then whether broadcast or dedicated signaling is used. Note that it has already been agreed that dedicated signaling will be used to indicate IDC capability to the UE. If dedicated signaling is preferred by companies for the autonomous denial rate also, please indicate whether it is acceptable to include it in the same capability message.

	Company
	Q3a: How is the autonomous denial rate limit communicated between eNB and UE?  
	Q3b: If answer to Q3a is dedicated signaling, should it be the IDC capability message from eNB?

	Pantech
	- No signalling for autonomous denial rate:

Requirement for the autonomous denial rate seems to be sufficient. The usefulness and necessity of autonoumous denial rate signalling between eNB and UE may not be seen.
	

	Ericsson, ST-Ericsson
	Similar to signalling frequencies for IDC indication, denial rate can be signalled.
	The limit could be included explicitly or implicitly either in the first configuration message from the eNB to configure the IDC reporting frequencies or in the second configuration message to configure TDM/FDM solution. Note that there is no separate “IDC capability message” from eNB agreed.

	Samsung
	Not needed: autonomous denial rate should be determined by UE itself, and this should be left up to UE implementation
	

	RIM
	Assuming that denial rate is left to the UE implementation, it is not required any signalling from the eNB
	

	Qualcomm
	Long-term denial rate can be signalled from eNB to UE
	It could be included in the first message that configures IDC reporting 

	ZTE
	It could be signaled from eNB to UE by dedicated signaling.
	It could be signaled in the first message that configures IDC reporting.

	Huawei& HiSilicon
	As we answered in the above Q2a, the eNB could configure the maximum denial number together with a time period/window for a particular UE by a dedicated RRC message. 
	This configuration could be signalled to the UE in conjunction with the permission of triggering the IDC indication. Alternatively, it could also be provided together with the IDC solutions. But it seems a bit more beneficial to configure it earlier. 

	MediaTek
	Dedicated signalling may be used, but it is unclear how UE should implement this feature.
	

	CMCC
	Yes, dedicated signalling can be used. 
	It could be included in the first configuration message for IDC.

	InterDigital
	Dedicated signaling should be used.
	Signaling of the denial limitation could be along with, or common with the already agreed IDC assistant information prohibit timer configuration.

	Intel
	Not needed.
	

	Alcatel-Lucent
	Dedicated signalling should be used
	It should be in the first reconfiguration message after the UE capability is known to the eNB about the UE IDC capability.


Rapporteur’s summary:
The rapporteur notes the following options were proposed for signaling of autonomous denial rate:
1. eNB configures the denial rate [10 companies]
a. Also, most companies with this view are ok to include it in the first RRC configuration message for IDC 
2. UE determines the denial rate [3 companies]

3. Denial rate is specified [1 company]

It appears that a majority of companies favor eNB configuring the denial rate (option 1). The rapporteur therefore proposes to go with option 1 at this time.
Proposal 4:  eNB will configure the autonomous denial rate by dedicated RRC signaling which is the first configuration message for IDC
4 Whether additional feedback to reduce the impact of autonomous denial is needed?

Once the network is aware of the maximum autonomous denial rate, it can take that into account in any link adaptation. The question now is whether any feedback from UE is beneficial in further limiting the impact of autonomous denials. The two options here appear to be no feedback from UE or some post-denial indications. If the configured denial rate limit is small, the no feedback option may be acceptable. The post-denial indications could be used to let eNB know whether autonomous denials are really being performed or not. However, additional complexity involved in UE feedback and whether it is really useful for eNB implementations should be considered. The option of pre-denial indications is not really applicable since in some autonomous denial scenarios there is no time to inform eNB of an upcoming denial.

	Company
	Q4: Is additional UE feedback needed after configuration of autonomous denial rate limit?  

	Nokia & NSN
	Instead of specifiying a denial rate, we believe it would be more efficient to introduce a signalling mechanism that would make the eNB aware of forthcoming denials e.g. by having the UE telling the eNB that it will tune away for 20ms.

	Pantech
	- No signalling for autonomous denial rate:

Requirement for the autonomous denial rate seems to be sufficient. The usefulness and necessity of autonoumous denial rate signalling between eNB and UE may not be seen.

	LGE
	With a ‘fake BSR’ described in section 3, the denial rate can stay in minimal. Thus, from our perspective, any indication seems to be unnecessary.

	Ericsson, ST-Ericsson
	Not needed. The network cannot utilize such information because it does not know when the denials will occur. To avoid performance loss, the maximum denial rate should anyway be low.

	Samsung
	Not needed: should leave it to UE implementation.

	RIM
	It is not needed. Denial would be uncertain and unexpected events so that it could not be a precise indication. And also pre-determined denial can behave to cover the indication.

	Qualcomm
	Not needed once long-term denial rate is configured by eNB. 

	ZTE
	Not needed.

	Huawei& HiSilicon
	Not needed. In this release, a simple solution is preferred. We could consider any additional feedback mechanism in later release to further reduce the impact of LTE autonomous denials.

	MediaTek
	Agree with Nokia/NSN. IDC implementation is very complicated within UE, sometimes it will be really difficult for UE not to perform autonomous denial due to urgent situation (e.g. BT connection setup, WiFi association…). In addition to configure a limitation on denial rate from eNB, it should be helpful if UE could inform eNB that it cannot meet this requirement tentatively due to some urgent situation and in order to prevent eNB confusion.

	CMCC
	Not needed. If the denial rate satisfies the requirement, such kind of additional information has quite limited usefulness.

	InterDigital
	Similar to NSN, we also think that it would be more efficient to allow the UE to make the eNB aware of the potential autonomous denial.  Just because “in some autonomous denial scenarios there is no time to inform eNB of an upcoming denial” does not mean we should not take advantage of this benefit when possible (i.e. beacon reception).  Additionally, even if the signaling connection on the other technology is unexpected, in some cases the UE implementation can delay transmission of the signaling on the other technology by a few TTIs to allow the UE to signal to the eNB the potential upcoming denial. Some technologies allow for such delays, especially WiFi signaling where the UE has to wait for the medium to be available.

	Intel
	Not needed.

	Alcatel-Lucent
	Not needed if the denial rate is sufficient to satisfy all rare signalling from BT and WIFI with or without TDM solution.


Rapporteur’s summary:
For the additional UE feedback question, the rapporteur considers the responses to broadly fall into the following categories:

· 9 companies think that no additional feedback is needed when using a denial rate limitation

· 4 companies think denial rate is determined at UE only and no indication is needed

· 3 companies think that pre-denial indication for some events could be used
· This appears to be applicable only to known events with pre-determined timing

· One company thinks that an indication that UE cannot meet the configured denial rate could be used
Based on the responses, the rapporteur proposes that for simplicity no additional UE feedback is considered on top of a configured autonomous denial rate. The pre-denial indication could be useful for some periodic connection-setup events such as BT scans. The signalling for this may need further discussion though. Still, it doesn’t appear to address all the other connection-setup events such as BT inquiry response which is unpredictable and cannot be delayed.

Proposal 5: No additional feedback from UE is necessary for autonomous denials when a denial rate limit is configured
5 Definition of “rare cases”, i.e. when to apply autonomous denials

A list of candidate ISM events for autonomous denials was provided in [2] and summarized in [3]. It was shown that there are a wide variety of candidate ISM events across BT/WLAN. There could be even more events when all details of ISM implementation are considered. Companies are therefore requested to comment on whether we need to specify individual events or leave it to UE implementation. Note that once we agree on a limit on the autonomous denial rate, it would already account for the denials to be rare.

	Company
	Q5: Do we need to have a definition of “rare cases” if a mechanism to limit the denial rate is accepted?

	Nokia & NSN
	Similarly as for the triggers, we would be inclined to leave it up to UE implementation 

	Pantech
	No. We prefer to leave it to UE implementation. Requirement for autonomous denial rate seems to be sufficient. It is reasonable to describe examples for “rare cases”, e.g.  BT/WLAN/GNSS initialization, WLAN beacon reception, WLAN handover and so on.

	LGE
	Since it is hard to define all the cases that denial is necessary as well as the cases the denial is not allowed, we prefer to leave detailed cases to UE implementation

	Ericsson, ST-Ericsson
	No need to have additional definitions.

	Samsung
	Not needed: should leave it to UE implementation.

	Sequans
	The rare cases should be well defined. 

As long as not defined, it would be hard to assess the impact of the feature on the NW. 

Also, without rare cases definition, It would be challenging to assemble any kind of test to the UE behaviour, so testability is an issue as well

	RIM
	It should be the UE implementation.

	Qualcomm
	No. Impact is already limited with long-term denial rate.

	ZTE
	Not needed.

	Huawei& HiSilicon
	No. It is difficult to specify all the potential “rare cases” in the specification. Also, from future proof perspective, it is difficult to predict the newly introduced “rare cases”.

	MediaTek
	It is difficult to standardize the “rare case”, especially there seems to be no test case in Rel-11. If required, RAN4/5 work could be continued in Rel-12.

	CMCC
	It is not necessary to specify the detailed rare cases (e.g. inquiry response) in stage-3 specification and we prefer to leave it to UE implementation.

	InterDigital
	No.

	Intel
	No need to define “rare cases”: it’s better left to UE implementation.

	Alcatel-Lucent
	No.


Rapporteur’s summary:
Absolute majority of companies (17 out of 18) agree there is no need to specify the “rare cases” when a mechanism to limit denial rate is accepted. So, it is proposed not to have any definition and leave it to UE implementation 
Proposal 6: A definition for “rare cases” for autonomous denials is not needed and it is left to UE implementation 

6 Other aspects

If companies agree to some kind of denial rate limit from the NW, one could ask whether a test case to verify that UE is following the specified limit can be defined. While this appears to be reasonable, several aspects have to be considered. Any test case will require setup of BT or WLAN technology which has not been done before in 3GPP. Moreover, whether we can ensure a setup that will lead to autonomous denials for any UE is not clear. Since the discussion could be somewhat involved, we also need to consider whether it would be possible to do so in Release 11 timeframe after RAN2 concludes the Stage 3 work on IDC signaling and procedures. Companies are requested to provide their views on this.

	Company
	Q6: If a mechanism to limit the denial rate is accepted, should we consider a conformance test in Release 11 to verify if UE is following the limit?

	Pantech
	No.

	Ericsson, ST-Ericsson
	Yes, there is a need to have performance requirements and conformance test in Rel-11. Otherwise there is no real restriction of denials at all.

	Qualcomm
	No. Even if long-term denial rate is configured, the UE may not apply autonomous denials. So, a meaningful test is hard to define and on top of it there are complications for multi-radio setup in 3GPP.

	ZTE
	This issue is similar to the one of “whether a test case is required for UE to trigger a IDC indication”. We guess at least for Rel-11, it could be left to UE implementation.

	Huawei& HiSilicon
	We agree that a conformance test seems necessary and beneficial. However, considering the timeframe for this WI, we are tentative to think a workable solution without corresponding test cases is probably OK in this release, like what we have already done for the IDC trigger and measurement with much UE implementation. If companies have strong concerns, RAN2 may draft a simple LS to the corresponding TSGs to ask whether it is possible and feasible to setup such conformance test in Rel-11 (note RAN4/5 may have more time to handle it even if RAN2 already finish the stage-3 work). Alternatively, we could consider any further specification work that is required for performance aspects in later release.

	MediaTek
	If there is conformance test for this function in Rel-11, the test cases for other IDC functions should also be developed in order to make this entire feature be testable. Another alternative is to defer all performance requirements and test case development tasks in RAN4/5 to Rel-12 timeframe.

	InterDigital
	Yes, for the same reasons as identified by Ericsson.

	Intel
	It is difficult to define a test case considering the work load e.g. setting up ISM environment in 3GPP specifications.

	Alcatel-Lucent
	Yes, it is beneficial to have conformance test if denial rate is supported and we would prefer that it is performed for Rel-11.


Rapporteur’s summary:
Under the assumption that eNB has the flexibility to set the maximum autonomous denial rate to one of several values, it can ensure that a suitable value is chosen to minimally impact the NW. The main question here is then related to whether a conformance test should be considered to verify if UE is following the limit. Based on the responses, the rapporteur makes the following observations:
· 7 companies think that a conformance test need not be considered for Release 11

· 4 companies think that a conformance test should be considered in Release 11

Even though some companies feel that a conformance test is necessary to ensure restriction on autonomous denials, it is not clear how different UE implementations can be tested to verify that they are always within the configured limit. There were some comments in Section 2 that maybe we don’t even need to have long-term denial rate signaling due to difficulty with testing. But without additional UE feedback, this may also be problematic.
7 Conclusions

Based on rapporteur’s summary of this email discussion, the following proposals are made:
Proposal 1: Autonomous gaps and autonomous denials are unrelated features and the details of autonomous denials technique can be discussed independently

Proposal 2: A long-term denial rate is used to limit the amount of autonomous denials

Proposal 3a: The long-term denial rate can be defined as a configurable number of allowed denial subframes over a configurable long time period

Proposal 3b: The set {2,4,10,15,20,30} for allowed denial subframes and {200ms,500ms,1s,2s} for long time period is used to determine long-term denial rate limit

Proposal 4:  eNB will configure the autonomous denial rate by dedicated RRC signaling which is the first configuration message for IDC

Proposal 5: No additional feedback from UE is necessary for autonomous denials when a denial rate limit is configured
Proposal 6: A definition for “rare cases” for autonomous denials is not needed and it is left to UE implementation 

Based on the above proposals, a text proposal for the Stage 2 document is provided in Annex A. The corresponding Stage 2 CR is provided in [4]. The Stage 3 details related to autonomous were included in the Stage 3 CR [5] prepared for the [78#49] email discussion.
Proposal 7: RAN2 is kindly requested to consider the Stage 2 text proposal related to autonomous denials in Annex A
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9 Annex A: Stage 2 text proposal for 36.300
23.4
Interference avoidance for in-device coexistence
23.4.1
Problems
In order to allow users to access various networks and services ubiquitously, an increasing number of UEs are equipped with multiple radio transceivers. For example, a UE may be equipped with LTE, WiFi, and Bluetooth transceivers, and GNSS receivers. Due to extreme proximity of multiple radio transceivers within the same UE operating on adjacent frequencies or sub-harmonic frequencies, the interference power coming from a transmitter of the collocated radio may be much higher than the actual received power level of the desired signal for a receiver. This situation causes In-Device Coexistence (IDC) interference. The challenge lies in avoiding or minimizing IDC interference between those collocated radio transceivers, as current state-of-the-art filter technology might not provide sufficient rejection for certain scenarios (see 3GPP TR 36.816 [48]).

23.4.2
Solutions
When a UE experiences a level of IDC interference that cannot be solved by the UE itself and a network intervention is required, the UE sends an IDC indication via dedicated RRC signalling to report the problems. The details of the IDC indication trigger are left up to UE implementation: it may rely on existing LTE measurements and/or UE internal coordination. The IDC indication should be triggered based on ongoing IDC interference on the serving or non-serving frequencies, instead of assumptions or predictions of potential interference. A UE that supports IDC functionality indicates this capability to the network, and the network can then configure by dedicated signalling whether the UE is allowed to send an IDC indication. The UE may only send an IDC indication for E-UTRA UL/DL carriers for which a Measurement Object is configured.

NOTE:
The term ongoing IDC interference should be treated as a general guideline by the UE. For the serving frequency, ongoing interference consists of interference caused by aggressor radio to victim radio during either active data exchange or upcoming data activity which is expected in up to a few hundred milliseconds. For the non-serving frequency, ongoing interference is an anticipation that the LTE radio will either become aggressor or victim if it is handed over to the non-serving frequency. Ongoing interference is applicable over several subframes/slots where not necessarily all the subframes/slots are affected.
When notified of IDC problems through an IDC indication from the UE, the eNB can choose to apply a Frequency Division Multiplexing (FDM) solution or a Time Division Multiplexing (TDM) solution:

-
The basic concept of an FDM solution is to move the LTE signal away from the ISM band by performing inter-frequency handover within E-UTRAN.
-
The basic concept of a TDM solution is to ensure that transmission of a radio signal does not coincide with reception of another radio signal. LTE DRX mechanism is considered as a baseline to provide TDM patterns (i.e. periods during which the LTE UE may be scheduled or is not scheduled) to resolve the IDC issues. DRX based TDM solution should be used in a predictable way, i.e. the eNB should ensure a predictable pattern of unscheduled periods by means of DRX mechanism.
To assist the eNB in selecting an appropriate solution, all necessary/available assistance information for both FDM and TDM solutions is sent together in the IDC indication to the eNB. The IDC assistance information contains the list of E-UTRA carriers suffering from ongoing interference and, depending on the scenario (see 3GPP TR 36.816 [48]), it also contains TDM patterns or parameters to enable appropriate DRX configuration for TDM solutions on the serving E-UTRA carrier. The IDC indication is also used to update the IDC assistance information, including for the cases when the UE no longer suffers from IDC interference. A prohibit mechanism is used to restrict the interval at which the UE sends the IDC indication. In case of inter-eNB handover, the IDC assistance information is transferred from the source eNB to the target eNB.
From the start of IDC interference detection to the delivery of the corresponding IDC indication to the network, it is up to the UE whether RRM measurements reflect IDC interference. After the successful transmission of the IDC indication though, the UE shall ensure that RRM measurements are free of IDC interference.

NOTE:      It is FFS whether the same principles apply to RLM and CQI measurements.
In addition, the UE can autonomously deny LTE transmission to protect ISM in rare cases if other solutions cannot be used. Conversely, it is assumed that the UE also autonomously denies ISM transmission in order to ensure connectivity with the eNB to perform necessary procedures to resolve IDC problems. A configurable value of long-term denial rate is used to limit the amount of autonomous denials. The network will include the denial rate in the first dedicated signaling message that allows the UE to send IDC indications.
NOTE:     Additional restriction and methods to reduce the impact of LTE autonomous denial on the LTE network are FFS. The definition of “rare cases” is also FFS.
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