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1
Introduction 
At RAN2#78 meeting, accessibility measurements for Minimization of Drive Tests (MDT) were discussed, and some agreements related to the logged information for accessibility measurements were made [1] as follow:
"As a baseline, the UE shall store the following information related to the failed RRC connection establishment:

a) ECGI of serving cell (cell which the UE attempted to access)


b) Latest radio measurements for any frequency or RAT


c) Latest geo-location information (if known)
"

In this paper, we will discuss whether other additional information should be captured in the MDT log when an RRC connection establishment procedure fails.
2
Discussion
The E-Mail discussion “[78#41] Joint/MDT: Accessibility Measurements” [2] was opened after RAN2 #78 meeting. This E-Mail discussion discusses the remaining open issues on accessibility measurements for MDT. One of the open issues is whether any additional information is required to be captured in the MDT log for accessibility measurements. In this paper we will focus on this open issue.
2.1 The failed RRC connection establishment causes
Before we decide what kinds of information should be logged for accessibility measurements, the usage of accessibility measurements reporting should be discussed first. Specifically, we should identify the causes of failed RRC connection establishment we concern for MDT. Then, the necessary information related to these causes could be included accordingly.  In our opinion, some problems which cause failed RRC connection establishment don’t need to inform network through the accessibility measurements reporting, because the NW cannot prevent the failure happening again anyway (e.g. the cell phone is in low battery status). So, we propose the logged information for accessibility measurements should help network to discover and distinguish those RRC connection establishment failure problems that network could prevent it happening again.
Proposal 1: It is suggested that the logged information for accessibility measurements should help network to discover and distinguish the RRC connection establishment failure problems which network could prevent it happening again.
In the E-Mail discussion “[78#41] Joint/MDT: Accessibility Measurements” [2], the following three possible problems which could cause RRC connection establishment failure were mentioned. Based on proposal 1, we propose that at least the following three problems that cause RRC connection establishment failure should be discovered and distinguished by network because the three problems could be resolved by network through appropriate methods introduced in the following.
· UL Coverage hole:
- If network discovers the problem that causes RRC connection establishment failure is UL coverage hole, it could consider deploying small cell to cover the hole.
· Wrong preambleInitialReceivedTargetPower setting:
- If network discovers the problem that causes RRC connection establishment failure is the wrong preambleInitialReceivedTargetPower setting, it could reconfigure the parameter to resolve the problem.
·  Heavy RAN overloading:
- If network discovers the problem that causes RRC connection establishment failure is heavy RAN overloading, it could increase the CRE bias of Pico cell or restrict the low priority RRC connection establishment (e.g. enable the EAB scheme).
Proposal 2: It is suggested that the logged information for accessibility measurements should at least help network to discover and distinguish whether the RRC connection establishment failure problem is UL coverage hole, wrong preambleInitialReceivedTargetPower setting, or heavy RAN overloading.
2.2 Logged information for Accessibility Measurements
In general, it is difficult for a UE to realize the reason of causing RRC connection establishment failure because it does not know the sufficient information about the radio environment. According to the E-Mail discussion [2], for each cause of RRC connection establishment failure, we analyze how the parameters, including number of random access preambles transmitted, the indicator of whether the maximum transmission power was used, number of Msg3’s send, and contention detected, reflected accordingly. 
· UL Coverage hole:
- Number of random access preambles transmitted: The number of random access preambles transmitted by the UE in the UL coverage hole will exceed the preambleTransMax when T300 expires. 
- Whether the maximum transmission power was used: The UE in the UL coverage hole will use the maximum transmission power to transmit the preamble based on the power ramping scheme. But even if UE uses the maximum transmission power to transmit the preamble, the eNB still cannot receive the preamble because the UE is in the UL coverage hole.

- Number of Msg3’s send: The UE in the UL coverage hole cannot send any Msg3 because eNB will not grant resource by RAR message without receiving any preamble.

- Contention detected: The UE in the UL coverage hole should not detect any contention resolution failure because the UE does not send the Msg3.
· Wrong preambleInitialReceivedTargetPower setting:
- Number of random access preambles transmitted: The number of random access preambles transmitted by the UE with wrong preambleInitialReceivedTargetPower setting will exceed the preambleTransMax when T300 expires.

- Whether the maximum transmission power was used: The UE with
wrong preambleInitialReceivedTargetPower setting will not use the maximum transmission power to transmit the preamble because its preambleInitialReceivedTargetPower setting is wrong. The eNB still cannot receive the preamble because of the weak preamble transmission power.
- Number of Msg3’s send: Since the eNB will not grant resource by RAR message without receiving preamble, the UE with wrong preambleInitialReceivedTargetPower setting cannot send Msg3.
- Contention detected: The UE with wrong preambleInitialReceivedTargetPower setting should not detect any contention resolution failure because the UE does not send the Msg3.
· Heavy RAN overloading:
- Number of random access preambles transmitted: The number of random access preambles transmitted by the UE in heavy RAN overloading environment will exceed the preambleTransMax when T300 expires.
- Whether the maximum transmission power was used: The UE in heavy RAN overloading environment will use the maximum transmission power to transmit the preamble based on the power ramping scheme, and the eNB can also receive the preamble.
- Number of Msg3’s send: The number of Msg3 transmitted by the UE in heavy RAN overloading environment will equal to the number of Msg2 received by the UE.
- Contention detected: The UE in heavy RAN overloading environment will detect the contention resolution failure by checking the contention resolution identity after receiving Msg4.
Based on above analysis, we could use “Number of random access preambles transmitted”, “The indication of whether the maximum transmission power was used”, and “Contention detected” to distinguish the above three different RRC connection establishment failure problems as shown in Table1. 
Table 1
	the logged information in accessibility measurements reporting
problem scenarios 
	Number of random access preambles transmitted
	The indication of whether the maximum transmission power was used
	Contention detected

	UL Coverage hole
	Middle
	Yes
	False

	Wrong preambleInitialReceivedTargetPower setting
	High
	No
	False

	Heavy RAN overloading
	Small
	Yes
	True


When we consider the parameter of “Number of random access preambles transmitted”, we could find that the number of transmitted random access preambles will exceed the preambleTransMax in all of above problems. But in the “Wrong preambleInitialReceivedTargetPower setting” case, the number of transmitted random access preambles may be larger than that of the other two cases. That is because the preambleInitialReceivedTargetPower is a generic random access parameter. The wrong parameter setting may result in establish RRC connection failure for many UEs. In this situation, network will consider the network loading is quite light and it may reduce the backoff parameter. When network reduces the backoff parameter, it will casue the UE which fail to establish RRC connection retransmit the preamble faster than other two cases. Based on this, the number of transmitted random access preambles in the “Wrong preambleInitialReceivedTargetPower setting” case could be larger than that of the other two cases. When we compare the number of transmitted random access preambles between “UL Coverage hole” case and “Heavy RAN overloading” case, we could discover that in “UL Coverage hole” case, the number of random access preambles transmitted may be larger than that of “Heavy RAN overloading” case. This is because the UE will not perform contention resolution procedure in “UL Coverage hole” case and this could let UE to retransmit preamble faster than the UE in “Heavy RAN overloading” case.
When we consider “Contention detected” parameter, based on the TR 36.331 [3], the UE will set the contention detected to true if the UE detects the contention resolution not successful. According to the definition of contention detected, it may cause the fake contention detection. The fake contention detection may happen when a UE performs RA procedure in the UL coverage hole and at the same time the eNB receives the same preamble at the same PRACH resource from another UE. In this situation, the UE in the UL coverage hole will detect the contention and set the contention detected to true by the definition. This kind of contention detection cannot help network to distinguish the "UL coverage hole" problem and "heavy RAN overloading" problem. Therefore, in order to reduce the probability of fake contention detection, we suggest that UE should set the contention detected to true when the number of contention resolution fail exceeds a pre-defined threshold which can be specified in SPEC.
In conclusion, network could distinguish the above three different RRC connection establishment failure problems based on the “Number of random access preambles transmitted”, “The indication of whether the maximum transmission power was used”, and “Contention detected” information. Therefore, we propose that a UE should log at least the “Number of random access preambles transmitted”, “The indication of whether the maximum transmission power was used”, and “Contention detected” information for accessibility measurements.
Proposal 3: The UE shall store the following information related to the failed RRC connection establishment:

a. The number of transmitted Random Access Preambles

b. The indication of whether the maximum transmission power was used

c. The indication of whether the number of contentions exceeds the threshold which can be specified in SPEC.
3
Conclusions
In this document, we discussed which kinds of information should be logged in accessibility measurements. RAN2 should discuss and agree on the following proposals: 
Proposal 1: It is suggested that the logged information for accessibility measurements should help network to discover and distinguish the RRC connection establishment failure reasons which network could prevent it happening again.
Proposal 2: It is suggested that the logged information for accessibility measurements should at least help network to discover and distinguish that the RRC connection establishment failure reason is UL coverage hole, wrong preambleInitialReceivedTargetPower setting, or heavy RAN overloading.
Proposal 3: The UE shall store the following information related to the failed RRC connection establishment:

a. The number of transmitted Random Access Preambles

b. The indication of whether the maximum transmission power was used

c. The indication of whether the number of contentions exceeds the threshold which can be specified in SPEC.
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