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1. Introduction
In RAN2#78, RAN2 had achieved the following consensus about PDCP SN extension [1]:
	=>  In principle, the UP session agree to increase PDCP SN and FMS in Rel-11. Details will be discussed next meeting. Companies are requested to bring up the discussion paper and complete CRs.


In this contribution, we further discuss the impact of PDCP SN extension on the related protocols.  Especially, three SN size alternation scenarios due to handover or reconfiguration will be analysed as emphases. 
2. Three SN size reconfiguration scenarios
If it is agreed to extend the PDCP SN size from 12bits, e.g. to 14bits or 15bits, three SN size reconfiguration scenarios will occur in cases of inter-eNB handover, intra-eNB handover, intra-cell handover and SN size reconfiguration etc. They are:
· Scenario1: Extended PDCP SN size -> extended PDCP SN size;

· Scenario 2: Extended PDCP SN size -> 12bits PDCP SN size;
· Scenario 3: 12bits PDCP SN size -> extended PDCP SN size;

In the following sections, these three scenarios will be discussed in details.
2.1. Scenario1: extended -> extended

It will be a usual case for a Rel-11 UE during the handover amongst Rel-11 Cells. 
· Case 1: Intra-eNB handover or intra-cell handover
Handover would be supported based on the FMS-field in PDCP status PDU extension and the SN-field in PDCP AMD PDU extension. 
· Case 2: Inter-eNB handover

In the case of inter-eNB handover, SN Status Transfer and data forwarding may occur. In these two steps, there are two elements that are close-related to the PDCP SN:
· SN Status Transfer:
The “Receive Status Of UL PDCP SDUs” field in SN Status Transfer message (in section 9.1.1.4 of TS 36.423), which is BIT STRING with the length of 4096;
· Data forwarding:
The “PDCP PDU number” field in GTP-U packet, which is described in [4] as followings:
	The PDCP SN of forwarded SDUs is carried in the "PDCP PDU number" field of the GTP-U extension header. The target eNB shall use the PDCP SN if it is available in the forwarded GTP-U packet.

When used between two eNBs at the X2 interface in E-UTRAN, bits 5-8 of octet 2 are spare. The meaning of the spare bits shall be set to zero.
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Figure 5.2.2.2-1: PDCP PDU Number Extension Header


In current spec, the above fields are designed according to 12bits PDCP SN. If PDCP SN is extended, these two fields need to be extended accordingly. Since the change is not in RAN2 scope, it is better to send LSs to RAN3 and CT4 group to ask them consider the modification.

If these fields are not extended, lots of PDCP SDUs already associated with PDCP SNs will be not forwarded normally and lots of UL packets status will be lost. For downlink, not only the PDCP SDUs that have not been acknowledged by the UE but also the acknowledged PDCP SDUs will be forwarded in-sequence because PDCP SN can not be carried. For uplink, data forwarding can not be performed without PDCP SN. Hence, for both uplink and downlink, retransmission of acknowledged packets will be unavoidable. These retransmissions will waste the wireless resources.
Observation 1: If the related fields of SN Status Transfer and GTP-U PDU are not extended, retransmission of successful-delivery packets will occur and Uu resources efficiency will be reduced.
Proposal 1: It is proposed to send LS to RAN3 group and CT4 group to ask them consider extending the related fields of X2 message and GTP-U PDU according to PDCP SN extension.
2.2. Scenario2: extended -> 12bits

Scenario2 can occur in two cases:

· Case 1: Handover from Rel-11 eNB to Rel-8/9/10 eNB

According to current spec, in these cases, handover involving full configuration is applied, and PDCP entity would be released and newly established with initial value of SN and HFN. Data loss may happen. No additional behavior needs to be introduced. 
· Case 2: SN reconfiguration amongst Rel-11 Cells
· Case 2.1: normal RRC reconfiguration

According to the current TS36.331, RLC UM SN size reconfiguration and PDCP UM SN size reconfiguration can only be permitted to occur in specific time. 
	“E-UTRAN may reconfigure the UM RLC SN field size only upon handover within E-UTRA or upon the first reconfiguration after RRC connection re-establishment.”

	“PDCP: The field is mandatory present if the corresponding DRB is being setup; the field is optionally present, need ON, upon handover within E-UTRA and upon the first reconfiguration after re-establishment but in both these cases only when fullConfig is not included in the RRCConnectionReconfiguration message; otherwise it is not present.”


Considering the similar situation, the same policy should be also applied for PDCP AM SN size reconfiguration.

Proposal 2: PDCP AM SN field size may be only reconfigured upon handover within E-UTRA or upon the first reconfiguration after RRC connection re-establishment.
· Case 2.2: handover
With this kind of reconfiguration, the re-ordering window in PDCP is changed from 8192 to 2048, and if current PDCP AM re-establishment is used, SN confusion cannot be avoided. Figure1 gives an example of SN confusion, in which the depth of out of order is larger than 2048 in the former 14bits SN size configuration and after PDCP re-establishment, new PDCP entity with 12bits SN size cannot correctly handle the retransmitted PDUs as the reordering window size is reduced fourfold. Hence, for PDCP entity, a full-configuration-like behavior will still be needed.
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Figure 1 example of SN confusion
Proposal 3: Radio Configuration involving full configuration should be applied when PDCP AMD SN size is changed from an extended one to a legacy one, which means data loss may happen.
2.3. Scenario3: 12bits -> extended

According to the above case 2.1 and proposal2 in section 2.2, the normal RRC reconfiguration from 12bits to extended SN size can only be permitted in a specific time. Hence, scenario3 can occur in two cases:

· Case 1: Handover from Rel-8/9/10 eNB to Rel-11 eNB

According to current spec, in these cases, handover involving full configuration may not be applied. 

· Case 2: Handover amongst Rel-11 Cells
In these two handover cases, there are two possible behaviors:
· Alt-1: Reuse the processing during the HO involving full configuration, i.e. release and newly establish PDCP entity;

In this way, data loss may happen.

· Alt-2: Adjust SN and HFN to maintain same COUNT value;
Since the new SN space and out-of-order depth are larger than the old ones, PDCP AM DRB re-establishment procedure can be used to avoid data loss and keep SN and HFN continuity. Additional behavior descriptions need to be added to PDCP protocol on how to update SN and HFN with modified sizes but maintain same COUNT value.

Comparing the two possible behaviors, although Alt-1 is simpler, Alt-2 is not complex and would not lead to data loss. Considering the Alt-1 can depend on eNB’s implementation, both alternatives are proposed to support.
Proposal 4a: Radio Configuration involving full configuration can be applied when PDCP SN size is reconfigured from a legacy one to an extended one.  
Proposal 4b: To avoid data loss, the new PDCP re-establishment behavior about SN and HFN updating should be introduced when PDCP SN size is changed from a legacy one to an extended one.
3. Impact on specification
In the following sections, impact of PDCP SN extension on related protocols are deduced one by one.

· RRC protocol
It need to be discussed whether all of R11 UEs can support PDCP SN size extension or not. If SN extension is not a mandatory feature for R11 UE, related UE capability should be introduced. Moreover, RRC signaling should be changed to support different PDCP SN size configuration. And some notes are needed to limit the special time point that SN size reconfiguration occurs.
· PDCP protocol
Besides the change on the PDU format and the related descriptions, PDCP re-establishment procedure will also be updated according to the above proposal 4b. 
· TS 36.300
Proposal 3 and 4a may have impact on TS36.300 to specify eNB’s behavior when SN size modification occurs.
· Others
If the proposal1 is confirmed by RAN3 group and CT4 group, X2-AP and GTP-U spec will also be updated to support extended PDCP SN.
4. Detailed Text Proposal
This section gives a proposal for needed updates of re-establishment procedure in the PDCP specification (36.323).

First modified section in 36.323
5.2.1
UL Data Transfer Procedures

5.2.1.1
Procedures for DRBs mapped on RLC AM

When upper layers request a PDCP re-establishment, the UE shall:

-
reset the header compression protocol for uplink (if configured);
-
if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure;
-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure;
-    if SN size is reconfigured from 12bits to 14bits by upper layers, update all allocated PDCP SNs and state variables as specified below:

-
set Next_PDCP_TX_SN and TX_HFN respectively to the value of lower 14bits and higher 18bits of the COUNT value which is composed of TX_HFN and Next_PDCP_TX_SN;

-
change all allocated PDCP SNs to the values of lower 14bits of their original COUNT value;
-
from the first PDCP SDU for which the successful delivery of the corresponding PDCP PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP re-establishment as specified below: 

-
perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;
-
if connected as an RN, perform integrity protection (if configured) of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.7;

-
perform ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.6;
-
submit the resulting PDCP Data PDU to lower layer.

Second modified section in 36.323
5.2.2
DL Data Transfer Procedures
5.2.2.1
Procedures for DRBs mapped on RLC AM
When upper layers request a PDCP re-establishment, the UE shall:

-
process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.1.2.1.2;

-
reset the header compression protocol for downlink (if configured);

-
apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure.
-
if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure.

-    if SN size is reconfigured from 12bits to 14bits by upper layers, update the state variables as specified below:

-
if Last_Submitted_PDCP_RX_SN <= Next_PDCP_RX_SN:

-
set Last_Submitted_PDCP_RX_SN to the value of lower 14bits of the COUNT value which is composed of RX_HFN and Last_Submitted_PDCP_RX_SN;

-
else:

-
set Last_Submitted_PDCP_RX_SN to the value of lower 14bits of the COUNT value which is composed of RX_HFN-1 and Last_Submitted_PDCP_RX_SN;

-
set Next_PDCP_RX_SN and RX_HFN respectively to the value of lower 14bits and higher 18bits of the COUNT value which is composed of RX_HFN and Next_PDCP_RX_SN;

5. Conclusion
In this contribution, we discuss the solutions in the case of three SN size alternation scenarios due to handover or reconfiguration and sum up the impact on RRC spec, PDCP spec and other spec.  And we have the following proposals:
Observation 1: If the related fields of SN Status Transfer and GTP-U PDU are not extended, retransmission of successful-delivery packets will occur and Uu resources efficiency will be reduced.

Proposal 1: It is proposed to send LS to RAN3 group and CT4 group to ask them consider extending the related fields of X2 message and GTP-U PDU according to PDCP SN extension.
Proposal 2: PDCP AM SN field size may be only reconfigured upon handover within E-UTRA or upon the first reconfiguration after RRC connection re-establishment.
Proposal 3: Radio Configuration involving full configuration should be applied when PDCP AMD SN size is changed from an extended one to a legacy one, which means data loss may happen.
Proposal 4a: Radio Configuration involving full configuration can be applied when PDCP SN size is reconfigured from a legacy one to an extended one.  

Proposal 4b: To avoid data loss, the new PDCP re-establishment behavior about SN and HFN updating should be introduced when PDCP SN size is changed from a legacy one to an extended one.
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