3GPP TSG-RAN WG2#79 meeting
R2-123377
Qingdao, P. R. China, 13 - 17 Aug 2012

Agenda Item:

5.1
Souce:


Panasonic
Title: 


Dual Priority Access and its Impacts on RAN2 work
Document for: 
Discussion and decision
1 Introduction

In 3GPP TSG CT Meeting #54, CT sent LS [1] to CT and SA working groups to introduce dual priority access devices. It was noted that such (dual priority access) MTC devices will need ‘normal priority
’ access in order to send infrequent service alerts/alarms in addition to the ‘low priority/delay tolerant’ access. As is known to RAN2, before this the Release 10 MTC devices could only use one of these priority levels.
However, the input paper [2] to the said CT LS had ruled out any impact to the AS layer as resolution of the different priority levels is a UE-internal matter (i.e. can be sorted out in upper layers).
This paper intends to analyze the present situation and see if there is really no impact on RAN2 especially given the discussion in previous RAN2 meeting.
2 Background information
The ensuing discussions between CT1 and SA2 established the following principles:
· CT1 CR [3] decoupled UE configuration of EAB from the NAS signaling low priority. This basically means that a UE can be configured for EAB even when it is not configured for NAS signaling low priority.
· Two new MO leaf nodes are added to override the low priority/ delay tolerant access and Extended Access barring respectively. These Overriding leaves could be configured in the USIM by OMA DM:
NAS_SignalingPriority

ExtendedAccessBarring

Override_NAS_SignallingLowPriority

Override_ExtendedAccessBarring

· The higher layers would decide on the UE’s access priority (Delay tolerant or Normal priority) based on the USIM configuration and application type.
· It’s possible for a device to run both priority applications simultaneously – Dual Priority Access – from [1].
3 Discussion

3.1 Monitoring SIB14 in Idle Mode

Dual Priority Access: As described in the Introduction section, a dual Priority access may run both Normal and Low priority applications at the same time. The UE behaviour is not defined so far when a Normal priority application triggers establishment of fresh bearer to the existing connection…or vice versa (such that the RRC connection was established due to a Normal priority application but the delay tolerant application triggered the establishment of fresh bearer to the existing connection only later).
While moving to Idle mode, should the UE continue to maintain SIB14 in Idle mode if the last active bearer was from a Normal priority application? If the UE initiated a fresh RRC connection establishment due to Normal priority application again then maintaining SIB14 in the Idle mode would not make so much sense (battery consumption).

We see the following possibilities:

1) Specify that after RRC connection release the UE’s device priority is signalled from NAS layer to RRC (e.g. after NAS receives the release of the RRC connection indication from RRC).
2) By default always consider the device to be of delay-tolerant nature and therefore maintain SIB14.
3) Leave it to implementation.

Leaving it to implementation may not be a good idea since this may go against the very purpose of having the extended access control.

As far as the first possibility is concerned, we need to consult other groups but seems they might have limited possibility (based on EPS bearer context availability) since the application that might trigger next would not be known even to it.
Therefore, it might be prudent to select the second possibility with perhaps an additional clause that the upper layers shall indicate the de-configuration of ExtendedAccessBarring MO in the USIM to RRC. RAN2 should further discuss if this last part should be left to implementation considering this as an optimization. Following proposals are made accordingly:

Proposal 1: When the EAB-applies to a device, it shall always maintain SIB14 in Idle mode.

Proposal 2: An exception to the above rule can occur when the upper layers indicate to RRC that EAB does not apply anymore (e.g. upon de-configuration of ExtendedAccessBarring MO in the USIM) and this UE is considered normal UE until the upper layers indicate a fresh “EAB-applies” to RRC.
First time when the EAB-applies to a UE: In the previous meeting, it was decided that an EAB device shall be required to maintain the SIB14 while in idle mode
 if the device is configured for EAB. Maintaining SIB14 is RRC responsibility. So when does RRC come to know that the device is configured with EAB for the first time?

It is indicated in [4] that the higher layers shall explicitly indicate to RRC if it is configured with EAB. Since this is only done while mapping of NAS procedure to RRC establishment cause, the RRC for the first time comes to know that EAB applies is when it needs to initiate the establishment of RRC connection. Since this takes some finite time to receive the SIB14, and also the “normal UE” should not be required to maintain SIB14, the establishment of RRC Connection would be further delayed. Since this is a delay tolerant device, this should not be a problem. However, we see the need to capture this in specification either in 5.3.3.2 or in 5.3.3.12 since the present technically endorsed CR [5] seems to overlook this. It can be done in procedural text as well as with a note. Since this is only informative and applies to a delay tolerant UE for the first acquisition of SIB14, probably a note would be sufficient. Anyways, the two possible updates (to CR [5]) are included in the Annex.
Proposal 3: Capture with a note that for the first time when the EAB-applies to a UE, the establishment of RRC connection will be delayed to the tune of the time it takes to acquire SIB14.
If proposal 2 is acceptable to RAN2, then we note that for the application of EAB again (next time), the proposal 3 would apply.
3.2 EAB capability in 36.306: Interaction of DPA with EAB
In the last meeting, 2 options (placeholders) to capture the EAB capability were discussed offline/ online. The capability for ‘Delay Tolerant Access Feature’/ ‘extendedWaitTime’ is already present in the specification.
“It is mandatory to support xx for UEs which do support Delay Tolerant Access as specified in [y].”
In the context of present discussion what is the meaning of support? The assumption is that it means implemented in both NAS and AS (implementation only in either does not make much sense). Some companies indicated their preference for including this capability in chapter 6 since there are no other features for the EAB feature to depend on. Companies on the other side argued that the feature is supported conditional to “configuration of EAB” in the UE. However, the “configuration” itself can toggle based on other parameters (USIM MOs, triggering application). Therefore, the support of EAB capability must be based on some static attribute since capability should be linked to implementation and not to if the feature/ function is currently ON (or configured). One possibility would then be to have on similar lines as extendedWaitTime:
It is mandatory to support Extended Access Barring for UEs which do support Delay Tolerant Access as specified in [y].
But since [3] decoupled UE configuration of EAB from the NAS signaling low priority (“low priority”), it will not make sense to go this way.

So, as the only remaining way the proposal would be to indicate the EAB capability in chapter 6.

Proposal 4: EAB capability should be capture in chapter 6 of TS 36.306.
4 Conclusion
This document discussed the dual priority access as an extension to the delay tolerant devices. Following proposals are made and RAN2 is requested to discuss these:

Proposal 1: When the EAB-applies to a device, it shall always maintain SIB14 in Idle mode.

Proposal 2: An exception to the above rule can occur when the upper layers indicate to RRC that EAB does not apply anymore (e.g. upon de-configuration of ExtendedAccessBarring MO in the USIM) and this UE is considered normal UE until the upper layers indicate a fresh “EAB-applies” to RRC.
Proposal 3: Capture with a note that for the first time when the EAB-applies to a UE, the establishment of RRC connection will be delayed to the tune of the time it takes to acquire SIB14.
Proposal 4: EAB capability should be capture in chapter 6 of TS 36.306.
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6 Annex

6.1 Option 1 (adding a note)

5.3.3.2
Initiation

The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE.

Upon initiation of the procedure, the UE shall:
1>
if upper layers indicate that the RRC connection is subject to EAB according to TS 24.301 [35]:

2>
perform EAB check as specified in 5.3.3.12;
NOTE 1: When the upper layers indicate that EAB-applies to the UE and it was currently not required to have a valid version of SIB14 according to 5.2.2.3, the establishment of RRC connection will be delayed by the time it takes to acquire SIB14.
2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection and that EAB is applicable, upon which the procedure ends;
1>
if the UE is establishing the RRC connection for mobile terminating calls:

2>
if timer T302 is running:

3>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile terminating calls is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for emergency calls:

2>
if SystemInformationBlockType2 includes the ac-BarringInfo:
3>
if the ac-BarringForEmergency is set to TRUE:

4>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:

NOTE 2:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

5>
if the ac-BarringInfo includes ac-BarringForMO-Data, and for all of these valid Access Classes for the UE, the corresponding bit in the ac-BarringForSpecialAC contained in ac-BarringForMO-Data is set to one:

6>
consider access to the cell as barred;

4>
else:

5>
consider access to the cell as barred;

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating calls:

2>
perform access barring check as specified in 5.3.3.11, using T303 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";
2>
if access to the cell is barred:

3>
if SystemInformationBlockType2 includes ac-BarringForCSFB or the UE does not support CS fallback:

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls is applicable, upon which the procedure ends;

3>
else (SystemInformationBlockType2 does not include ac-BarringForCSFB and the UE supports CS fallback):

4>
if timer T306 is not running, start T306 with the timer value of T303;

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls and mobile originating CS fallback is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating signalling:

2>
perform access barring check as specified in 5.3.3.11, using T305 as "Tbarring" and ac-BarringForMO-Signalling as "AC barring parameter";
2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating signalling is applicable, upon which the procedure ends;

1>
else (the UE is establishing the RRC connection for mobile originating CS fallback):

2>
if SystemInformationBlockType2 includes ac-BarringForCSFB:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForCSFB as "AC barring parameter";

3>
if access to the cell is barred:

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating CS fallback is applicable, due to ac-BarringForCSFB, upon which the procedure ends;
2>
else:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

3>
if access to the cell is barred:

4>
if timer T303 is not running, start T303 with the timer value of T306;

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating CS fallback and mobile originating calls is applicable, due to ac-BarringForMO-Data, upon which the procedure ends;
1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default semi-persistent scheduling configuration as specified in 9.2.3;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
apply the CCCH configuration as specified in 9.1.1.2;

1>
apply the timeAlignmentTimerCommon included in SystemInformationBlockType2;

1>
start timer T300;

1>
initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;

NOTE 3:
Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon cell re-selection.

[Text Omitted]
6.2 Option 2 (procedural text)
5.3.3.2
Initiation

The UE initiates the procedure when upper layers request establishment of an RRC connection while the UE is in RRC_IDLE.

Upon initiation of the procedure, the UE shall:
1>
if upper layers indicate that the RRC connection is subject to EAB according to TS 24.301 [35]:

2>
if not already available, acquire SIB14;
2>
perform EAB check as specified in 5.3.3.12;
2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection and that EAB is applicable, upon which the procedure ends;
1>
if the UE is establishing the RRC connection for mobile terminating calls:

2>
if timer T302 is running:

3>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile terminating calls is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for emergency calls:

2>
if SystemInformationBlockType2 includes the ac-BarringInfo:
3>
if the ac-BarringForEmergency is set to TRUE:

4>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11]:

NOTE 1:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

5>
if the ac-BarringInfo includes ac-BarringForMO-Data, and for all of these valid Access Classes for the UE, the corresponding bit in the ac-BarringForSpecialAC contained in ac-BarringForMO-Data is set to one:

6>
consider access to the cell as barred;

4>
else:

5>
consider access to the cell as barred;

2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating calls:

2>
perform access barring check as specified in 5.3.3.11, using T303 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";
2>
if access to the cell is barred:

3>
if SystemInformationBlockType2 includes ac-BarringForCSFB or the UE does not support CS fallback:

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls is applicable, upon which the procedure ends;

3>
else (SystemInformationBlockType2 does not include ac-BarringForCSFB and the UE supports CS fallback):

4>
if timer T306 is not running, start T306 with the timer value of T303;

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating calls and mobile originating CS fallback is applicable, upon which the procedure ends;

1>
else if the UE is establishing the RRC connection for mobile originating signalling:

2>
perform access barring check as specified in 5.3.3.11, using T305 as "Tbarring" and ac-BarringForMO-Signalling as "AC barring parameter";
2>
if access to the cell is barred:

3>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating signalling is applicable, upon which the procedure ends;

1>
else (the UE is establishing the RRC connection for mobile originating CS fallback):

2>
if SystemInformationBlockType2 includes ac-BarringForCSFB:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForCSFB as "AC barring parameter";

3>
if access to the cell is barred:

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating CS fallback is applicable, due to ac-BarringForCSFB, upon which the procedure ends;
2>
else:

3>
perform access barring check as specified in 5.3.3.11, using T306 as "Tbarring" and ac-BarringForMO-Data as "AC barring parameter";

3>
if access to the cell is barred:

4>
if timer T303 is not running, start T303 with the timer value of T306;

4>
inform upper layers about the failure to establish the RRC connection and that access barring for mobile originating CS fallback and mobile originating calls is applicable, due to ac-BarringForMO-Data, upon which the procedure ends;
1>
apply the default physical channel configuration as specified in 9.2.4;

1>
apply the default semi-persistent scheduling configuration as specified in 9.2.3;

1>
apply the default MAC main configuration as specified in 9.2.2;

1>
apply the CCCH configuration as specified in 9.1.1.2;

1>
apply the timeAlignmentTimerCommon included in SystemInformationBlockType2;

1>
start timer T300;

1>
initiate transmission of the RRCConnectionRequest message in accordance with 5.3.3.3;

NOTE 2:
Upon initiating the connection establishment procedure, the UE is not required to ensure it maintains up to date system information applicable only for UEs in RRC_IDLE state. However, the UE needs to perform system information acquisition upon cell re-selection.
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� Normal priority access can be identified as access which does not contain any of the existing access indicators “low priority”, “special access class 11-15” or “emergency call”, i.e. existing default access.


� In Ch. 5.2.2.3	“System information required by the UE” of TS 36331





