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1 Introduction and background

This document contains the outcome of the e-mail discussion “[78#41] Joint/MDT: Accessibility Measurements”. 

There are some outstanding issues from the last meeting to be decided for Rel-11. The tasks for this e-mail discussion are:

· Discuss remaining open issues on Accessibility Measurements for MDT
· Could consider providing also a stage-2 CR covering Accessibility Measurements.
The expected output is two-fold: a report of the e-mail discussion (this document) and, if possible, a stage 2 CR (CR to be defined later if possible).
In the RAN2 agreed CR in R2-123156 [1] the following issues are captured as FFS:

1. It is FFS whether any of the following information is required to be logged: 

· Time stamp.

· For LTE: Number of Random Access Preambles transmitted, Indication whether the maximum transmission power was used, Number of Msg3’s sent, contention detected

· For UMTS: V300 counter value after receiving ACK and AICH, Number of RRC Connection Request attempts: e.g. T300 expiry after receiving ACK and AICH, indication of probable contention, e.g. mismatch of UE identity in RRC CONNECTION SETUP message, the failure cause of RRC CONNECTION establishment failure. 

2. For LTE an RLF-like reporting mechanism is used, i.e., the UE stores just the latest failure and sends an indication in the RAT in which it was recorded and the network may retrieve it. No configuration. It is FFS how to realize the procedure for UTRAN. 

3. The log creation trigger and reported data is FFS for UMTS TDD. 

The report of this e-mail discussion is structured according to points 1 to 3, with a final summary/conclusion chapter.
2 Additional information
2.1 Introduction

The basic aspects of Accessibility Measurements have been decided to be included, i.e. the logging of a RRC connection establishment failures. It has not yet been decided whether or not to include any additional information that may help in identifying probable cause(s), such as when a connection procedure did not pass the initial preamble access phase and other causes such as failure due to contention. A large number of contributions from several companies have been submitted to previous meetings on reasons of having or not having certain parameters. References [2-17] are contributions from last meeting on accessibility where some of those are discussing the parameters in more detail. Also, in a former e-mail discussion, some thoughts can be found, see [18]. 
It would be favourable if similar information/causes on a high level are acceptable for both LTE and UMTS.
2.2 LTE

The FFS proposals in the TS 37.320 are for LTE, with some clarifications added:

· Time stamp

· Number of Random Access Preambles transmitted 
(Editor’s note: already collected for the Rel-9 RACH failure report for SON)

· Indication whether the maximum transmission power was used 

· Number of Msg3’s sent 
(Editor’s note: Msg3 equals RRC Connection Request message; could be reported “zero” if no message was sent, i.e. Random access preamble transmission failed)

· Contention detected 
(Editor’s note: already collected for the Rel-9 RACH failure report for SON) 

In Figure 1, a message sequence charts, has been included containing with some possible events and failure handling. The figure is taken from [11] with an addition of the Random access response failure case, and can be useful when discussing the parameters/use cases.
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Figure 1: RRC connection establishment procedure based on a message sequence chart from [11].
Tables 1 to 6 contain company views on the parameters.
Table 1: Time stamp LTE
	Company

	Should Time stamp be included (explain reason for including/excluding)

	Samsung
	We conditionally support it. For MDT, the timestamp has been treated as an important content. The network can roughly estimate when RLF occurred, but cannot know when the RRC connection establishment failure occurred. Therefore, It is beneficial to include the timestamp. On the other hand, it is not desirable to increase complexity to support it. If a simple mechanism to obtain the timestamp can be applied, we can support to include the timestamp. 

	Deutsche Telekom
	We support addition of time stamp as this information is only known at the UE. Also for “generic RLF” Deutsche Telekom will bring a contribution to include time stamp information is a very simple way. We think this time information does not need to be “ultra precise”, hence simple mechanisms will be possible.

	Ericsson, ST-Ericsson
	We believe time-stamp is important since it can be used with other type of measurements and reports to be able to analyse why the problem occurred (e.g. if there were some particular hardware/software issues at that particular time this may be taken into account). However, it should not impose additional complexity so a simple solution should be found. One way of creating a time-stamp could simply be to start a timer when the event occurs and stop the timer when the failure is reported (the timer could count e.g. seconds or even minutes). The counter value at the time of reporting is included in the report. The current absolute time can then be determined in the receiving Network node. This is somewhat similar to the time stamp reporting used in logged reporting but since that procedure uses an absolute time configuration from NW it could not apply.

	HW/HiSilicon
	We support this. We also believe time-stamp is important. And we agree that a timer for duration between failure starting and failure report can be used.

	CATT
	Time-stamp could be supported without high complexity. On the one hand, the time information is useful to the operator, indicate the failure rules in particular time, e.g. from morning to midnight; On the other hand, there is not an absolutely time configured before accessibility measurement, the time-stamp should be provided use a simple method.

	Hitachi
	We agree with companies that time stamp is important. Ericsson approach that introduces a timer for duration from the failure event to the failure report would be fine.

	MediaTek
	Time-stamping in general is useful to correlate general load situation and the configuration used at the time of problems. As the reporting of access problems may be delayed, e.g. due to UE going to other RAT, it could be useful.

	NSN
	Yes (include). A timestamp would be beneficial since it would enable the network to correlate RRC Connection Establishment failures with other events known to the network.

We agree with Ericsson that a simple mechanism could be for the UE to start a timer upon T300 expiry.  Then, the UE can report the value of the timer at the point in time when the failure report is sent (i.e. “time elapsed since RRC Connection Establishment failure”).

	Kyocera
	We also support to include time-stamp in the accessibility measurement report. This information is useful for operators. We agree a simple solution should be introduced to prevent additional complexity for UE and we are fine with Ericsson’s approach.

	LG
	We support this.

	ZTE
	We support this. Time-stamp is helpful to identify the problem. Erisson’s approach would be fine.

	Alcatel-Lucent
	We also support inclusion of timestamp as it is helpful to know when he failure happened.  Simple methods are possible as already mentioned by others above.

	China Unicom
	We support it. The time stamp is only known by UE and it is important information for the operator. Besides, a timer for duration from the failure start to the failure report is also helpful.

	New Postcom
	We support the time stamp to be included in the log.

	NTT DOCOMO, INC.
	We support the inclusion of timestamp since this information is beneficial for the network, e.g., to analyse whether failure happens in certain time of the day which may be caused by network load or random time which indicate equipment/ parameter setting problem. 
We are open to the inclusion mechanism. One concern on the timer approach is the need for the UE to always maintain and continue the time when the network does not retrieve the failure indication in the first place. 

	ITRI
	We support it. The time-stamp information could help operator to identify the RA problem.


Summary: Time stamp shall be supported. Additionally, there were some support of having a simple timer measuring the time between failure and reporting to the network.

Proposal: Time stamp shall be supported 
Proposal: The time stamp can be derived by using a relative timer counting the time between failure and reporting.

Table 2: Number of Random Access Preambles transmitted
	Company

	Should Number of Random Access Preambles transmitted be included (explain reason for including/excluding)

	Samsung
	We think that it can be included. If the number of preambles sent is high, it will mean that the configured preambleInitialReceivedTargetPower is too low or contentions occurred several times. Assuming that ‘contention detected’ is used together with this parameter, the latter reason can be filtered. Therefore, the logging this parameter may be somewhat useful. The parameter is also defined in the current RACH report.

	Deutsche Telekom
	We support this addition as this helps to tune the RACH parameter setting correctly.

	Ericsson, ST-Ericsson
	We support this. Have not much to add to what is said.

	HW/HiSilicon
	We support this and agree with Samsung‘s comments.

	CATT
	We also support this.

	Hitachi
	We support this.

	NSN
	Yes (include).  This information is helpful to optimize access related parameters, such as RACH power control settings and T300 timer value.

	Kyocera
	We also support this. This information is useful for the RACH parameter optimization.

	LG
	We support. This information seems useful to distinguish following two cases

a) T300 expiry before RACH problem 
b) T300 expiry after RACH problem

	ZTE
	We support this.

	Alcatel-Lucent
	Agree with others to support this.

	China Unicom
	We support this.

	New Postcom
	We support the number of RA attempts to be included.

	NTT DOCOMO, INC.
	This information could be beneficial to differentiate between T300 setting problem or RACH problem.

	ITRI
	We support this.


Summary: All contributing companies support measuring number of preambles transmitted.

Proposal: Reporting the Number of Random access preambles transmitted shall be supported.

Table 3: Indication whether the maximum transmission power was used
	Company

	Should Indication whether the maximum transmission power was used be included (explain reason for including/excluding)

	Samsung
	We don’t support it. The parameter could be used to identify the uplink coverage hole for random access. However, the uplink coverage hole can be roughly detected based on the configured RACH setting and the number of random access preambles.

	Deutsche Telekom
	We support this addition as this give good information if the RACH configuration does always require the UEs to sent with the max transmission power. Also this gives an indication about the pathloss situation which might help to identify location distribution of UEs within a cell.

	Ericsson, ST-Ericsson
	We believe this is important as it would essentially provide unambiguous information if maximum power level was used during the access attempts thus providing guidance regarding pathloss and interference issues as well as any issues wrt RACH configuration.

	HW/HiSilicon
	We support this. This parameter with location information could be used to identify if the uplink coverage hole is due to pathloss or UL interference.

	CATT
	We don’t support it. Since in last meeting we have agreed that latest radio measurements for any frequency or RAT should be reported for failed RRC connection establishment, and the downlink pathloss is calculated by the higher layer filtered RSRP of serving cell and the referenceSignalPower. Therefore the maximum transmission power could be concluded from the number of Random Access preambles transmitted and the downlink pathloss and some other already-known parameters.

	Hitachi
	We support this since it is useful to have explicit information whether UE needed to send RACH with the maximum power, for detection of uplink coverage hole.

	MediaTek
	We don’t think it is necessary to introduce more RACH optimization information than in RACH report.

	NSN
	Yes (include). This information provides a good indication whether there is an uplink power limitation, or whether power control parameters are not set appropriately.

	Kyocera
	We don’t support this. We think the location of uplink coverage hole can be determined by some other ways; therefore, the network can estimate whether the Accessibility problem is due to pathloss or UL interference.

	LG
	Yes. 

In addition, whether RAR of matching ID is received or not when Maximum power is used is also necessary information.

	ZTE
	We don’t think this is necessary. For uplink coverage holes / pahloss estimation we agree with Samsung’s and CATT’s comments. 

	Alcatel-Lucent
	We support including max power as it is useful to provide this explicitly.  

	China Unicom
	We support it. This parameter is helpful in detecting uplink coverage hole.

	New Postcom
	Agree with Samsung, CATT and ZTE. We think this information is not necessary to be included in the log, since the maximum PRACH transmission power and uplink coverage hole can be obtained according to some other information already known to the eNB, such as the number or RA attempts, RSRP measurements reported, etc

	NTT DOCOMO, INC.
	We do not support this with the reasoning as indicated by Samsung, CATT, ZTE and NewPostcom. Inclusion of this information is redundant when the first information (number of RA preamble transmitted) is already included.

	ITRI
	We support this. This information could be used to identify whether the failure of RA procedure is caused by UL coverage hole.


Summary: 11 companies supports while 7 companies do not support this. In addition, one company believes that also if RAR of the matching identity was received or not needs also to be included if maximum power have been used. 

Proposal: The Indication that maximum power level was reached should be included.
Table 4: Number of Msg3’s sent
	Company
	Should Number of Msg3’s sent be included (explain reason for including/excluding)

	Samsung
	We don’t support it. The usefulness of this parameter is likely to be ambiguous. If the main purpose is to detect whether RA preamble transmission failed or not, instead of the parameter, we can indicate if preambleTransMax is reached before T300 expiry, i.e. 1-bit indicator. It is a simpler approach.

	Deutsche Telekom
	Open; but also Samsungs approach might give already enough information required.

	Ericsson, ST-Ericsson
	It is not enough to detect if RA preamble transmission was not successful by using detecting “preambleTransMax” before T300 expiry since one or more Msg3 may have been sent. Counting number of Msg3 sent may provide additional information than simply indicate if no Msg3 was sent to indicate no successful Random Access preamble transmission/Response reception. If only the latter, a single bit is enough but it is necessary to be based on if “no Msg3” has been sent.
By knowing the #Msg3 sent (or Msg2 successfully received), then e.g. the following performance measure (based on Msg3) can be determined:

- ratio of unsuccessful preamble transmissions = (#totalPreamblesSent - #totalMsg3Sent) / #totalPreamblesSent

	HW/HiSilicon
	We do not find the purpose to include this parameter.

	CATT
	We don’t support it. Although it could be used to indicate whether the problem occurs in msg1/2 together with the number of preambles transmitted, it is better to used whether msg2 is received instead if needed, which is clearer and use only 1 bit.

	Hitachi
	We do not see the need to include this.

	MediaTek
	We don’t think it is necessary to introduce more RACH optimization information than in RACH report.

	NSN
	No (not needed).  We do not think it is necessary to know the “number of Msg3’s sent”.

However, it could be beneficial to know whether the UE has sent at least one Msg3 (e.g. to distinguish cases of false random access detection), but this can be inferred from the “contention detected” indication in Table 5.  In other words, if the RRC Connection Establishment procedure fails, then “connection detected” equal to ‘true’ should indicate that at least one Msg3 was sent, while “connection detected” equal to “false” should indicate that no Msg3 was sent.

The one exception is the case where Contention Resolution is successful but the RRCConnectionSetup message (sent after Msg4, rather than being included in Msg4) is not received.  However, we do not need to introduce a special mechanism to handle this rare case.

	Kyocera
	We don’t think the number of Msg3 sent should be included in the report. We agree with CATT’s view and prefer to use the 1-bit indication if Msg2 is not received before T300 expiry.

	LG
	We don’t see much benefit of this item.

	ZTE
	We don’t think this is needed.

	Alcatel-Lucent
	Agree that 1 bit to indicate receipt of msg 2 is sufficient. 

	China Unicom
	We don’t support it. We don’t see the purpose to include this parameter.

	New Postcom
	We don’t think the number of Msg3’s is necessary to be included in the log.

	NTT DOCOMO, INC.
	If the purpose to differentiate whether the problem occurs in preamble transmission (Msg.1-2) or contention detection (Msg.3-4), then we share the view that this information is NOT needed, when number of Preamble transmitted and Contention Detection (Msg.3-4) is included. Instead, indication of reception of Msg.2 might be more beneficial.
Note: See comment in table 5 that the meaning of “Contention Detected” needs to be clarified. 

	ITRI
	We don’t support it. We don’t see the benefit to include this information.


Summary: Many companies consider there is no need to measure number of Msg3. Instead of Msg3 some companies suggests the reception of Msg2 could be used instead to trigger the detection of problem in Msg1/Msg2 or derive a relevant measure from other parameters (e.g. the “contention detected” parameter).
Doing a counting of the responses, the results became:

· 14 companies did not think number of Msg3’s should be counted

· 5 companies provided alternative solutions to detect “use case”
· 2 companies supports

· 2 companies indecisive (one “open”, one providing some questions and alternatives) 
Proposal: A majority of companies do not think number of Msg3 should be measured. However, there were also several other proposals on what should be measured instead to be able to detect the issues aimed by the Msg3 detection. This makes it difficult to make a definitive conclusion. So this may need to be clarified and further discussed if there is a need to measure this with another type of measurement (like Msg2).

Table 5: Contention detected
	Company

	Should Contention detected be included (explain reason for including/excluding)

	Samsung
	We think that it can be included. It can be used to distinguish between unsuitable RACH power setting (i.e. too low preambleInitialReceivedTargetPower) and high contentious status. The parameter is also defined in the current RACH report.

	Deutsche Telekom
	We support the addition for the same reasons as indicated by Samsung (RACH configuration vs high contention status).

	Ericsson, ST-Ericsson
	We also believe this is valuable to have.

	HW/HiSilicon
	We also believe this is valuable to have.

	CATT
	We also support this.

	Hitachi
	We also support to include this.

	NSN
	Yes (include), for the reasons cited by Samsung.

	Kyocera
	We also support this.

	LG
	Though we tend to agree to this, we want clarification on this. 

Does this “contention detected” mean any “contention’ occurred during RA procedure? For example, let’s assume following case where the UE made 10 RA attempt before T300 expiry, and there was no RAR received in 9 RA attempts out of 10, and there was 1 contention in 1 RA attempt out of 10. In this case, can we consider that contention is detected? 

	ZTE
	We also support this.

	Alcatel-Lucent
	We also agree that it is needed.

	China Unicom
	We support this.

	New Postcom
	We also support this.

	NTT DOCOMO, INC.
	Agree with LG that clarification is needed whether the “Contention Detected” refers to contention detection in Msg.3-4 or contention of PRACH resource in Msg.1-2 (no matching RAR), or both?

Assuming that the purpose is to differentiate whether problem occurs in Msg.1-2 or Msg.3-4 and this information refers to contention detection process in Msg.3-4, then this information could be beneficial.
(In this case, the reasoning indicated by Samsung is not really correct, because contention detection in Msg.3-4 is not really related with low preambleInitialReceivedTargetPower)

	ITRI
	We support to include this information. Moreover, in some cases, the fake contention may occur, i.e. one UE performs RA procedure in UL coverage hole but still detects the contention caused by another UE sending the same preamble at the same PRACH resource. Therefore, in order to reduce the probability of fake contention report, we suggest that UE includes the contention detected information in the report when the number of contention exceeds some threshold (e.g. 3).


Summary: The general assumption is that the contention detected is the same as included in the RACH reporting mechanism, i.e. after Msg3 has been sent. General support was achieved.

Proposal: The measurement of Contention detected shall be included.

Table 6: Additional parameters
	Company
	Any additional parameter to be considered? Provide also reason.

	LG
	· - Detection of matching Preamble ID

We need to discriminate the case when no matching RAR is received and the case when contention is detected. If relevant RAR is not received at the last RA attempt, it probably means either incorrect RA configuration or UL coverage problem, depending on whether maximum power is used or not.



Summary: One company brought up the issue of not receiving a matching Random access response, i.e. Msg2. It is suggested that this is discussed together with the Msg3 discussion as the purpose/use case seems similar.

Proposal: The “Detection of matching Preamble ID” at Random access response needs to be discussed in conjunction with the open issue of use case random access detection problem, and specifically Msg3 or Msg2.
2.3 UMTS
Contributions on this subject to last meeting can be found in [16, 17]. Figure 2, taken from [16], outlines the RRC connection establishment procedure and can be useful when discussing parameters and use case(s). 
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Figure 2: RRC connection establishment procedure as taken from [16].

The FFS proposals in the TS 37.320 are (here also with some clarifications added):

· Time stamp

· V300 counter value after receiving ACK and AICH

· Number of RRC Connection Request attempts: e.g. T300 expiry after receiving ACK and AICH

· Indication of probable contention, e.g. mismatch of UE identity in RRC CONNECTION SETUP message

· The failure cause of RRC CONNECTION establishment failure 
(Editor’s note: such as e.g. MAC uplink access failure, see e.g. first part in Figure 2)”
Tables 7 to 12 contain company views on the parameters.

Table 7: Time stamp UMTS
	Company

	Should Time stamp be included (explain reason for including/excluding)

	Deutsche Telekom
	We support addition of time stamp as this information is only known at the UE. Also for “generic RLF” Deutsche Telekom will bring a contribution to include time stamp information is a very simple way. We think this time information does not need to be “ultra precise”, hence simple mechanisms will be possible.

	Ericsson, ST-Ericsson
	We believe time-stamp is important since it can be used with other type of measurements and reports to be able to analyse why the problem occurred (e.g. if there were some particular hardware/software issues at that particular time this may be taken into account). However, it should not impose additional complexity so a simple solution should be found. One way of creating a time-stamp could simply be to start a timer when the event occurs and stop the timer when the failure is reported (the timer could count e.g. seconds or minutes). The counter value at the time of reporting is included in the report. The current absolute time can then be determined in the receiving Network node. This is somewhat similar to the time stamp reporting used in logged reporting but since it uses an absolute time configuration from NW it would not apply (assuming “accessibility failure reporting” is not configured also in UMTS).

	HW/HiSilicon
	We also believe time-stamp is important. And we agree that a timer for duration between failure starting and failure report can be used.

	MediaTek
	Time stamp information would be useful. See also LTE comment above.

	NSN
	Yes (include), for same reasons as LTE.

	China Unicom
	We support it as in our comments in the table 1.


Summary: All eight companies support having a time stamp. Many support a simple timer measuring the time between failure and reporting to the network.

Proposal: Time stamp shall be included.

Proposal: The time stamp can be derived by using a relative timer counting the time between failure and reporting.
Table 8: V300 counter value after receiving ACK and AICH

	Company

	Should V300 counter value after receiving ACK and AICH be included (explain reason for including/excluding)

	Deutsche Telekom
	Open.

	Ericsson, ST-Ericsson
	This value will indicate how many times MAC layer failed before getting access to send the RRC Connection request message and therefore provides information about how difficult it is to get access to network. We believe this is beneficial.

	HW/HiSilicon
	We don’t support it. In order to optimize RACH access parameters, we think the detailed RACH access information should be included (For example, the cause of T300 expiry is RACH access failure(Preamble Retrans Max is reached/ Maximum allowed power is reached/ NACK is received) or RRC CONNECTION REQUEST transmission failure), of course the V300 counter value is recorded implicitly, and it is meaningless that only the V300 counter value is recorded explicitly.

	China Unicom
	We don’t support this. We think that the information related to the number of RRC Connection Request attempts and failure cause is enough.  

	
	


Summary: Two companies support this while three companies do not support. One company is indecisive. Alternative parameters were provided so it is proposed to be discussed in the meeting. 

Proposal: If V300 counter value after receiving ACK and AICH should included needs to be discussed and decided in the meeting.

Table 9: Number of RRC Connection Request attempts

	Company

	Should Number of RRC Connection Request attempts (e.g. T300 expiry after receiving ACK and AICH )be included (explain reason for including/excluding)

	Deutsche Telekom
	We support the addition of this information as this provides insight to the correct configuration of the RACH in certain situations.

	Ericsson, ST- Ericsson
	Support. This information provides information how many RRC Connection Request messages were sent before Connection establishment failed.

	HW/HiSilicon
	We don’t support it. Firstly we think there is no essential difference between V300 counter value after receiving ACH in AICH and Number of RRC Connection request attempts, and Number of RRC Connection Request attempts value could be inferred from the V300 counter value after receiving ACH in AICH. Secondly we think it is meaningless that only the Number of RRC Connection Request value is recorded explicitly, and the detailed RACH access information should be logged.

	MediaTek
	We think number of message transmission attempts could be recorded. It may give a clue to whether the problem is in the preamble-AICH loop, or in the message transmission.

	NSN
	Yes (include).  It is useful to know how many times the UE had to retransmit the RRC Connection Request message.

	China Unicom 
	We support this.  


Summary: Six companies support the inclusion of this while two companies do not, indicating it could be done in other ways and also that some other parameters should then also be included. 

Proposal: The measurement of Number of RRC Connection Request attempts (e.g. T300 expiry after receiving ACK and AICH) shall be supported.

Table 10: Indication of probable contention

	Company


	Should Indication of probable contention be included (explain reason for including/excluding)

	Deutsche Telekom
	We support the addition for the same reasons as indicated by Samsung (RACH configuration vs high contention status).

	Ericsson, ST-Ericsson
	Similar to LTE we also support detection of contention in UMTS. Providing information regarding mismatch of UE identity in RRC CONNECTION SETUP message would enable discovery of high load and be able to check RACH configuration as DT above also indicated.

	HW/HiSilicon
	We support this, But would like to clarify how to judge contention? 

Option1: RRC CONNECTION SETUP is not received before T300 expiry after RRC CONNECTION REQUEST is transmitted.

Option2: RRC CONNECTION SETUP for other UEs is received before T300 expiry after RRC CONNECTION REQUEST is transmitted.



	MediaTek
	Support

	NSN
	Yes (include), for same reason as LTE.

	China Unicom
	We support it.


Summary: All companies support the introduction of “Indication of probable contention”. However, there is a need of a proper definition and this should be discussed in the meeting together with stage 3.

Proposal: Indication of probable contention shall be included.

Table 11: Failure cause (such as MAC uplink access failure)
	Company

	Should failure cause (such as MAC uplink access failure) be included  (explain reason & parameters for including/excluding)

	Ericsson, ST- Ericsson
	If no ACK/AICH have been received the reasons on MAC level provides better granularity to depict the failure. The reason that are not already known in NW-side is:

- AICH/E-AI “no response”, that would provide the information that there were no response received.

We think the value could provide additional information to analyze why the failure occurred.  

	HW/HiSilicon
	In order to optimize the RACH access parameters, we think the detailed RACH info should be logged:

RACH Access failure cause:

· Preamble Retrans Max is reached （This parameter is used to judge whether RACH parameter is configured properly or not.）
· Maximum allowed power is reached （This parameter with location is used to judge whether UL interference/ Constant Value is configured properly or not.）

· NACK is received （It is used to judge whether common E-DCH resource is congestion.）

	Mediatek
	Question for clarification (primarily Huawei, but also Ericsson): Are you then envisioning a small mini-log for a RRC connection establishment failure, logging the outcome of each MAC attempt (as triggered by RRC) separately? Or something else? If yes, then this seems very detail indeed.

	China Unicom
	We support this. It can provide the detailed information for the operator to find the reason of access failure.

	
	


Summary: Majority, if not all, companies that provided answers support inclusion of measuring failure case (such as MAC uplink access failure). However, details cannot be settled and needs to be addressed in the meeting.

Proposal: The failure cause (such as MAC uplink access failure) shall be included. Details should be discussed in the meeting.

Table 12: Additional parameter UMTS
	Company
	Any additional parameter to be considered? Provide also reason.

	
	

	
	

	
	

	
	

	
	


Summary: There were no suggestions on additional parameters.
3 Reporting mechanism in UTRAN

In LTE it was decided that “For LTE an RLF-like reporting mechanism is used, i.e., the UE stores just the latest failure and sends an indication in the RAT in which it was recorded and the network may retrieve it. No configuration”. In UMTS there is a similar reporting mechanism for indicating and retrieving MDT results. 
Q: Could a RLF-like reporting mechanism as defined in LTE be used also for UMTS MDT functionality, i.e. with the same principle as in LTE whereby a UE autonomously captures latest failure? The views are captured and discussed in Table 13 below.

Table 13: Mechanism that should be used to report the failures
	Company
	What mechanism should be used to report the failures? Should same principle as for LTE be used?

	Deutsche Telekom
	We think that the same “RLF-like reporting principle” as used in LTE can also be used in UMTS. We should not make the reporting of this information dependent on MDT support in UMTS.

	Ericsson, ST-Ericsson
	We also think that the "RLF-like reporting principle" can be re-used.

	HW/HiSilicon
	We also think that the "RLF-like reporting principle" can be re-used.

	CATT
	We think a RLF-like reporting mechanism as defined in LTE can be used also for UMTS.

	MediaTek
	Please see email discussion 78#60

	NSN
	The same principle as LTE can be used (i.e. reporting mechanism similar to RLF reporting).

	China Unicom
	We hope we can use the same reporting mechanism for LTE and UMTS, in other words, the RLF-like reporting mechanism can be reused in UMTS.


Summary: Same principle like in LTE is preferred. Details are addressed in email discussion 78#60.
4 Log creation trigger and reported data for UMTS TDD

There has been no discussion on UMTS TDD regarding MDT accessibility. In Table 14 companies are invited to discuss the feasibility and possible Log creation triggers for accessibility measurements. In Table 15 additional parameters to be logged are proposed, motivated and discussed.

Table 14: Log creation trigger for UMTS TDD
	Company
	What is the possible log creation trigger for UMTS TDD?

	CATT
	For LCR TDD, when RRC CONNECTION REQUEST message is submitted to lower layers, the UE shall start counter V300. Only when V300 is greater than N300, it is considered RRC connection establishment procedure to be unsuccessful. So the log creation trigger for accessibility measurements for LCR TDD is when V300 is greater than N300.

	MediaTek
	Thanks, then FDD and TDD are aligned on this and that particular stage-2 FFS can be removed.

	ZTE
	We share CATT’s view.

	
	

	
	


Summary: The same log creation trigger as FDD is suggested by all companies providing comments on this topic.

Proposal: The same log creation definition as in FDD shall be used.

Table 15: UMTS TDD parameters to be logged
	Company
	What parameters should be logged and why?

	CATT
	For LCR TDD, we think the following parameters should be logged when RRC Connection establishment fails:

1) Cell ID (the cell that UE camps when RRC connection establishment fails)
2) Available Radio Measurements
3) Available Location Information
4) Time stamp. We think the time when RRC connection establishment failure occurs is useful and it can help network analyze reasons of RRC connection establishment failure. However, the way to get time stamp should not be complicated.

5) Whether the FPACH is received or whether the maximum number Mmax of synchronisation attempts is reached. It only needs 1bit and can help network judge whether SYNC_UL transmission procedure fails.
6) Failure indication of the E-RUCCH transmission. It only needs 1bit and can help network judge whether E-RUCCH procedure fails. It is only applied for common E-DCH is supported by UE and network.
7) Whether RRC Connection Request is sent or not. It only needs 1bit and can help network deduce at which step RRC connection establishment fails.
Indication of probable contention. It may help network estimate access load.

	MediaTek
	On the higher levels, e.g. logging the number of attempts by MAC/RRC, logging of congestion detected etc, it would be nice to keep alignment between TDD and FDD. 

	ZTE
	We agree with CATT’s comments.

	
	

	
	


Summary: Two companies proposed a list of measurements and another company suggested that FDD and TDD parts should be aligned such that same basic high level measures are supported for both. 

Proposal: The parameters that have already been included in TS37.320, v11.0.0, 1 and general parameters discussed in this e-mail discussion:
Cell ID, Available Radio Measurements, Available Location Information and Time stamp shall be included.
Proposal: Include the following TDD specific measurements: 

1)
Whether the FPACH is received or whether the maximum number Mmax of synchronisation attempts is reached. It only needs 1bit and can help network judge whether SYNC_UL transmission procedure fails.

2)
Failure indication of the E-RUCCH transmission. It only needs 1bit and can help network judge whether E-RUCCH procedure fails. It is only applied for common E-DCH is supported by UE and network.

3)
Whether RRC Connection Request is sent or not. It only needs 1bit and can help network deduce at which step RRC connection establishment fails. .
5 Summary and Conclusion

A summary of each parameter and topic has been provided in each relevant subsection above. It has been discovered that there are some different understandings on some topics that needs to be further discussed to reach a common conclusion such as purpose of measuring Msg1/Ms2 and/or Msg3/Msg4 use cases. All those cases will need to be further clarified in the meeting.
Proposals:
· General:
· Time stamp shall be included

· For LTE:
· The measurments Indication whether the maximum transmission power was used and Contention detected shall be supported
· The use use case motivated by “Msg3 sent” measurments needs further discussion and if any other measure should be captured such as Msg2 or derived implicitly by other measurements
· UMTS:

· Same reporting principle like in LTE is preferred (RLF-like)
· UMTS FDD:

· The measurements Number of RRC Connection Request attempts: e.g. T300 expiry after receiving ACK and AICH, Indication of probable contention, e.g. mismatch of UE identity in RRC CONNECTION SETUP message and The failure cause of RRC CONNECTION establishment failure shall be supported. Cause values to be discussed in the meeting.
· The measurement If V300 counter value after receiving ACK and AICH should included needs to be discussed and decided in the meeting.
· UMTS TDD
· The same log creation definition as in FDD shall be used
· The follwing measurements shall be supported: Whether the FPACH is received or whether the maximum number Mmax of synchronisation attempts is reached, Failure indication of the E-RUCCH transmission, Whether RRC Connection Request is sent or not.
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