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1. Introduction
This paper discusses the necessity of applying access control for IMS voice/video in RRC CONNECTED mode.

2. Discussion
2-1. Problem statement 
In recent years, the growth of smartphone user is extremely high. As a feature of a smartphone, a user can improve a user experience by installing various applications. On the other hands, two or more applications can simultaneously yet independently start packet connection. Such usage of applications creates higher probability of a UE to be in RRC_CONNECTED. In addition to that, as explained in [2], to reduce the signalling impact towards the Core Network (CN) caused by idle-active transition signalling, operators may choose to keep the UE in RRC_CONNECTED. The number of RRC_CONNECTED (both DRX and Non-DRX) UE within the network is foreseen to be quite large.

When disaster occurs, people tend to try to perform voice call or e-mail or other packet based services to contact their friends and family. The following figure1 shows one example of traffic burst observed in DOCOMO network, during the 3.11 disaster in Japan. It shows that traffic volume of the CS call is increase of at least 15 times from the usual one. In the case where voice services is realized by IMS based network, the abovementioned occurrences would result into increase signalling traffic towards IMS node. 
For the purpose to address excessive signalling traffic originating from IMS based application, SSAC was defined. Therefore it is a very important feature for protecting IMS node from burst traffic. Since SSAC can only be applied when UE is in RRC IDLE mode, in the network as explained above where large number of the UE are in RRC_CONNECTED, SSAC as specified today cannot be used to solve the problem. The burst traffic from UEs in RRC_CONNECTED would then causes the processing load of IMS node to rise steeply. Typically IMS node is concentrated to serve large area of CN node, and the CN node controls a number of eNB. Therefore, the IMS node may get congested before the resource of eNB is exhausted. Upon congestion, IMS node may start discarding new IMS based application signalling, e.g., INVITE message. As a result this may cause failure of important communication (e.g. IMS emergency call drop, high priority call drop). From operator’s point of view, guaranteeing the success of important communication is of highly importance, since it is a direct indicator of the operator’s reliability. 
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Figure 1: Increase traffic in one of DOCOMO RNC in Tokyo during 3/11 earthquake
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Figure 2: Burst traffic will cause enormous congestion in IMS node.
Observation 1:
Along with the increase in smartphone and the need for the network to keep those UEs in RRC_CONNECTED, SSAC as specified today cannot be utilized to prevent burst traffic from the UEs in RRC CONNECTED, which may cause high call drop of emergency and high priority call.
Proposal 1:
RAN2 is asked to discuss how to protect IMS node from IMS call burst traffic from UEs in RRC CONNECTED, so that high call drop of emergency and high priority call can be prevented.
2-2. Solution

We think that the following are some solutions that are possible to solve the problem.

Alt.1: Network solution

Alt.1-1: Access control in the gateway
In this solution, the network differentiates whether an access is related to SIP signalling or not. However, this solution cannot differentiate the type of message within the SIP signalling. SIP signalling for IMS Voice / Video originating call and for terminating call are treated as the same, e.g., either they are all discarded or they are all allowed. Discarding SIP signalling for terminating call should be avoided, especially when the originating side is high priority user.
Alt.1-2: Control of retransmission of SIP signalling by IMS node
In this solution, the network (IMS node) sends SIP response with “retry after” header. This header can control the retransmission from the UE according to the indicated timer. The disadvantage of this alternative is that it cannot prevent the initial access of IMS Voice / Video from UE in RRC CONNECTED. Furthermore, during congestion the network may not have the resource to control the SIP signalling.
Alt.1-3: Priority Control for SIP signalling by IMS node

In this solution, the IMS node differentiates whether a SIP signalling is generated by an emergency call, high priority call or normal call, and depending on the capacity, the IMS node may accept only emergency call and high priority call and drop the normal call. However, the IMS node needs to perform this control in congested condition. 
Alt.2: UE solution

Alt.2-1: Enhance the SSAC function so that it applies for UE in RRC CONNECTED

The following shows how SSAC related parameter is handled in today’s specification:

	Upon request from the upper layers, the UE shall:

1>
set the local variables BarringFactorForMMTEL-Voice and BarringTimeForMMTEL-Voice as follows:

2>
if the UE is in RRC_IDLE and ssac-BarringForMMTEL-Voice is present:

3>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and

NOTE:
ACs 12, 13, 14 are only valid for use in the home country and ACs 11, 15 are only valid for use in the HPLMN/ EHPLMN.

3>
if, for at least one of these Access Classes, the corresponding bit in the ac-BarringForSpecialAC contained in ssac-BarringForMMTEL-Voice is set to zero:

4>
set BarringFactorForMMTEL-Voice to one and BarringTimeForMMTEL-Voice to zero;

3>
else:

4>
set BarringFactorForMMTEL-Voice and BarringTimeForMMTEL-Voice to the value of ac-BarringFactor and ac-BarringTime included in ssac-BarringForMMTEL-Voice, respectively;

2>
else set BarringFactorForMMTEL-Voice to one and BarringTimeForMMTEL-Voice to zero;

1>
set the local variables BarringFactorForMMTEL-Video and BarringTimeForMMTEL-Video as follows:

2>
if the UE is in RRC_IDLE and ssac-BarringForMMTEL-Video is present:

3>
if the UE has one or more Access Classes, as stored on the USIM, with a value in the range 11..15, which is valid for the UE to use according to TS 22.011 [10] and TS 23.122 [11], and

3>
if, for at least one of these Access Classes, the corresponding bit in the ac-BarringForSpecialAC contained in ssac-BarringForMMTEL-Video is set to zero:

4>
set BarringFactorForMMTEL-Video to one and BarringTimeForMMTEL-Video to zero;

3>
else:

4>
set BarringFactorForMMTEL-Video and BarringTimeForMMTEL-Video to the value of ac-BarringFactor and ac-BarringTime included in ssac-BarringForMMTEL-Video, respectively;

2>
else set BarringFactorForMMTEL-Video to one and BarringTimeForMMTEL-Video to zero;


The present specification clearly specify that the barring check is only performed when UE is in RRC_IDLE, and all MMTEL-Voice and MMTLE-Video is allowed when UE is in RRC_CONNECTED. To resolve this issue, we think that modification in the standard specification is necessary. The following clarification solutions can be considered:

SSAC parameter in SIB2 is applied in both RRC_IDLE and RRC_CONNECTED (i.e., remove “RRC_IDLE” condition from the yellow highlighted part).
We compare the each solution in following table.
Table 1: Comparison verification for the solutions

	
	Pros
	Cons

	Alt.1-1

Access control in the gateway
	· No specification impact.
· Protects IMS node from all types of IMS based signalling access from UEs in RRC Connected.
	· Network cannot differentiate within the SIP signalling. SIP signalling for originating call and terminating call are treated the same, either discard all or accept all. Resulting of the case where call originated from high priority user can not be made.

	Alt.1-2

Control of retransmission of SIP signalling by IMS node
	· No specification impact.
	· Cannot prevent the initial access for IMS Voice / Video from UE in RRC CONNECTED.

· The control is performed when the node is congested, which will worsen the condition.

	Alt.1-3

Priority Control for SIP signalling by IMS node
	· No specification impact

· Possible to accepting only emergency call and high priority call and drop all the other call.
	· The control is performed when the node is congested, which will worsen the IMS node condition.

· Waste of other NW node resources to process traffic which will be discarded in the IMS node.

	Alt.2-1

Enhance the SSAC function so that it applies for UE in RRC CONNECTED
	· IMS signalling for emergency call and high priority call are treated differently from normal call.

· Protects IMS node from normal call access from UEs in RRC Connected.
	· Current specification impact.


The expected results of the solution are the following: (1) Protection to IMS node from SIP signalling generated by normal UEs and (2) Ensure the connectivity for important communication, e.g., emergency call and high priority call. From the above comparison, the only network based solution that can provide both results is alt. 1-3 (Priority control of SIP signalling in the IMS node). However, alt. 1-3 requires that the control is performed by the IMS node. During congested situation, this kind of processing would worsen the IMS node condition. Furthermore, when the overall network (including MME/ S-GW) is in overloaded situation, this alternative would cause waste of other NW node resources, since other NW node needs to process the packet that will only be discarded in the IMS node.
On the other hand, UE based solution (alt-2-1) is also a solution that can provide both expected results. Considering the network impact, we think that UE based solution is more preferable.
From the above consideration, following is proposed:

Proposal 2:
RAN2 is kindly asked to decide to introduce the SSAC functional modification that would allow application of SSAC parameter in RRC_CONNECTED.

We prepared the CR to resolve the issue. 
Proposal 3:
RAN2 is kindly asked to decide to agree the concerning CR in [3].
3. Summary and proposal
This paper analysed the technical reason that SSAC in RRC CONNECTED mode. In conclusion, the followings were proposed:
Proposal 1:
RAN2 is asked to discuss how to protect IMS node from IMS call burst traffic from UEs in RRC CONNECTED, so that high call drop of emergency and high priority call can be prevented.
Proposal 2:

RAN2 is kindly asked to decide to introduce the SSAC functional modification that would allow application of SSAC parameter in RRC_CONNECTED.

Proposal 3: 

RAN2 is kindly asked to decide to agree the concerning CR in [3].
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The Great East Japan Earthquake struck at 14:46
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