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1. Introduction

In RAN2#75bis and RAN2#76 meetings, it was agreed to use access classes (e.g. 0…9) + barring bitmap and the normal update mechanism for UMTS EAB. In this contribution, we further discuss the persistence check mechanism for EAB in UMTS.
2. Discussion
2.1. Using special Pi value for EAB
The simulation results about UMTS EAB have been provided respectively for TDD and FDD in [1] and [2]. Some observations according to the simulation results are shown following:
For LCR TDD, when Pi equals to 0.3 and one AC is permitted, which means 10% of UEs are permitted to initiate random access, the collision probability is 4.17% and the Access Success Probability is 11.65%.
For FDD, when Pi equals to 0.9 and one AC is permitted, the collision probability is 43.50% and the Access Success Probability is 18.60%.
From the above observations, it can be seen that even only one AC is permitted, the Access classes (e.g. 0...9) + barring bitmap solution cannot get acceptable performance. The Access classes (e.g. 0...9) + barring bitmap solution can only reduce the number of UEs who initiate access at the same time but cannot disperse UEs actual access time.  
Observation 1: Using the EAB mechanism as Access classes (e.g. 0...9) + barring bitmap with typical Pi value could not achieve the acceptable performance for UMTS.
From the simulation results provided in [1], it can be seen that the Access classes (e.g. 0...9) + barring bitmap and the current persistence check mechanism with smaller Pi value together can get better performance. For example, when using the minimum value of Pi defined in current specification which equals to 0.2* 2((8 ( 1) and one AC is permitted to initiate random access, the collision probability is 3.45% and the Access Success Probability is 99.60%, which we think are acceptable. 
From the simulation result shown above, it is obviously that the persistence check mechanism plays an important role for RAN overload control. This is because that persistence check mechanism including Pi check and backoff timer can well disperse the UEs’ access time points. The smaller the Pi value is set, the more discrete the UEs’ accesses time points will be. So in order to achieve the acceptable performance for large amount of MTC devices’ access requests arriving simultaneously, the smaller Pi should be considered for EAB. However the small Pi value may lead to large access delay and it is not proper for legacy access in most cases. In order to avoid the impact to H2H UEs, it is preferable to use a specific Pi value for EAB. 
Observation 2: The persistence check mechanism including Pi check and backoff timer can well disperse the UEs’ access time points. The smaller the Pi value is set, the more discrete the UEs’ accesses time points will be.
Proposal 1: It is proposed to make it possible to use different Pi values for EAB and legacy UE access. 
2.2. The persistence value Pi for EAB 
According to the current definition in TS 25.331, the persistence value Pi is associated with one of ASCs. In current specification, the Pi to be associated with each ASC shall be derived from the dynamic persistence level N = 1… 8 which is broadcast in SIB7, and the persistence scaling factors si(0.2…0.9), broadcast in SIB5 or 5bis as: P(N) = 2((N ( 1)
	ASC # i
	0
	1
	2
	3
	4
	5
	6
	7

	Pi
	1
	P(N)
	s2 P(N)
	s3 P(N)
	s4 P(N)
	s5 P(N)
	s6P(N)
	s7 P(N)


Scaling factors si are provided optionally for i = 2…, NumASC, where NumASC+1 is the number of ASCs as defined by PRACH partitioning. If no scaling factors are broadcast, default value 1 shall be used if NumASC ( 2.
To specify a Pi value for EAB, it is natural to think that new Pi value can be configured by new dynamic persistence level N or new Scaling factors si. However, in current specification, the dynamic persistence level N and Scaling factors si are PRACH related IEs. In order to reduce affects on current specification as possible, a new scaling factor sEAB can be introduced for EAB and the Pi for EAB, namly Pi,EAB, can be derived as below:
Pi,EAB = sEAB * si * P(N)
	ASC # i
	0
	1
	2
	3
	4
	5
	6
	7

	Pi
	1
	P(N)
	sEAB*s2 P(N)
	sEAB*s3 P(N)
	sEAB*s4 P(N)
	sEAB*s5 P(N)
	sEAB*s6 P(N)
	sEAB*s7 P(N)


In the above definition, si and P(N) are the same as current specifications. The scaling factor sEAB is specially configured by network for EAB case and identical for all PRACHs. Considering that UEs applying EAB should not have higher access chances than non-EAB UEs, the sEAB should be samller or equal to 1 and can be enumerated as (1, 2(1,2(2,…,2(7). This solution need only additional 3 bits and the UEs applying EAB can perform the persistence check procedure with Pi,EAB without any other modifications in RRC and MAC layer.
Proposal 2: It is proposed to introduce a scaling factor for Pi  calculating for EAB.
2.3. Where to place the scaling factor for EAB
In current specification, the dynamic persistence level N is broadcast in SIB7 and the persistence scaling factors si is broadcast in SIB5 or 5bis. In principle, these parameters are all used to calculate persistence value, so the new defined scaling factor can also be palce in SIB7 or SIB5/5bis. However, since the new defined scaling factor is only used for EAB, we think it is better to place these parameters together with EAB info in order to minimize the imapct to the existing SIB.
Since it was agreed in RAN2#77 meeting that a new SIB will be defined to accommodate the EAB information for both UMTS and LTE, we propose that:
Proposal 3: The newly defined scaling factor should be contained in EAB SIB.
2.4. Procedure of EAB plus Pi check mechanism in UMTS 
The access control mechanism including EAB, legacy ACB and the persistence check procedure is illustrated in Figure 1.
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Figure 1 Access control mechanism for UMTS
When the establishment of RRC connection is requested by the upper layer, RRC layer will check the Access Class restrictions before sending an RRC connection request message. If the access is subject to EAB, it will perform access barring check according to firstly EAB and then legacy ACB parameter. If not barred by EAB and legacy ACB, RRC layer will indicate MAC layer to perform persistent check procedure with the Pi,EAB. For UEs not subjected to EAB, they still use legacy Pi for persistent check procedure.
3. Conclusion

In this paper, we analyze the necessary of using different Pi values for EAB and legacy access and how to define the Pi check mechanism for UMTS EAB. We kindly ask RAN2 to discuss and agree on the following proposals. The corresponding text proposal is also provided in the Annex of this contribution. If these proposals are approved, the text proposal can be merged into the Stage-3 CR to TS 25.331.
Proposal 1: It is proposed to make it possible to use different Pi values for EAB and legacy UE accesses
Proposal 2: It is proposed to introduce a scaling factor for Pi calculating for EAB.
Proposal 3: The newly defined scaling factor should be contained in EAB SIB. 
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5. Annex
8.5.12
Establishment of Access Service Classes
The PRACH resources (i.e. access slots and preamble signatures for FDD), timeslot (with specific frame allocation and channelisation code for 3.84 Mcps TDD and 7.68 Mcps TDD, and SYNC_UL codes (with specific frame allocation) for 1.28 Mcps TDD) may be divided between different Access Service Classes in order to provide different priorities of RACH usage. It is possible for more than one ASC or for all ASCs to be assigned to the same access slot/signature space in FDD or frame allocation/channelisation codes in 3.84 Mcps TDD or 7.68 Mcps TDD, or frame allocation/SYNC_UL codes in 1.28 Mcps TDD.

Access Service Classes shall be numbered in the range 0 ( i ( NumASC ( 7 (i.e. the maximum number of ASCs is 8). An ASC is defined by an identifier, i, that defines a certain partition of the PRACH resources (SYNC_UL resources in 1.28 Mcps TDD) and an associated persistence value Pi. A set of ASC parameters consists of "NumASC+1" such parameters (i, Pi), i = 0, …, NumASC.

PRACH partitions shall be established using the information element "PRACH partitioning". The persistence values Pi to be associated with each ASC shall be derived from the dynamic persistence level N = 1,…, 8 which is broadcast in System Information Block 7, and the persistence scaling factors si, broadcast in System Information Block Type 5 or System Information Block type 5bis and possibly also in System Information Block Type 6, as follows:

P(N) = 2((N ( 1)
	ASC # i
	0
	1
	2
	3
	4
	5
	6
	7

	Pi
	1
	P(N)
	s2 P(N)
	s3 P(N)
	s4 P(N)
	s5 P(N)
	s6P(N)
	s7 P(N)


For EAB, the persistence values Pi to be associated with each ASC shall be derived from the dynamic persistence level N = 1,…, 8 which is broadcast in System Information Block 7, the persistence scaling factors si, broadcast in System Information Block Type 5 or System Information Block type 5bis and possibly also in System Information Block Type 6, and the EAB persistence scaling factors sEAB, broadcast in System Information Block Type 2x, as follows:

P(N) = 2((N ( 1)
	ASC # i
	0
	1
	2
	3
	4
	5
	6
	7

	Pi
	1
	P(N)
	sEAB *s2 P(N)
	sEAB *s3 P(N)
	sEAB *s4 P(N)
	sEAB *s5 P(N)
	sEAB *s6P(N)
	sEAB *s7 P(N)


In addition, MBMS specific persistence values may be provided within the MBMS MODIFIED SERVICES INFORMATION message. The UE behaviour upon receiving upon receiving an MBMS dynamic persistence value is specified in subclause 8.6.9.1a.
Scaling factors si are provided optionally for i = 2,…, NumASC, where NumASC+1 is the number of ASCs as defined by PRACH partitioning. If no scaling factors are broadcast, default value 1 shall be used if NumASC ( 2.
The EAB scaling factor sEAB are provided optionally for i = 2,…, NumASC, where NumASC+1 is the number of ASCs as defined by PRACH partitioning. If no EAB scaling factor is broadcast, default value 1 shall be used if NumASC ( 2.
If k ( 1 scaling factors are broadcast and NumASC ( k+2 then the last scaling factor sk+1 shall be used as default for the ASCs where i > k +1.
In the case of E-RUCCH operation (3.84/7.68 Mcps TDD only) a separate set of persistence values will be used. For E-RUCCH a single scaling factor Sr is signalled. If the E-RUCCH shares resource with a PRACH then dynamic persistence levels of the PRACH are used and persistence values are determined using the table below:

	ASC # i
	0
	1
	2 – 7

	Pi (E-RUCCH)
	1
	P(N)
	Sr P(N)


Else if the E-RUCCH does not share resource with a PRACH then persistence values are determined using the table below:

	ASC # i
	0
	1
	2--7

	Pi (E-RUCCH)
	1
	1
	Sr


The establishment of Access Service Classes for E-RUCCH (1.28 Mcps TDD only) is similar as PRACH, differently Access Service Classes parameters and persistence scaling factors of E-RUCCH may be acquired from the information element "E-RUCCH info", e.g. in the case of E-DCH serving cell change. Only in the case that the UEs with E-DCH and E-RUCCH configured on the Primary Frequency of the multi-frequency cell, the E-DCH serving cell unchanged and the UEs can obtain the dynamic persistence level N from SIB7 according to the configuration of information element “E-RUCCH info”, the dynamic persistence value N shall be used. Otherwise, dynamic persistence level N=1 shall always be used. The persistence values are determined using the table below:
	ASC # i
	0
	1
	2
	3
	4
	5
	6
	7

	Pi (E-RUCCH)
	1
	P(N)
	s2 P(N)
	s3 P(N)
	s4 P(N)
	s5 P(N)
	s6P(N)
	s7 P(N)


For EAB, the persistence values are determined using the table below:
	ASC # i
	0
	1
	2
	3
	4
	5
	6
	7

	Pi (E-RUCCH)
	1
	P(N)
	sEAB *s2 P(N)
	sEAB *s3 P(N)
	sEAB *s4 P(N)
	sEAB *s5 P(N)
	sEAB *s6P(N)
	sEAB *s7 P(N)


The set of ASC parameters is provided to MAC with the CMAC-Config-REQ primitive (see [15]), the PRACH partitioning is provided to PHY using the CPHY-RL-Setup-REQ primitive (see [34]). For 3.84/7.68 Mcps TDD E-DCH operation the E-RUCCH persistence values will also be provided to MAC with the CMAC-Config-REQ primitive.

The ASC enumeration shall be such that it corresponds to the order of priority (ASC 0 = highest priority, ASC 7 = lowest priority). ASC 0 shall be used in case of Emergency Call or for reasons with equivalent priority.

ASCs are numbered according to the order in which the IEs "ASC Setting" appear in the IE "PRACH partitioning", where the first IE "ASC Setting" describes ASC 0, the second IE "ASC Setting" describes ASC 1, etc.

At radio bearer setup/reconfiguration each involved logical channel is assigned a MAC Logical channel Priority (MLP) in the range 1,…,8. When the MAC sublayer is configured for RACH transmission in the UE, these MLP levels shall be employed for ASC selection on MAC.
 [Text Omitted]
10.3.1.xxb
EAB Configuration
	Information Element/ Group name
	Need
	Multi
	Type and reference
	Semantics description
	Version

	EAB Category
	MP
	
	Enumerated(a, b, c)
	This IE identifies the category of UEs for which EAB applies. Value ‘a’ corresponds to all UEs, value ‘b’ corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value ‘c’ corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the SIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see [75].
	REL-11

	EAB Access Class Barred List
	MP
	10
	
	The first instance of this IE corresponds to Access Class 0, the second instance corresponds to Access Class 1, and so on up to Access Class 9. UE reads its Access Class stored in the SIM.
	REL-11

	>Access Class Barred
	MP
	
	Enumerated(barred, not barred)
	
	REL-11

	Persistence scaling factor for EAB
	OP
	
	Enumerated(2(1,2(2,…,2(7)
	
	REL-11
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