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1. Introduction
The Stage-3 CR for RAN overload was discussed at the RAN#78 meeting. After the discussion, the set of CRs were technically endorsed with the following open issues, mainly for LTE:
· UE capability indication for EAB support in LTE

· Whether access attempts in LTE should be delayed until UE has a valid version of EAB SIB
In this document, we analyze the two issues and give our proposals.

2. Discussion
2.1. UE capability indication for EAB support in LTE
During and after RAN2 #78 meeting, the UE capability issue for EAB was discussed, focusing on how to describe the UEs who needs to acquire the EAB information and perform EAB check in TS 36.331.
Since in the technically endorsed 36.331 stage-3 CR, the term of “UEs capable of EAB” is used to describe the UEs who needs to acquire the EAB information and perform EAB check, then it came to the argument that as a capability, something needs to be defined in TS 36.306, to clarify the exact meaning of the term “capable of EAB”.
As a matter of fact, it is agreed in RAN2 #78 meeting that if the feature is configured on NAS level it must also be supported on AS level., The term “be supported” in this agreement can be interpreted either as “configured” or as “capable of”, which seems ambiguous and cannot exactly capture the “configurable” attribute of EAB feature (which is described in SA2 specs). Furthermore, EAB only applies for the accesses subject to EAB indicated by NAS and is meaningful only when NAS and AS are configured for EAB simultaneously, as a result of which, it is not needed to take the condition “if the feature is configured on NAS level” into accounted for configuring EAB on AS layer.
For above considerations, we think it is clear enough to use the term “configured for EAB” in TS 36.331 and there is no need to impact TS 36.306.

Proposal1: It is proposed to use the term of “configured for EAB” to describe the UEs who needs to acquire the EAB information and perform EAB check in TS 36.331, without impact to TS 36.306.
2.2. Access attempt time issue subject to EAB

During the previous discussion, the following scenarios were raised. The main diverge on these scenarios is that whether the access attempts should be delayed until UE has a valid version of EAB SIB.
Scenario 1: The normal EAB rotation. When EAB information needed to be updated, the network sends the paging message with an EAB update indication, and then broadcast EAB parameters in SIB14. At this scenario, whether are UEs allowed to continue the access attempts upon receiving EAB change notification?
Scenario 2: UEs enter or re-enter a cell (e.g. power on, return from out of coverage or roaming). At this scenario, UEs need to select a cell and read the system information. The question is whether UEs are allowed to initiate accesses subject to EAB before decoding correctly SIB14.

According to the previous discussion, there are mainly two methods:

Method 1:  UEs are allowed to initiate access attempts before having a valid version of SIB14. In this method, UEs just initiate access attempts by performing EAB check with the stored EAB information. 
Method 2:  UEs should delay access attempts until having a valid version of SIB14. The proposed texture during the e-mail discussion is: “never initiate the RRC connection establishment subject to EAB until the UE has a valid version of the SystemInformationBlockType14 if SystemInformationBlockType14 is broadcast”
Furthermore, it is also worthy discussing how UEs verify the SIB14 is valid or invalid. For legacy SIBs (e.g.SIB2), UEs can verify the stored SI messages still valid or not according to the changed value tag in SIB1 or the persistent 3 hours window. However, SIB14 can be updated with the unchanged value tag, as a result of which UEs cannot decide according to value tag. For scenario 1, UEs can decide it based on the received paging message or SIB1. If an EAB update indication is included in the paging message or the scheduling information for SIB14 is included in SIB1, UEs can verify the stored SIB14 invalid; for scenario 2, UEs can only depend on the scheduling information in SIB1. It is proper to keep the consistency UE behaviors at the different scenarios that UEs should verify the stored SIB14 invalid if receiving SIB1 with SIB14 scheduling information. 
Proposal2: It is proposed that UEs should verify the stored EAB information invalid if receiving SIB1 with SIB14 scheduling information or after 3 hours from the moment it was successfully confirmed as valid.
From the analysis above, it can be concluded that the maximum time length is up to SIB14 scheduling period in which time access attempts are needed or not needed to be delayed. Theoretically, with method 1, a mass of access attempts from the barred UEs during the up to SIB14 scheduling period will increase the overload of the network; meanwhile, allowing some access attempts from the unbarred UEs during this time period will depress the concentration at the SIB14 boundary. With method 2, the access attempts from the barred UEs are prevented which will not bring more loads to the network, but the unbarred access will be concentrated at a certain degree at the SIB14 boundary. Then, which method is acceptable, if considering the performance?
Actually, we can get some reference from [1] [2], in which the performance of these two methods is evaluated. The simulation results in the two contributions show that the performances of the two methods are similar and both seem acceptable.

From the perspective of UE implementation, in method 1, UEs need to do nothing and just perform EAB check using stored EAB information; in method 2, UEs need to suspend the access attempts until having a valid version of SIB14. Hence, method 1 seems to be a bit easier for UE implementation. 
From the above analysis, we propose:
Proposal3: It is proposed that UEs are allowed to initiate access attempts before having a valid version of SIB14 for LTE.
3. Conclusion
In this contribution, we analyze the two open issues for EAB and give the following proposals:

Proposal1: It is proposed to use the term of “configured for EAB” to describe the UEs who needs to acquire the EAB information and perform EAB check in TS 36.331, without impact to TS 36.306.
Proposal2: It is proposed that UEs should verify the stored EAB information invalid if receiving SIB1 with SIB14 scheduling information or after 3 hours from the moment it was successfully confirmed as valid.

Proposal3: It is proposed that UEs are allowed to initiate access attempts before having a valid version of SIB14 for LTE.
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