
3GPP TSG RAN WG2 Meeting #79   









R2-123423
Qingdao, China, 13th – 17th August 2012
Agenda item:
7.6.3
Source:
New Postcom

Title:
Why autonomous denial mechanism should be configurable?
Document for:
Discussion and Decision
1 Introduction

At the RAN2#76 meeting, the issue of applicability for autonomous denials in Rel-11 was discussed [1]. Some agreements were reached as follows:
	Agreements:

1.Autonomous denial can be considered as solution for rare cases if other solutions cannot be used

2. Additional restriction and methods to reduce the impact of the network will be discussed. 

3. We will also discuss further the definition of “rare”.


In this contribution, we will analyze the issue of autonomous denials in details and share our opinions.
2 Discussion
2.1 Why autonomous denial mechanism should be configurable?
It was agreed, “Autonomous denial can be considered as solution for rare cases if other solutions cannot be used”. Therefore, we can divide this issue into 2 questions in order to identify whether UE can deny LTE UL autonomously:
1) What is the definition of “rare”?

2) When other solutions cannot be used?

For question 1), many contributions discussed and gave out some proposals. [2] proposed that only in some limited cases, autonomous denials can be considered. [3] proposed that a restricted LTE denial should be used and the restriction should be based on the required average loss rate. In conclusion, it is necessary to specify some restrictions.
Therefore, we only take question 2) into account. [4] proposed that currently BT SIG is specifying the time domain solutions for coexistence of BT and TDD mobile wireless standards system, such as LTE，WiMAX. Thus, UE could deny eNB’s scheduling at LTE sides in order to protect crucial signalling at BT sides when BT turns on and the TDM based solution is not available. In other words, when LTE uplink is fully occupied and measurement gaps are not configured, UE can deny eNB’s scheduling in order to protect the important signalling for BT. 
With regard to WiFi radio, there is no corresponding solution up to the present. If indeed required, mainly it depends to TDM based solutions and power control solution at LTE sides for UE for the sake of protecting WiFi events. Therefore, when WiFi is on and neither TDM based solution nor power control solution is available, UE can deny the scheduling from eNB at LTE side. That is, when LTE uplink is fully occupied, measurement gaps are not configured and there is no way to reduce the transmission power at LTE side, such as UE is at the edge of cell or the uplink quality is poor, UE can deny eNB' s scheduling in order to protect the important signalling for WiFi. 
Based on above analysis, we consider that:
Proposal 1: Whether to perform autonomous denials or not should be configured by eNB.
2.2 How to communicate between UE and eNB?

In [5], RAN2 agreements regarding In-Device Coexistance that affect 36.331 are captured. If proposal 1 is agreed, it is necessary to modify the specification accordingly. We can choice one from these options below:
Option 1: add ‘0’ as one of the values of autonomousDenialSubframes-r11 in IDC-Config-r11 of the IE OtherConfig
The ‘autonomousDenialSubframes-r11’ indicates the maximum number of the assigned UL subframes for which the UE is allowed to deny the scheduled UL transmission. In order to configure whether UE can perform autonomous denials, eNB could include ‘0’ as the value of autonomousDenialSubframes-r11 which means UE is not allowed to deny the scheduled UL transmission. Meanwhile, UE is allowed to deny the scheduled UL transmission if eNB includes other value rather than ‘0’. This option is straightforward and its modification is minimal. 
Option 2: add ‘infinity’ as one of the values of autonomousDenialValidity-r11 in IDC-Config-r11 of the IE OtherConfig
The ‘autonomousDenialValidity-r11’ indicates the validity period over which the autonomous denial subframes shall be counted. In this option, UE is not allowed to deny the scheduled UL transmission when eNB configures ‘infinity’ as the value of autonomousDenialValidity-r11. It means some autonomous denials could occur during infinite time. It is not straightforward with minimal modification.
Option 3: add ‘disabled’ and ‘enabled’ choice structure for autonomous denials
The whole view of this option is described as below:

IDC-Config-r11 ::= SEQUENCE {


inDeviceCoexInd-r11




CHOICE {


disabled






NULL,



enabled







SEQUENCE {



inDeviceCoexIndProhibitTimer-r11
ENUMERATED {FFS}


OPTIONAL,
-- Need OR
              autonomousDenial-rll                    CHOICE {

                   disabled                             NULL,

                   enabled                              SEQUENCE {




autonomousDenialSubframes-r11

INTEGER (2, 5, 10, 15, 20) OPTIONAL, -- Need OR



autonomousDenialValidity-r11

ENUMERATED
{














sf200, sf500, sf1000, sf2000, spare4,














spare3, spare2, spare1}




OPTIONAL,

-- Need OR


...
}
Obviously, it is more complex than other options.
For simplicity, we propose:

Proposal 2: Add ‘0’ as one of the values of autonomousDenialSubframes-r11 in IDC-Config-r11 of the IE OtherConfig.
3 Conclusion
In this contribution, we analyze the issue of autonomous denials in details and propose that:
Proposal 1: Whether to perform autonomous denials or not should be configured by eNB.

Proposal 2: Add ‘0’ as one of the values of autonomousDenialSubframes-r11 in IDC-Config-r11 of the IE OtherConfig.
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