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1 Introduction
In RAN2 email discussion [78 #51] on autonomous denial, the following aspects are addressed:
1) when to apply autonomous denial

2) how to limit the use of autonomous denial

3) whether additional feedback is needed to reduce the impact of autonomous denial
In this contribution, we try to show our views on these aspects in detail.
2 When to apply autonomous denial
It has been agreed that UE can autonomously deny LTE transmission to protect ISM rare cases if other solutions cannot be used [1]. In [2] and [3], some important events of ISM side are described and these events are classified as short-term and long-term. Usually, short-term events last for few milliseconds, while long-term events last for 100ms to several seconds. Some typical short-term and long-term events during connection setup for BT and WiFi are listed in Table 2.1 and Table 2.2 respectively.
Table 2.1 BT events during connection setup

	Events
	Duration
	Periodic or not

	short-term events
	inquiry scanning
	11.25ms per 1.28s or 2.56s
	periodic

	
	page scanning
	11.25ms per 1.28s or 2.56s
	periodic

	
	SNIFF event
	1.25ms～5ms per 640ms～1.28s
	periodic

	
	inquiry response
	0.625ms
	non-periodic

	
	extended inquiry response
	0.625ms
	non-periodic

	
	first slave page response
	0.625ms
	non-periodic

	
	master page response
	1~4 retransmission (0.625ms~2.5ms)
	non-periodic

	
	second slave page response
	1~4 retransmission (0.625ms~2.5ms)
	non-periodic

	
	first packet master
	1~32 retransmission (0.625ms~20ms)
	non-periodic

	
	first packet slave
	1~32 retransmission (0.625ms~20ms)
	non-periodic

	long-term

events
	inquiry
	could last for several seconds
	periodic /non-periodic
(configurable)

	
	paging
	could last for several seconds
	non-periodic


Table 2.2 WiFi events during connection setup

	Events
	Duration
	Periodic or not

	short-term events
	active scanning
	tens of milliseconds
	non-periodic

	
	beacon reception and transmission
	1~3ms per 102.4ms
	periodic

	long-term

events
	passive scanning
	hundreds of milliseconds per few minutes
	periodic

	
	association
	hundreds of milliseconds
	non-periodic

	
	authentication
	hundreds of milliseconds
	non-periodic


Long-term events

Currently, BT SIG is specifying the time domain solutions for the coexistence of BT and TDD Mobile Wireless Standards (MWS) systems, e.g. LTE, WiMAX [4]. Clock nudging based solution will be adopted to solve the coexistence issues for long-term BT events, e.g. inquiry and paging. The main idea of clock nudging is that when inquiry/paging device repeats the inquiry/paging procedure, it will add an offset to the BT clock to ensure that the transmission IDs on a set of frequencies occur in different times relative to the uplink/downlink portions of the MWS frame. Therefore, protecting BT long-term events could mainly rely on solutions from BT side. With respect to WiFi side, since there is no corresponding solutions from WiFi side till now, if really needed UE could mainly rely on TDM or LTE power control solution to protect the WiFi long-term events. Besides these solutions, it is possible that autonomous denial could also be rarely used as a complementary solution to aid the protection of long-term events.
Short-term events

For non-periodic short-term events, normally autonomous denial can be an appropriate choice if other solutions cannot be used. 
As to periodic short-term events, autonomous denial could be used but should not be performed frequently. For example, beacon reception is important for the STA to maintain synchronization and to receive buffered data, and hence successful reception of most of the beacons should be ensured. Assuming that average 2ms is needed for one beacon reception (nominally 102.4ms period) and the acceptable LTE loss rate caused by UE autonomous denial is 1%, in order to protect the operation of LTE link adaptation loops, UE can at most denies 5 times for  beacons reception in 1s. If the number of collided beacons is much more than 5 and UE performs LTE denies as soon as UL transmission is overlapped with beacon reception, the LTE performance degradation  may become unacceptable and  link adaptation problem may occur. Thus, it seems that only applying autonomous denial to guarantee the beacon reception is not sufficient. As analyzed in [5], if DRX with 128ms cycle and 50ms on-duration time is configured for beacon reception, at least 2 out of 5 beacons will collide with LTE active time, i.e. about 4 beacons that will collide with LTE active time in 1s. In this case, if autonomous denial is further used to protect the reception of the 4 beacons within LTE active time, the impact on performance is still under the control (less than 1%). 
In our understanding, frequency of denial and tolerable impact on performance are the main factors to determine whether autonomous denial can be used or not. With respect to in which case the UE should perform autonomous denial, it is hard to assert autonomous denial is always allowed to protect some ISM events but always prohibited for else. Furthermore, it seems not a nice way to exhaustively list all the ISM important events autonomous denial should be used in LTE specification, especially considering that possibly new ISM events will be defined in the future.  Therefore, it is proposed:
Proposal 1 It is not necessary to specify the detailed rare cases (e.g. inquiry response) in stage-3 specification and it is left to UE implementation to decide in which case autonomous denial should be performed.
3 How to limit the use of autonomous denial
As discussed above, long-term rare events are mainly solved by LTE long-term solutions such as TDM, power control, or BT solutions and autonomous denial are mainly used for short-term rare events. In order to keep the autonomous denial short and infrequent, it is necessary for the network to limit the use of UE autonomous denial. During the previous meetings, several solutions were proposed as listed below:

1) Configure the upper limits for UL denials in long term as well as in short term [6].

2) Specify a limit on the duration of autonomous denial as well as the maximum number of autonomous denial in a specified period [7].

3) Introduce network controlled configuration of prohibit timers and maximum number of TTIs the UE can autonomously deny [8].

We also think that network restricts the total number of denials within a long-term period is beneficial to ensure the UE using autonomous denial in a controllable and acceptable way. However, to what extent excessive denials in a short period will impact the link adaptation algorithm depends on eNB implementation. After all, the restriction of autonomous denials in a long-term period will reduce the impact to link adaptation to a large extent. We prefer leaving the remaining impact of short-term autonomous denials, if exist, to eNB implementation to avoid. 
Proposal 2 Network can limit the use of UE autonomous denial by configuring UE a denial rate for a long period. 
Proposal 3 It is better left to eNB implementation to avoid the impact of autonomous denials in a short duration. 

4 Whether additional feedback to reduce the impact of autonomous denial is needed?
After the network configures UE the autonomous denial rate, it will take the autonomous denial rate into account (e.g. increase the allowed PDCCH loss rate) so as to ensure the normal operation of link adaptation. However, it is possible that UE doesn’t apply autonomous denial at all, and in this case the increased PDCCH loss rate due to poor link condition may not be detected. Some potential solutions to overcome this ambiguity include:

1) UE indicate the network that how many TTIs it denies in a specified period. In order to avoid link adaptation problem, the indication should be sent before the update time of eNB link loop control. This method needs UE to know the update time of link loop control. 
2) UE indicates the network every time it applies autonomous denial. This solution does not require UE to know the update time of link loop control, but it consumes more signaling overhead. 
These feedbacks can make the eNB aware of how much the autonomous denial contributes to increased PDCCH loss rate, but such kind of additional information has very limited usefulness for reducing the impact of autonomous denial and thereby not worthy to be introduced.
Proposal 4 Additional feedback to indicate the denials UE performed is not worthy to be introduced.
5 Conclusions and Proposals

This contribution discusses the LTE autonomous denial solution for IDC interference avoidance, and the following proposals are given:
Proposal 1 It is not necessary to specify the detailed rare cases (e.g. inquiry response) in stage-3 specification and it is left to UE implementation to decide in which case autonomous denial should be performed.
Proposal 2 It is better left to eNB implementation to avoid the impact of autonomous denials in a short duration.

Proposal 3 Network can limit the use of UE autonomous denial by configuring UE a denial rate for a long period. Whether there is a need to limit the number of autonomous denials in a short duration is FFS. 

Proposal 4 Additional feedback to indicate the denials UE performed is not worthy to be introduced.
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