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1. Introduction
At RAN#53 in Japan, a new Work Item “Enhancement of Minimization of Drive Tests for E-UTRAN and UTRAN” (RP-111361) [1] was approved for Release 11, which aims to provide further enhancements of MDT in terms of coverage optimisation and QoS verification. Specifically, it is required to take into account the user-perceived non-availability of connection, e.g. at lack of coverage, frequent connection recovery or frequent handover. The actual coverage is assumed to be verified primarily with other (than QoS) measurements defined for coverage optimization use cases.
At RAN2#78 meeting in Prague, the accessibility issue was discussed, and the following agreements were reached:

1. Logging of failed RRC Connection establishments will be supported for LTE and UMTS, i.e., a log will be created when the RRC connection establishment procedure fails. The trigger for storing information related to a failed RRC connection establishment is T300 expiry.
2. As a baseline, the UE shall store the following information related to the failed RRC connection establishment:

a) ECGI of serving cell (cell which the UE attempted to access)

b) Latest radio measurements for any frequency or RAT

c) Latest geo-location information (if known)
3. We will use an RLF-like reporting mechanism, i.e., the UE stores just the latest failure and sends an indication in the RAT in which it was recorded and the network may retrieve it. No configuration. No logging of multiple failures.

4. FFS whether the following information is required to be logged:
1) Number of Random Access Preambles transmitted

2) Indication whether the maximum transmission power was used

3) Number of Msg3’s sent

4) Contention detected

5) Time stamp
There was an email discussion happened following RAN2#78 [2], addressing the above open issues, but the discussion did not dig too deep on the related procedures. This paper aims to provide more detailed analysis on relative scenarios and give our proposals.
2. Discussion
2.1. Network diagnostics principles of connection unavailability
The connection unavailability is mainly caused by coverage problem and interference, it can be perceived by various ways including: unsatisfactory RSRP/RSRQ measurement, RLF, RA failure, handover failure, etc. Some of the perception manners have been covered in the pre-R11 functions, such as MDT and SON, but the network is not able to acquire a whole picture of un-accessibility. With SON functionality, the UE is able to report its RLF information to the network with its history of RLF in the cells it has passed through, and the RLF occurred during handover can cover the scenario of HO failure.
From the above analysis, it can be seen that the RA failure in idle mode which is not followed by a successful connection setup procedure cannot be reported to the network so far. This should be enhanced using MDT method, i.e., by logging the events of RA failures and reporting them to network. It has been decided in the last meeting that the event of T300 expiry will trigger the logging of RA failure, and later reported to the network to realize accessibility tracking, only one entry with the latest triggered event is logged. However, the differentiation between PRACH and other channels has not been realized, this is not enough for deep diagnostics performed by the network. 
2.2. Information selected for network diagnostics
This section gives detailed analysis on the RRC connection establishment procedure and try to answers the remaining questions, following the steps included in the RRC connection establishment procedure as listed in Table 1 below. A more detailed message sequence chart can be found in Annex 2 of this paper, which is extracted from [3].
Table 1: A typical message sequence chart for access
	Message sequence
	Comment

	UE ( eNB
	Pre-amble transmission (RACH)

	eNB ( UE
	Timing Adjustment and UL Grant (DL-SCH)

	UE ( eNB
	RRC Connection Request message (CCCH) which includes either TMSI or random reference (TMSI if attached for MME selection)

	eNB ( UE
	RRC Connection Setup message (CCCH) for the selected UE identity in the RRC Connection Request message

	UE ( eNB
	RRC Connection Setup Complete message (DCCH)


Since the RRC Connection Setup Complete message is carried on DCCH, and the RRC connection establishment procedure has been completed upon UE reception of RRC Connection Setup message, so the Connection Setup Complete message is not in the scope of RA procedure or un-accessibility issue, it could be excluded from the discussion. Therefore, only Steps 1-4 need to be analyzed against accessibility issue.
Step 1/2: Preamble transmission and RAR reception
If the maximum number of preamble transmissions preambleTransMax is reached before T300 expiry, a Random Access Problem is reported to RRC, but the PREAMBLE_TRANSMISSION_COUNTER will not be reset. After a random backoff time, a new RA procedure is initiated and PREAMBLE_TRANSMISSION_COUNTER is incremented, until T300 expiry. For network diagnostics purpose, the event of reaching preambleTransMax is not enough to reflect the failure of RA procedure. However, the actual number of preamble transmissions can give a whole picture of the efforts that the UE has made.
With the increment of PREAMBLE_TRANSMISSION_COUNTER, the transmission power of preamble shall also be incremented, following the equation below:
PPRACH = min{
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PREAMBLE_RECEIVED_TARGET_POWER = preambleInitialReceivedTargetPower + DELTA_PREAMBLE + (PREAMBLE_TRANSMISSION_COUNTER – 1) * powerRampingStep;
From the PRACH power formula above, it can be seen that the PRACH power is linked to the number of preamble transmissions. That is, according to PREAMBLE_TRANSMISSION_COUNTER, the UE and network are able to get the maximum transmission power used by the failed RA procedure. If the parameter “Number of Random Access Preambles transmitted” is recorded by the UE and reported to the network, there is no need to log and report “Indication whether the maximum transmission power was used”, because they are duplicate information.
Observation 1: If the parameter “Number of Random Access Preambles transmitted” is recorded by the UE and reported to the network, there is no need to log and report “Indication whether the maximum transmission power was used”.
To select between the two parameters, it seems that the number of preamble transmissions can give more information to the network, i.e., the efforts that have been made by the UE. In addition, the maximum transmission power can be extracted from the number of RA attempts.
Proposal 1: “Number of Random Access Preambles transmitted” is necessary to be logged.
Proposal 2: “Indication whether the maximum transmission power was used” is not necessary to be logged.
Step 3/4: RRC Connection Request and RRC Connection Setup messages (CCCH)
Following the successful reception of Msg2 with UL grant and timing for Msg3, UE shall send RRC Connection Request message in Msg3 to the network. If the RRC Connection Setup message is not received before T300 expiry, a connection failure event is deemed happened, this is the trigger for accessibility issue logging.
The difference between the number of RA attempts and the number of Msg3 transmissions is that: RA attempts are used for diagnostic of PRACH coverage and interference, while Msg3 is more related to the radio link problem of PDCCH and shared channels. However, PDCCH and shared channels have already been well monitored and controlled by existing mechanisms, such as power control, RRM/CQI measurements, AMC and HARQ procedures, there is no need to monitor their problems by MDT method. Therefore, there is no need to log the number of Msg3’s in the scope of MDT.
Proposal 3: “Number of Msg3’s sent” is not necessary to be logged.

In addition to the information of RA attempts, the information on whether contention has occurred is also important for network diagnostics. The number of contentions observed can reflect the congestion level of the network. According to this information, the network can optimize the RACH configuration parameters, such as the number of PRACH resources, split of preambles between Group A, B and the dedicated preambles, etc. 
Proposal 4: “Contention detected” is necessary to be logged.

The necessiry of Timestamp to be logged:
In general, the timestamp is necessary for MDT purpose, this also applies to the accessibility measurement. With timestamp information, the network can identify whether the RA failure took place in a timeframe when a network maintenance operation was performed. However, the accuracy of the timestamp does not need to be strictly precise, it is needed only for network maintenance purpose. To reduce the amount of information transmitted over air interface, it is suggested that the accuracy of the timestamp can be at minute level.
Proposal 5: Time stamp information is necessary to be logged, and the granularity of time can be at minute level.
3. Conclusion
This contribution discusses the necessity of various information to be logged, the following observation and proposals are given:
Observation 1: If the parameter “Number of Random Access Preambles transmitted” is recorded by the UE and reported to the network, there is no need to log and report “Indication whether the maximum transmission power was used”.

Proposal 1: “Number of Random Access Preambles transmitted” is necessary to be logged.

Proposal 2: “Indication whether the maximum transmission power was used” is not necessary to be logged.

Proposal 3: “Number of Msg3’s sent” is not necessary to be logged.

Proposal 4: “Contention detected” is necessary to be logged.

Proposal 5: Time stamp information is necessary to be logged, and the granularity of time can be at minute level.
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Annex 2: RA message sequence chart
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Figure 1: Behaviour of MAC and RRC layer during RA procedure for initial access
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