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1. Introduction

In RAN2#76, it was agreed that:

1
Autonomous denial can be considered as solution for rare cases if other solutions cannot be used

2
Additional restriction and methods to reduce the impact of the network will be discussed. 

3
We will also discuss further the definition of “rare”.

In this contribution, we put forward our view mainly on the second point.
2. Discussion
It was agreed that the UE can apply autonomous denial to LTE UL transmissions to protect rare events (such as rare BT connection setup and WLAN connection setup) for both BT and WLAN. 
As tabulated in [1], there are non-periodic events during BT connection setup (such as inquiry response, extended inquiry response, first and second master/slave page response, 1st master/slave packet) and WiFi connection setup (such as active scanning etc) and the duration of such events ranges between 0.625ms and 10s of milliseconds. This can benefit from occasional LTE autonomous denial. 
As explained in [4] and [6] contributions, the UL link adaptation of the LTE will be affected by the autonomous UL LTE denial. Furthermore, the DL throughput may suffer if PUCCH containing ACK/NACK or PUSCH which maybe multiplexed with ACK/NACK are being denied transmissions. Also UL resources may also be wasted as the resources for the UL transmission and also retransmissions are not actually used. Hence addition restriction and methods are needed to reduce and eliminate some of these issues.

3 general approaches were proposed in solving the above problem:

Approach#1: Set a limit for any events [2]
Approach#2: Inform network of the possible denial prior to the event [4, 5]
Approach#3: Feedback to the network of the denial after the event [4]
For Approach#1, there are 2 definitions of the limit. One definition is to set an upper limit to control the maximum the UE can use autonomous denial on LTE UL transmission. Another definition is to set a limit that will be acceptable to the UL link adaptation of the eNB. The first one is mainly to ensure that the UE does not use the autonomous denial for events other than for rare events or excessively use of autonomous denial. However it does not solve the impact that continuous denial may have to the UL link adaptation (e.g. in the case of WiFi active scanning etc.). The second definition of the limit is intended for this purpose. However such limit depends on how the eNB implements its UL link adaptation algorithm and it may be too restrictive for any use even for the rare events.

For Approach#2, whenever the UE wants to use autonomous denial, it will inform the eNB that it is going to perform autonomous denial for a certain period of time and the eNB can take this into account (e.g. DTX due to no transmission of PUSCH as PDCCH loss, reduce allocation of UL grant for the UE for that period of time). However, the rare events (e.g. BT connection setup) may occur before the IDC Indication which is agreed to be triggered due to ongoing interference in serving and non-serving frequencies. This may mean that there will be extra signalling overhead.
For Approach#3, whenever the UE uses autonomous denial in certain UL subframes, it will feedback to the eNB that the amount of denial it has used over a period of time. However, such information may not be useful as the missing PUSCH will have influenced the UL link adaptation algorithm and depending on the eNB implementation, it may not be possible to reverse the changes eNB has made to the UL link adaptation of the UE
Based on the above, it can be seen that there is a need to provide a maximum denial rate in which the UE can use autonomous denial of the UL LTE transmissions to prevent the UE for using denial excessively and from using it for events other than the rare ISM signalling.
Proposal#1: Network shall be allowed to configure maximum denial rate for rare ISM signalling and prevent excessive denial by UE. 
For protecting the UL link adaptation, it is also important to limit the continuous denials within a certain period for events like rare BT and WiFi connection setup (e.g. probe request/response etc.). There are 2 methods: Approach#1 with an upper limit over a short period or sending an indication or feedback like Approach#2 or #3. We are not sure whether setting a limit over short period is sufficient for the UE to succeed for such rare non-periodic BT and WiFi connection setup events. An indication like Approach#2 maybe needed to inform the network for such pending events. The eNB can use this information to protect the UL link adaptation. Since this event is rare and non-periodic, the extra signalling overhead is probably acceptable.
Proposal#2: UE shall inform the eNB on the possible continuous denial prior to the non-periodic rare events.
Also as tabulated in [1], there are periodic events during BT connection setup (inquiry scanning, paging scanning, Sniff) and WiFi connection setup (passive scanning/beacon receptions and transmissions).  Periodic events in BT connection setup are short duration with respect to the periodicity. Proposal 1 is probably sufficient to deal with these events. Alternatively, if gap solution is adopted for the TDM solution, such events can easily be dealt with by the network providing the appropriate gap patterns. Likewise for the periodic events related to the WiFi connection setup case, if gap solution is adopted, the beacon reception and transmission can also be easily dealt with by the network. If TDD solution is based on the DRX mechanism and the duration of these periodic events are a concern, there are 3 options to align the unscheduled period with the beacon:

A. New DRX cycles need to be included 
B. Network has to periodically reconfigure the DRX
C. Apply the existing DRX mechanism and use appropriate limit on the amount denials permitted in Proposal 1 [1]

For Option A, as the duty cycle of the beacon is non-integer (102.4ms), it is difficult to design new DRX cycle based on a non-integer duty cycle of the beacon. Furthermore, it will restrict the network on performing DRX if it has to adopt this DRX cycle when WiFi is being used by the mobile. Hence this option is not preferred.
For Option B, depending on the DRX settings, the reconfiguration may be quite frequent if it is used for beacon receptions and transmissions.
Option C is the simplest approach (no further enhancement on top of Proposal 1 is needed) but it depends on the unscheduled period and the DRX cycle. As in [1] with beacon receptions and transmissions, there will be 4 beacons that will collide with LTE UL every 1s using 50ms as the scheduled period and 128ms as the DRX cycle. With beacon duration of 2ms, it will be just below 1% LTE loss rate. However if the scheduled period is 80ms, the collision rate will be higher and the denial limit will be higher. 
In view of the above shortcomings using the DRX mechanism for periodic event, it is proposed that:

Proposal#3: If gap solution is adopted, the periodic events related to BT/WiFi connection setup (e.g. passive scanning and beacon receptions and transmissions) can easily be resolved by UE providing the unscheduled period and the duty cycle as with other usage scenarios.
3. Summary

It is requested that RAN2 discuss the proposals:

Proposal#1: Network shall be allowed to configure limit over a long period for rare ISM signalling and prevent excessive denial by UE. 

Proposal#2: UE shall inform the eNB on the possible denial prior to the non-periodic rare event with long duration.

Proposal#3: If gap solution is adopted, the periodic events related to BT/WiFi connection setup (i.e. passive scanning and beacon receptions and transmissions) can easily be resolved by UE providing the unscheduled period and the duty cycle as with other usage scenarios.

References:

[1] R2-121150
Consideration on Autonomous denials; CMCC
[2] R2-121650
Autonomous denials for rare signaling; Ericsson, ST-Ericsson 
[3] R2-121482
Autonomous denial constraints discussion; Renesas Mobile Europe Ltd. 
[4] R2-121686
Restrictions on Autonomous denial; Motorola Mobility
[5] R2-121583
Restricting Frequency and Limiting Impact of Autonomous Denials; InterDigital Communications

[6] R2-114440, “LTE Autonomous Denials for ISM Connection-Setup Events”, Qualcomm Incorporated

- 1 -

