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1. Introduction
In previous RAN2 meeting, the logging trigger for accessibility use case were agreed as follows:

	Agreements
1
Logging of failed RRC Connection establishments will be supported for LTE and UMTS, i.e., a log will be created when the RRC connection establishment procedure fails. 

2
FFS whether the MDT log should allow to distinguish whether the RACH procedure was not successful or whether T300 expired. 


This paper discusses the FFS part of the previous meeting agreement, i.e., the logging contents when RRC Connection establishment failure occurs.
2. Discussion 
Figure 1 illustrates and summarizes the behaviour and relation between MAC layer and RRC layer according to the specifications [1,2]. Random Access procedure consists of Msg.1, Msg.2, Msg.3 and Msg.4. For initial access, typically Msg.3 conveys RRCConnectionRequest and Msg.4 conveys RRCConnectionSetup. The can be summarized as follows:
· From MAC layer point of view, the Random Access procedure might fail in during: 
· Random Access Response reception part (Msg.1 transmission, msg.2 reception)

· Contention resolution part (msg.3 transmission, msg.4 reception)

· When failure occurs in each part, the number of preamble transmission is incremented and the procedure  starts from selection of Random Access resource and msg.1 (RACH preamble) transmission. 
· When the number of RACH preamble transmission exceeds a given maximum number, the MAC layer will inform the upper layer that “Random Access problem” occurs. (See Annex)
· Even if the number of preamble transmission exceeds the given maximum number, the number of RACH preamble transmission is NOT reset, but incremented once the procedure goes back to the Msg.1 (RACH preamble) transmission. (See Annex)
· Even if the number of preamble transmission exceeds the given maximum number,  as long as the upper layer does not indicate MAC reset, the Msg. 3 buffer is kept and RA procedure is performed after applying the backoff timer in the UE. (See Annex)
· Even after the number of preamble transmission exceeds a given maximum number, RA procedure may still be successful (before T300 expiry).
This may happen due to RACH congestion is becoming better such that the UE is able to successfully perform RA procedure even after “Random Access problem” is detected. 
Note that successful RACH attempt is covered as part of RACH optimisation SON function, i.e., by reporting the number of preamble transmission.

· Once the T300 expired, triggered by upper layer, MAC is reset and msg. 3 buffer is flushed. In RRC layer, RRC Connection establishment fails.
Observation 1: 
Logging the “Random Access problem” (when maximum number of preamble transmission is reached) does not give information about which part of the RA procedure (i.e., random access response reception part, or contention resolution part) that fails.
Observation 2:
Logging the “Random Access problem” (when maximum number of preamble transmission is reached) does not mean that RRC Connection establishment fails, because retransmission of RA procedure does not stop due to this, and therefore successful RA procedure (which lead to successful RRC Connection establishment)  may occurs afterwards.
“Random Access problem” may not be useful to the network, since it does not indicate whether any optimization is needed.
Observation 3: 
The RA procedure transmission in MAC layer will only stop once the upper layer indicate to perform MAC reset, then the trigger that would show RRC Connection establishment failure is “T300 expiry”.
Therefore, we think it would be enough to log T300 expiry together with logging the failure of RRC Connection establishment.
Proposal:
Only T300 expiry should be logged together with the RRC Connection establishment failure.
3. Summary and Proposal

This document discussed the behaviour of MAC and RRC layer during Random Access procedure for initial access.

The following were observed:

Observation 1: 
Logging the “Random Access problem” (when maximum number of preamble transmission is reached) does not give information about which part of the RA procedure (i.e., random access response reception part, or contention resolution part) that fails.

Observation 2:
Logging the “Random Access problem” (when maximum number of preamble transmission is reached) does not mean that RRC Connection establishment fails, because retransmission of RA procedure does not stop due to this, and therefore successful RA procedure (which lead to successful RRC Connection establishment)  may occurs afterwards.
“Random Access problem” may not be useful to the network, since it does not indicate whether any optimization is needed.

Observation 3: 
The RA procedure transmission in MAC layer will only stop once the upper layer indicate to perform MAC reset, then the trigger that would show RRC Connection establishment failure is “T300 expiry”.
The following was proposed:

Proposal:
Only T300 expiry should be logged together with the RRC Connection establishment failure.
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Figure 1: Behaviour of MAC and RRC layer during RA procedure for initial access

ANNEX

Random Access Response reception not successful case:
	If no Random Access Response is received within the RA Response window, or if none of all received Random Access Responses contains a Random Access Preamble identifier corresponding to the transmitted Random Access Preamble, the Random Access Response reception is considered not successful and the UE shall:

-
increment PREAMBLE_TRANSMISSION_COUNTER by 1;

-
If PREAMBLE_TRANSMISSION_COUNTER = preambleTransMax + 1:

-
indicate a Random Access problem to upper layers.

-
if in this Random Access procedure, the Random Access Preamble was selected by MAC:

-
based on the backoff parameter in the UE, select a random backoff time according to a uniform distribution between 0 and the Backoff Parameter Value;

-
delay the subsequent Random Access transmission by the backoff time;

-
proceed to the selection of a Random Access Resource (see subclause 5.1.2).


Contention Resolution is not successful case: 
	-
if the Contention Resolution is considered not successful the UE shall:

-
flush the HARQ buffer used for transmission of the MAC PDU in the Msg3 buffer;

-
increment PREAMBLE_TRANSMISSION_COUNTER by 1;

-
If PREAMBLE_TRANSMISSION_COUNTER = preambleTransMax + 1:

-
indicate a Random Access problem to upper layers.

-
based on the backoff parameter in the UE, select a random backoff time according to a uniform distribution between 0 and the Backoff Parameter Value;

-
delay the subsequent Random Access transmission by the backoff time;

-
proceed to the selection of a Random Access Resource (see subclause 5.1.2).


T300 expiry behaviour:
	5.3.3.6
T300 expiry

The UE shall:

1>
if timer T300 expires:

2>
reset MAC, release the MAC configuration and re-establish RLC for all RBs that are established;

2>
inform upper layers about the failure to establish the RRC connection, upon which the procedure ends;
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