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1. Introduction 
With more and more UEs in the network, the access control is becoming more important for network especially in high overload scenarios. Currently, there are some schemes to control UEs to access the network in standards. However, it is still not sufficient for the existing network to meet the control need. 
In this paper we attempt to trigger a discussion on further access control and present our view on how this problem can be mitigated by the network side.
2. Discussion 
2.1. Background
Currently, more and more smart phones enter in the network, causing network facing the overload challenge because of all kinds of application services. 
According to existing specification, network can control UE connecting the network by setting the Access Class Barred of normal cell access, Domain Specific Access Control and Paging Permission with Access Control, or configuring wait time to notify UE not to originate again the request that was refused. In this section, we will analyze the shortcomings of current methods and present possible solutions.
2.2. Access Class Barring
According to [1], the network controls UEs’ initial access by setting “Access Class Barred” of Cell Access Restriction. Then in Release 6, we introduced Domain Specific Access Control, which can allow the network to differentiate the service domains and configure corresponding “Access Class Barred”. For Release 8 UEs and upwards, the Paging Permission with Access Control to control UEs’ access was introduced to control access of MT call and location/registration area update.  The IE "Access Class Barred" is showed in detail as the below table.
	Access Class Barred list
	CV-SIB3-MD
	maxAC
	
	Default is no access class barred is applied.

The first instance of the parameter corresponds to Access Class 0, the second to Access Class 1 and so on up to Access Class 15. UE reads this IE of its access class stored in SIM.
	

	>Access Class Barred
	MP
	
	Enumerated (barred, not barred) 
	
	


      *maxAC equals 16 and the value 10~15 is used for special services.

The above ACB functions are achieved by barring one or more ACs from 0~9, i.e., the control granularity is 10% if this mechanism is adopted. The control scale seems a bit too large for real network to implement, which may lead to access rate fluctuation.
In order to avoid barring specific UEs of certain access class for a long time, network need to update SIB3 to bar different ACs in turn in case of network congestion, besides, SIB3 would need to be updated according to network load situation. Frequent updating of SIB3 would bring several problems, e.g., paging increasing due to system information change and value tag wrap-around during short time. A second problem may occur, where a UE, not obtaining the latest SIB if value tag value unchanged, keeps the same SIB configurations after state transition or cell reselection. Observation 1: Current granularity of Access Control is too coarse and SIB3 updating is considered less efficient for real network implementation.
A possible straight forward enhancement could be to introduce a barring factor for each barred AC and broadcast it in SIB7 to further provide a refined control.  
Based on the discussion above, we believe that:                       

Proposal 1: It is kindly suggest RAN2 to consider the limitation of current Access control scheme and study the potential solutions to more efficiently control UEs’ initial access. 
2.3. Wait time
Another approach for network to handle the congestion according to the current specifications is to set “wait time” in RRC connection reject or Cell Update Confirm message to avoid UE accessing continuously. From implementation point of view, UTRAN may have requirement to delay the UE accessing on PS domain without impacting CS access in congestion scenario, in order to maintain the good QoE for voice call. However, current wait time mechanism doesn’t differentiate the service domain. Furthermore, if a dedicated wait time for PS domain can be introduced, the current configurable upper value of wait time can be extended to be greater than 15s. 
Observation 2: Current “wait time” scheme can not differentiate CS traffic and PS traffic which may lead to CS QoE decreasing.
A possible straight forward enhancement could be to introduce separate wait time for PS and CS domain with different configured values.

As stated in the previous section, we can conclude that:

Proposal 2: It is kindly suggest RAN2 to consider the limitation of current wait time scheme and identify simple solutions to enhance it. 
3. Conclusion

In this contribution, we made a general analysis on the limits of the current Access Control mechanisms and present potential solutions, RAN2 is kindly asked to discuss and consider our proposals:
Proposal 1: It is kindly suggest RAN2 to consider the limitation of current Access control scheme and study the potential solutions to more efficiently control UEs’ initial access. 
Proposal 2: It is kindly suggest RAN2 to consider the limitation of current wait time scheme and identify simple solutions to enhance it. 
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