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1   Introduction

In RAN2#77bis meeting, RAN2 had a fruitful outcome on multiple-TA topic, and many conclusions were achieved. Stage 3 Control Plane work will be started from RAN2#78 meeting. In this contribution, we discuss the signalling for TAG related configuration and share our opinions.
2   Discussion
In this paper, we discuss following issues:

· How to signal TAG configuration?

· How to handle TAG related configurations upon SCell addition/modification/ release, handover or re-establishment? 
2.1   Signalling for sTAG configuration
According to current conclusions on MTA, the TAG configuration only contains “TAG identity” and “TAT timer value”. Naturally, there are following two methods:

· Option1: TAG configuration is separately signalled from SCell configuration.
Common configuration includes “TAG identity” and “TAT timer”; “TAG identity” is contained in SCell configuration separately; 
· Option2: Signalling of TAG configuration is per cell.
“TAG identity” and “TAT timer” are contained in SCell configuration;
TAG configuration is common for cells belonging to the TAG. It is natural that signalling of the configuration is per TAG. Considering it is possible that new fields will be added into TAG configuration in future, option 1 has better forward compatibility. Moreover, Option2 causes data redundancy and even possible data inconsistency, which should be avoided in principle. Therefore, we suggest:

Proposal 1:  
TAG configuration is separately signalled, not per cell.
If there is not one configured SCell in a sTAG, i.e. empty sTAG, the related TAG configuration is meaningless. Therefore, we think empty sTAG is unnecessary, and the sTAG configuration should be removed when the last SCell within the sTAG is released. How is the sTAG released? There are two alternatives: 

· Explicit release by eNB, or
·  Autonomous release by UE. 
Considering autonomous release by UE is simpler. Therefore we propose
Proposal 2: 
Empty sTAG should be autonomously released by UE when there is no configured cell within the sTAG. 
2.2   signalling of sTAG identity upon SCell addition
TAG identity is an important and tight-related parameter to one SCell. Therefore, we have a little preference to put TAG identity in the IE SCellToAddMod-r10 rather than the IE PhysicalConfigDedicatedSCell-r10. 
Proposal 3: 
The IE SCellToAddMod-r10 is extended to include TAG id.
In RAN2#77 meeting, it was agreed that the identity of the pTAG (the TAG containing the PCell) is always zero. There is a question whether the TAG identity is mandatory present or not upon SCell addition for the SCells belonging to the pTAG. 

· Option1: TAG identity is mandatory present upon SCell addition.

· Option2: TAG identity is regarded as zero if the TAG identity field is absent upon SCell addition.

According to the prior agreed guidance, the TAG identity should be optional since it is a new extended field in Release-11. Considering in most cases, the SCell belongs to the same TAG with PCell, option 2 can save signalling overhead. Moreover, a Rel-11 UE in the Rel-10 network can not receive any TAG identity and shall consider the SCell belonging to pTAG. In such case the UE behaviour is same as Option2. Therefore, we prefer option2.

Proposal 4: 
TAG identity is regarded as zero if the TAG identity field is absent upon SCell addition.
RAN2 had agreed supporting of the TAG change for SCell. It is obvious that TAG identity should be considered as unchanged if the TAG identity field is absent upon SCell modification.

Observation 1: TAG identity should be considered as unchanged if the TAG identity field is absent upon SCell modification.
2.3   sTAG handling upon handover
In this section we discuss how to handle the TAG configurations upon handover. There are the following handover cases:

· Case1: inter-eNB handover

All the SCells configured by source will be released. Then all the sTAGs will be released by UE autonomously if no any new SCells are configured for original sTAGs by target. 

· Case2: intra-eNB handover, and the target PCell is a newly added cell.

The SCells in the source pTAG should be re-assigned a new TAG identity if the SCells have different TAG with target PCell since the TAG identity “0” is only used for pTAG.

· Case3: intra-eNB handover, and the target PCell is a SCell of pTAG

The original TAG id could be used.
· Case4: intra-eNB handover, and the target PCell is a SCell of sTAG
Similar to case 2.

From above analysis, we can see network can control sTAG configuration well upon HO. We propose:

Proposal 5: Upon handover, UE does not autonomously release any sTAG configuration unless there is no configured cell within the sTAG.
Proposal 5bis: 
Upon handover, the target can reuse original TAG id/configurations or allocate new TAG id/configurations for new SCell.
2.4   sTAG identity handling upon re-establishment
In Rel-10, all the source serving cells are released upon re-establishment. There is no essential difference about re-establishment between Rel-11 and Rel-10. Therefore, 
Proposal 6:
sTAG configurations should be released upon re-establishment.
3   Conclusion

In this contribution, we discuss how to design the signalling for TAG related configuration. We propose:
Proposal 1:  
TAG configuration is separately signalled, not per cell.
Proposal 2: 
Empty sTAG should be autonomously released by UE when there is no configured cell within the sTAG. 
Proposal 3: 
The IE SCellToAddMod-r10 is extended to include TAG id.
Proposal 4: 
TAG identity is regarded as zero if the TAG identity field is absent upon SCell addition.
Proposal 5: Upon handover, UE does not autonomously release any sTAG configuration unless there is no configured cell within the sTAG.
Proposal 5bis: 
Upon handover, the target can reuse original TAG id/configurations or allocate new TAG id/configurations for new SCell.
Proposal 6:
sTAG configurations should be released upon re-establishment.
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5   Text Proposal (TS 36.331 va50)
5.3.5
RRC connection reconfiguration

5.3.5.1
General
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Figure 5.3.5.1-1: RRC connection reconfiguration, successful
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Figure 5.3.5.1-2: RRC connection reconfiguration, failure

The purpose of this procedure is to modify an RRC connection, e.g. to establish/ modify/ release RBs, to perform handover, to setup/ modify/ release measurements, to add/ modify/ release SCells. As part of the procedure, NAS dedicated information may be transferred from E-UTRAN to the UE.

5.3.5.2
Initiation

E-UTRAN may initiate the RRC connection reconfiguration procedure to a UE in RRC_CONNECTED. E-UTRAN applies the procedure as follows:

-
the mobilityControlInfo is included only when AS-security has been activated, and SRB2 with at least one DRB are setup and not suspended;

-
the establishment of RBs (other than SRB1, that is established during RRC connection establishment) is included only when AS security has been activated;

-
the addition of SCells is performed only when AS security has been activated;

5.3.5.3
Reception of an RRCConnectionReconfiguration not including the mobilityControlInfo by the UE

If the RRCConnectionReconfiguration message does not include the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:
1>
if this is the first RRCConnectionReconfiguration message after successful completion of the RRC Connection Re-establishment procedure:

2>
re-establish PDCP for SRB2 and for all DRBs that are established, if any;

2>
re-establish RLC for SRB2 and for all DRBs that are established, if any;

2>
if the RRCConnectionReconfiguration message includes the fullConfig:

3>
perform the radio configuration procedure as specified in section 5.3.5.8;

2>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

3>
perform the radio resource configuration procedure as specified in 5.3.10;

2> resume SRB2 and all DRBs that are suspended, if any;

NOTE 1:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

NOTE 2:
The UE may discard SRB2 messages and data that it receives prior to completing the reconfiguration used to resume these bearers.

1>
else:

2>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

3>
perform the radio resource configuration procedure as specified in 5.3.10;

NOTE 3:
If the RRCConnectionReconfiguration message includes the establishment of radio bearers other than SRB1, the UE may start using these radio bearers immediately, i.e. there is no need to wait for an outstanding acknowledgment of the SecurityModeComplete message.

1>
if the received RRCConnectionReconfiguration includes the sCellToReleaseList:

2>
perform SCell release as specified in 5.3.10.3a;
1>
if the received RRCConnectionReconfiguration includes the sTAG-ToAddModList:

2>
perform sTAG addition or modification as specified in 5.3.10.3c;
1>
if the received RRCConnectionReconfiguration includes the sCellToAddModList:

2>
perform SCell addition or modification as specified in 5.3.10.3b;

1>
if the RRCConnectionReconfiguration message includes the dedicatedInfoNASList:

2>
forward each element of the dedicatedInfoNASList to upper layers in the same order as listed;

1>
if the RRCConnectionReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
perform the measurement identity autonomous removal as specified in 5.5.2.2a;

1>
if the RRCConnectionReconfiguration message includes the reportProximityConfig:

2>
perform the proximity indication in accordance with the received reportProximityConfig;

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission using the new configuration, upon which the procedure ends;

5.3.5.4
Reception of an RRCConnectionReconfiguration including the mobilityControlInfo by the UE (handover)

If the RRCConnectionReconfiguration message includes the mobilityControlInfo and the UE is able to comply with the configuration included in this message, the UE shall:
1>
stop timer T310, if running;

1>
start timer T304 with the timer value set to t304, as included in the mobilityControlInfo;

1>
if the carrierFreq is included:

2>
consider the target PCell to be one on the frequency indicated by the carrierFreq with a physical cell identity indicated by the targetPhysCellId;

1>
else:

2>
consider the target PCell to be one on the frequency of the source PCell with a physical cell identity indicated by the targetPhysCellId;

1>
start synchronising to the DL of the target PCell;

NOTE 1:
The UE should perform the handover as soon as possible following the reception of the RRC message triggering the handover, which could be before confirming successful reception (HARQ and ARQ) of this message.

1>
reset MAC;

1>
re-establish PDCP for all RBs that are established;

NOTE 2:
The handling of the radio bearers after the successful completion of the PDCP re-establishment, e.g. the re-transmission of unacknowledged PDCP SDUs (as well as the associated status reporting), the handling of the SN and the HFN, is specified in TS 36.323 [8].

1>
re-establish RLC for all RBs that are established;

1>
configure lower layers to consider the SCell(s), if configured, to be in deactivated state;

1>
apply the value of the newUE-Identity as the C-RNTI;

1>
if the RRCConnectionReconfiguration message includes the fullConfig:

2>
perform the radio configuration procedure as specified in section 5.3.5.8;

1>
configure lower layers in accordance with the received radioResourceConfigCommon;

1>
configure lower layers in accordance with any additional fields, not covered in the previous, if included in the received mobilityControlInfo;

1>
if the RRCConnectionReconfiguration message includes the radioResourceConfigDedicated:

2>
perform the radio resource configuration procedure as specified in 5.3.10;

1>
if the keyChangeIndicator received in the securityConfigHO is set to TRUE:

2>
update the KeNB key based on the fresh KASME key taken into use with the previous successful NAS SMC procedure, as specified in TS 33.401 [32];

1>
else:

2>
update the KeNB key based on the current KeNB or the NH, using the nextHopChainingCount value indicated in the securityConfigHO, as specified in TS 33.401 [32];

1>
store the nextHopChainingCount value;

1>
if the securityAlgorithmConfig is included in the securityConfigHO:

2>
derive the KRRCint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
if connected as an RN:

3>
derive the KUPint key associated with the integrityProtAlgorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the cipheringAlgorithm, as specified in TS 33.401 [32];
1>
else:

2>
derive the KRRCint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
if connected as an RN:

3>
derive the KUPint key associated with the current integrity algorithm, as specified in TS 33.401 [32];

2>
derive the KRRCenc key and the KUPenc key associated with the current ciphering algorithm, as specified in TS 33.401 [32];

1>
configure lower layers to apply the integrity protection algorithm and the KRRCint key, i.e. the integrity protection configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
configure lower layers to apply the ciphering algorithm, the KRRCenc key and the KUPenc key, i.e. the ciphering configuration shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;

1>
if connected as an RN:

2>
configure lower layers to apply the integrity protection algorithm and the KUPint key, for current or subsequently established DRBs that are configured to apply integrity protection, if any;

1>
if the received RRCConnectionReconfiguration includes the sCellToReleaseList:

2>
perform SCell release as specified in 5.3.10.3a;

1>
if the received RRCConnectionReconfiguration includes the sTAG-ToAddModList:

2>
perform sTAG addition or modification as specified in 5.3.10.3c;
1>
if the received RRCConnectionReconfiguration includes the sCellToAddModList:

2>
perform SCell addition or modification as specified in 5.3.10.3b;

1>
perform the measurement related actions as specified in 5.5.6.1;

1>
if the RRCConnectionReconfiguration message includes the measConfig:

2>
perform the measurement configuration procedure as specified in 5.5.2;

1>
perform the measurement identity autonomous removal as specified in 5.5.2.2a;

1>
release reportProximityConfig and clear any associated proximity status reporting timer;

1>
if the RRCConnectionReconfiguration message includes the reportProximityConfig:

2>
perform the proximity indication in accordance with the received reportProximityConfig;

1>
set the content of RRCConnectionReconfigurationComplete message as follows:

2>
if the UE has radio link failure or handover failure information available in VarRLF-Report and plmn-Identity stored in VarRLF-Report is equal to the RPLMN:

3>
include rlf-InfoAvailable;

2>
if the UE has logged measurements available for E-UTRA and plmn-Identity stored in VarLogMeasReport is equal to the RPLMN:

3>
include the logMeasAvailable;

1>
submit the RRCConnectionReconfigurationComplete message to lower layers for transmission;

1>
if MAC successfully completes the random access procedure:

2>
stop timer T304;

2>
apply the parts of the CQI reporting configuration, the scheduling request configuration and the sounding RS configuration that do not require the UE to know the SFN of the target PCell, if any;
2>
apply the parts of the measurement and the radio resource configuration that require the UE to know the SFN of the target PCell (e.g. measurement gaps, periodic CQI reporting, scheduling request configuration, sounding RS configuration), if any, upon acquiring the SFN of the target PCell;
NOTE 3:
Whenever the UE shall setup or reconfigure a configuration in accordance with a field that is received it applies the new configuration, except for the cases addressed by the above statements.

2>
the procedure ends;
NOTE 4:
The UE is not required to determine the SFN of the target PCell by acquiring system information from that cell before performing RACH access in the target PCell.
 [...]
5.3.10.3a
SCell release

The UE shall:

1>
if the release is triggered by reception of the sCellToReleaseList:

2>
for each sCellIndex value included in the sCellToReleaseList:

3>
if the current UE configuration includes an SCell with value sCellIndex:

4>
release the SCell;
4>
if the SCell is the last configured serving cell within its TAG:

5>
release the TAG of the SCell;
1>
if the release is triggered by RRC connection re-establishment:

2>
release all SCells that are part of the current UE configuration;
2>
release all the sTAGs;
5.3.10.3b
SCell addition/ modification

The UE shall:

1>
for each sCellIndex value included in the sCellToAddModList that is not part of the current UE configuration (SCell addition):

2>
if the tag-Identity is absent:
3>
consider the tag-Identity is zero; 

2>
if the tag-Identity is part of the current UE TAG configuration:

3>
add the SCell, corresponding to the cellIdentification, in accordance with the received tag-Identity, radioResourceConfigCommonSCell and radioResourceConfigDedicatedSCell;

3>
configure lower layers to consider the SCell to be in deactivated state;

1>
for each sCellIndex value included in the sCellToAddModList that is part of the current UE configuration (SCell modification):

2>
if the tag-Identity is present and is part of the current UE TAG configuration:

3>
if the SCell is the last configured serving cell within its original TAG: 

4>
release the original TAG of the SCell;
3>
modify the TAG identity of the SCell to the tag-Identity; 

2>
modify the SCell configuration in accordance with the received radioResourceConfigDedicatedSCell;

5.3.10.3c
sTAG addition/ modification

The UE shall:

1>
for each sTAG-Identity value included in the sTAG-ToAddModList that is not part of the current UE TAG configuration (STAG addition):

2>
Add the TAG configuration, corresponding to the sTAG-Identity;
1>
for each sTAG-Identity value included in the sTAG-ToAddModList that is part of the current UE TAG configuration (sTAG modification):

2>
modify the TAG configuration in accordance with the received information;
[...]
6.2.2
Message definitions

[...]
–
RRCConnectionReconfiguration
The RRCConnectionReconfiguration message is the command to modify an RRC connection. It may convey information for measurement configuration, mobility control, radio resource configuration (including RBs, MAC main configuration and physical channel configuration) including any associated dedicated NAS information and security configuration.

Signalling radio bearer: SRB1

RLC-SAP: AM

Logical channel: DCCH

Direction: E‑UTRAN to UE

RRCConnectionReconfiguration message
-- ASN1START

RRCConnectionReconfiguration ::=
SEQUENCE {


rrc-TransactionIdentifier


RRC-TransactionIdentifier,


criticalExtensions




CHOICE {



c1








CHOICE{




rrcConnectionReconfiguration-r8

RRCConnectionReconfiguration-r8-IEs,




spare7 NULL,




spare6 NULL, spare5 NULL, spare4 NULL,




spare3 NULL, spare2 NULL, spare1 NULL



},



criticalExtensionsFuture


SEQUENCE {}


}

}

RRCConnectionReconfiguration-r8-IEs ::= SEQUENCE {


measConfig






MeasConfig





OPTIONAL,
-- Need ON


mobilityControlInfo




MobilityControlInfo



OPTIONAL,
-- Cond HO


dedicatedInfoNASList



SEQUENCE (SIZE(1..maxDRB)) OF












DedicatedInfoNAS


OPTIONAL,
-- Cond nonHO


radioResourceConfigDedicated

RadioResourceConfigDedicated
OPTIONAL, -- Cond HO-toEUTRA


securityConfigHO




SecurityConfigHO



OPTIONAL,
-- Cond HO


nonCriticalExtension



RRCConnectionReconfiguration-v890-IEs
OPTIONAL

}

RRCConnectionReconfiguration-v890-IEs ::= SEQUENCE {


lateNonCriticalExtension


OCTET STRING




OPTIONAL,
-- Need OP


nonCriticalExtension



RRCConnectionReconfiguration-v920-IEs

OPTIONAL

}

RRCConnectionReconfiguration-v920-IEs ::= SEQUENCE {


otherConfig-r9





OtherConfig-r9




OPTIONAL,
-- Need ON


fullConfig-r9





ENUMERATED {true}



OPTIONAL, 
-- Cond HO-Reestab


nonCriticalExtension



RRCConnectionReconfiguration-v1020-IEs

OPTIONAL

}

RRCConnectionReconfiguration-v1020-IEs ::= SEQUENCE {


sCellToReleaseList-r10



SCellToReleaseList-r10


OPTIONAL, 
-- Need ON


sCellToAddModList-r10



SCellToAddModList-r10


OPTIONAL, 
-- Need ON



nonCriticalExtension



RRCConnectionReconfiguration-v11x0-IEs

OPTIONAL
}

SCellToAddModList-r10 ::=

SEQUENCE (SIZE (1..maxSCell-r10)) OF SCellToAddMod-r10

SCellToAddMod-r10 ::=


SEQUENCE {


sCellIndex-r10





SCellIndex-r10,


cellIdentification-r10



SEQUENCE {



physCellId-r10





PhysCellId,



dl-CarrierFreq-r10




ARFCN-ValueEUTRA


}















OPTIONAL,
-- Cond SCellAdd


radioResourceConfigCommonSCell-r10

RadioResourceConfigCommonSCell-r10
OPTIONAL,
-- Cond SCellAdd


radioResourceConfigDedicatedSCell-r10
RadioResourceConfigDedicatedSCell-r10
OPTIONAL,
-- Cond SCellAdd2


...,

tag-Identity-r11





TAG-Identity-r11


OPTIONAL 
-- Need ON
}

SCellToReleaseList-r10 ::=


SEQUENCE (SIZE (1..maxSCell-r10)) OF SCellIndex-r10

SecurityConfigHO ::=



SEQUENCE {


handoverType





CHOICE {



intraLTE






SEQUENCE {




securityAlgorithmConfig



SecurityAlgorithmConfig

OPTIONAL,
-- Cond fullConfig




keyChangeIndicator




BOOLEAN,




nextHopChainingCount



NextHopChainingCount



},



interRAT






SEQUENCE {




securityAlgorithmConfig



SecurityAlgorithmConfig,




nas-SecurityParamToEUTRA


OCTET STRING (SIZE(6))



}


},


...

}

RRCConnectionReconfiguration-v11x0-IEs ::= SEQUENCE {


sTAG-ToAddModList-r11



STAG-ToAddModList-r11


OPTIONAL, 
-- Need ON


nonCriticalExtension



SEQUENCE {}





OPTIONAL
-- Need OP

}

STAG-ToAddModList-r11 ::=

SEQUENCE (SIZE (1..maxSTAG-r11)) OF STAG-ToAddMod-r11
STAG-ToAddMod-r11 ::=


SEQUENCE {


sTAG-Identity-r11



STAG-Identity-r11,

timeAlignmentTimer-v11x0

TimeAlignmentTimer,

...
}

TAG-Identity-r11 ::=




INTEGER (0..3)
STAG-Identity-r11 ::=




INTEGER (1..3)

-- ASN1STOP

	RRCConnectionReconfiguration field descriptions

	dedicatedInfoNASList
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for each PDU in the list.

	fullConfig
Indicates the full configuration option is applicable for the RRC Connection Reconfiguration message.

	keyChangeIndicator
true is used only in an intra-cell handover when a KeNB key is derived from a native KASME key taken into use through the successful NAS SMC, as described in TS 33.401 [32] for KeNB re-keying. false is used in an intra-LTE handover when the new KeNB key is obtained from the current KeNB key or from the NH as described in TS 33.401 [32].

	nas-securityParamToEUTRA
This field is used to transfer UE specific NAS layer information between the network and the UE. The RRC layer is transparent for this field, although it affects activation of AS- security after inter-RAT handover to E-UTRA. The content is defined in TS 24.301.

	nextHopChainingCount
Parameter NCC: See TS 33.401 [32]

	tag-Identity
Indicates the TA group identity of the SCell. The value is zero if the field is absent upon SCell addition.


	Conditional presence
	Explanation

	fullConfig
	This field is mandatory present for handover within E-UTRA when the fullConfig is included; otherwise it is optionally present, Need OP. 

	HO
	The field is mandatory present in case of handover within E-UTRA or to E-UTRA; otherwise the field is not present.

	HO-Reestab
	This field is optionally present, need ON, in case of handover within E-UTRA or upon the first reconfiguration after RRC connection re-establishment; otherwise the field is not present.

	HO-toEUTRA
	The field is mandatory present in case of handover to E-UTRA or for reconfigurations when fullConfig is included; otherwise the field is optionally present, need ON.

	nonHO
	The field is not present in case of handover within E-UTRA or to E-UTRA; otherwise it is optional present, need ON.

	SCellAdd
	The field is mandatory present upon SCell addition; otherwise it is not present.

	SCellAdd2
	The field is mandatory present upon SCell addition; otherwise it is optionally present, need ON.


[...]
6.4


RRC multiplicity and type constraint values

–



Multiplicity and type constraint definitions

-- ASN1START

maxBandComb-r10



INTEGER ::=
128
-- Maximum number of band combinations.

maxBands




INTEGER ::= 64
-- Maximum number of bands listed in EUTRA UE caps

maxBandwidthClass-r10

INTEGER ::=
16
-- Maximum number of supported CA BW classes per band

maxCDMA-BandClass


INTEGER ::= 32
-- Maximum value of the CDMA band classes

maxCellBlack



INTEGER ::= 16
-- Maximum number of blacklisted physical cell identity












-- ranges listed in SIB type 4 and 5
maxCellInfoGERAN-r9 

INTEGER ::=
32
-- Maximum number of GERAN cells for which system in-












-- formation can be provided as redirection assistance

maxCellInfoUTRA-r9


INTEGER ::=
16
-- Maximum number of UTRA cells for which system












-- information can be provided as redirection












-- assistance

maxFreqUTRA-TDD-r10


INTEGER ::=
6
-- Maximum number of UTRA TDD carrier frequencies for












-- which system information can be provided as












-- redirection assistance

maxCellInter



INTEGER ::= 16
-- Maximum number of neighbouring inter-frequency












-- cells listed in SIB type 5

maxCellIntra



INTEGER ::= 16
-- Maximum number of neighbouring intra-frequency












-- cells listed in SIB type 4

maxCellListGERAN


INTEGER ::= 3
-- Maximum number of lists of GERAN cells

maxCellMeas




INTEGER ::= 32
-- Maximum number of entries in each of the












-- cell lists in a measurement object

maxCellReport



INTEGER ::= 8
-- Maximum number of reported cells

maxDRB





INTEGER ::= 11
-- Maximum number of Data Radio Bearers

maxEARFCN




INTEGER ::= 65535
-- Maximum value of EUTRA carrier fequency

maxFreq





INTEGER ::= 8
-- Maximum number of carrier frequencies

maxGERAN-SI




INTEGER ::= 10
-- Maximum number of GERAN SI blocks that can be












-- provided as part of NACC information

maxGNFG





INTEGER ::= 16
-- Maximum number of GERAN neighbour freq groups

maxLogMeasReport-r10

INTEGER ::= 520
-- Maximum number of logged measurement entries












--  that can be reported by the UE in one message

maxMBSFN-Allocations

INTEGER ::= 8
-- Maximum number of MBSFN frame allocations with












-- different offset

maxMBSFN-Area



INTEGER ::= 8

maxMBSFN-Area-1



INTEGER ::= 7

maxMeasId




INTEGER ::= 32

maxObjectId




INTEGER ::= 32

maxPageRec




INTEGER ::= 16
-- 

maxPhysCellIdRange-r9 

INTEGER ::= 4
-- Maximum number of physical cell identity ranges

maxPNOffset




INTEGER ::=
511
-- Maximum number of CDMA2000 PNOffsets

maxPMCH-PerMBSFN


INTEGER ::= 15

maxRAT-Capabilities


INTEGER ::= 8
-- Maximum number of interworking RATs (incl EUTRA)

maxReportConfigId


INTEGER ::= 32

maxRSTD-Freq-r10


INTEGER ::= 3
-- Maximum number of frequency layers for RSTD












-- measurement

maxSCell-r10



INTEGER ::= 4
-- Maximum number of SCells

maxServCell-r10



INTEGER ::= 5
-- Maximum number of Serving cells

maxServiceCount 


INTEGER ::= 16
-- Maximum number of MBMS services that can be included












--  in an MBMS counting request and response

maxServiceCount-1


INTEGER ::= 15

maxSessionPerPMCH


INTEGER ::= 29

maxSessionPerPMCH-1


INTEGER ::= 28

maxSIB





INTEGER ::= 32
-- Maximum number of SIBs

maxSIB-1




INTEGER ::= 31

maxSI-Message



INTEGER ::= 32
-- Maximum number of SI messages

maxSimultaneousBands-r10
INTEGER ::= 64
-- Maximum number of simultaneously aggregated bands
maxSTAG-r11




INTEGER ::= 3
-- Maximum number of sTAG 
maxUTRA-FDD-Carrier


INTEGER ::= 16
-- Maximum number of UTRA FDD carrier frequencies

maxUTRA-TDD-Carrier


INTEGER ::= 16
-- Maximum number of UTRA TDD carrier frequencies

-- ASN1STOP

NOTE: The value of maxDRB align with SA2.
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