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1 Introduction
During the email discussion on EAB update [76#31] - Joint: EAB Information Update Procedure and in RAN2#77, three solutions were discussed.  No decision was made at the meeting.
This document discusses the benefits and drawbacks of the solutions and provides a proposal.

2 Discussion  

Three solutions were discussed for update of EAB parameters in SIB:
Solution #1: ETWS like mechanism.  Network sends an EAB update paging message when there is any change in EAB information.  UEs will then read the EAB information.  Hence the UE has an up to date info of the EAB information when it needs to make an access to the network.

Solution #2: Read before access.  In this solution, the UE has to check if there is EAB SIB before every EAB applicable access to the network.  
Solution #3: Combination of #1 and #2: In this solution, the network still pages as in solution #1, and UE logs that there has been an update of the EAB SIB.  The UE is allowed to read the EAB SIB either immediately or at the time of access.  
All three solutions do not follow the modification period boundary, is not part of the value tag and updates to EAB SIB are allowed at any time.

2.1 MTC EAB requirements

To evaluate the relative benefits and drawbacks of the three solutions, we look at the primary requirements for EAB.

1) A procedure that can be used to quickly block EAB access to the network.  

2) Low battery usage especially for certain MTC battery powered devices that make fairly infrequent accesses to the network 

2.2 Comparison of the solutions

Since all solutions allow update of the EAB SIB outside of the modification boundary, they can potentially allow fast update.  The main advantages of the three solutions that came up during the email discussion are captured in the table below.
	Solution
	Main claimed advantages

	Solution 1: ETWS mechanism
	1) quick access (but see below)

2) No need to read EAB SIB for every access when it has not changed

3) Less aggregation of user access

	Solution 2:

Read before access
	1) Quick update possibility.  Any update of EAB will be immediately applicable for EAB access

2) Low battery usage, especially for devices that make infrequent access compared to the EAB update frequency

	Solution #3:

Combined solution
	1) Low battery usage for devices that make infrequent access compared to EAB update frequency

2) No need to read EAB SIB for every access when it has not changed


These advantages are discussed in more detail below.

2.2.1 Impact of reading the EAB SIB

With regard to the quick update possibility between solution #1 and #2, Solution #2 allows for immediate action from UE when EAB is turned on.  This makes it more responsive for handling sudden spikes in MTC load.

Observation #1: Solution #2 ensures immediate usage of EAB parameters and is most responsive for handling sudden spikes compared to solution #1 or #2.  But there isn’t a big difference between them.

One of the drawback of solution 2 (read before access) mentioned is the need to read EAB SIB more often if the number of accesses is frequent.  We don't think it is an issue for a couple of reasons:

1) The additional effort and battery to read the EAB SIB before access is negligible compared to what it needs to do during an access
2) Battery is more important for devices that make infrequent access.

3) UE only has to read SIB1 to check if EAB SIB is present.  And will only have to read EAB SIB when it is present.

 
Observation #2: Solution #2 provides more battery saving for the devices for which it is most important.  
2.2.2 Risk of aggregation of users in solution #2:

The other drawback of solution #2 is the possible "aggregation" of users when EAB is removed.  We don’t consider this as an issue because:

1) We think that UE implementations won't in reality try to read the EAB SIB all the time to detect the immediate removal but do so only periodically, typically triggered by NAS.   Afterall, these are delay tolerant applications and there is no need to continuously monitor EAB SIB.  Note that there is no requirement today even for normal UEs to continuously monitor SIB.  This will automatically spread the users when EAB is removed.   

2) Further, network can turn off EAB one AC at a time or rotate the EAB barring bit to spread users.
3) When EAB is not applied, UE only has to read SIB1 to know the absence of EAB.  Since SIB1 repetition period is 80ms, there is minimal aggregation of users when EAB is not applied.
 
Observation #3:  There is no real aggregation of users with solution #2.
2.2.3 More detailed analysis of the Combined solution #3
The combined solution, initially proposed during the offline discussion during RAN2#76 in San Francisco, the main benefit is that it allows the UE to pick whatever solution (#1 or #2) it finds best suited for it. 
The main benefit it claims is that it avoids the need to read the EAB SIB before every access if the MTC device makes frequent access.   As discussed above, in our view, this is not a real issue as the UE has to read/tx several messages (where we are not making any attempt to optimise this) during its communication that reading one SIB is not a real issue.  
It may offer some relief to the aggregation problem of solution #2 but this is difficult to predict as it depends on the distribution of devices that have chosen #1 or #2.  This will only create more problems for network configuration as the load will be unpredictable.

Since solution #3 is essentially two options/solutions for a specific problem, it bring with it all the associated problems of complexity in the network of catering for both types of devices, testing both types of devices and supporting and maintaining both solutions in the specifications.

Given that even solution #1 on its own can provide acceptable results, we don’t think solution #3 is worth the complexity.  
Observation #4:  Solution #3 is a mixture of solution #1 and #2 and brings complexity in implementation, testing and network configuration and does not bring any real benefit.  
3 Conclusion and proposals:
This paper discussed in more detail the three solutions for EAB update and their (claimed) benefits and drawbacks.  In summary, the following observations were made:

Observation #1: Solution #2 ensures immediate usage of EAB parameters and is most responsive for handling sudden spikes compared to solution #1 or #2.  But there isn’t a big difference between them.

Observation #2: Solution #2 provides more battery saving for the devices for which it is most important.  
Observation #3:  There is no real aggregation of users with solution #2.
Observation #4:  Solution #3 is a mixture of solution #1 and #2 and brings complexity in implementation, testing and network configuration and does not bring any real benefit.
We don’t think the issue with solution #2 that it has to read SIB before every access is a real issue compared to the number of messages it has to read and transmit during the access itself.  Risk of aggregation of users with solution #2 is not a real issue.
Solution #3 brings additional complexity but only addresses the one potential issue (of SIB reading but not aggregation) of solution #2.  Since we don’t think that is an issue, we don’t think the complexity of solution #3 is justified.  

Hence:

Proposal: We propose to adopt solution #2, (i.e., read before access), as the solution for EAB SIB update. 

