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1 Introduction
This document discusses the need of separating background traffic and interactive traffic and how it could be done.
2 Separating background and interactive traffic
During the DDA work item many issues and potential issues of background traffic has been discussed, e.g.
·  Signalling load of Idle – Connected transitions assuming an inactivity timer based trigger for transition to idle, with various settings for the time. 

·  Signalling load of Handover, assuming certain movement of the UE. 

·  UE Battery efficiency, taking into account DRX, signalling and connected / idle mode. 
·  Optimal DRX configuration

·  PUCCH resource utilization. 

THUS, the most popular question so far is how deep into dormancy the UE should be sent at short durations between transmissions in the user plane.

Sending the UE to dormancy, to Idle, DRX sleep, Optimized SR with sparse UL transmission opportunitites, will impact traffic QoS. Idle mode DRX and long DRX in connected mode may involve waiting times in the order of second.
We note that background traffic and IM traffic may have somewhat similar characteristics, small packet sizes and involving reading and thinking time while the user-plane is idle. A main difference is that for pure background traffic there is no or little impact to end-user QoE, but for IM delays in the second magnitude may have significant effect on the user experience. 

Proposal 1: In order to allow aggressive dormancy and signalling optimizations for background traffic, while maintaining good QoS for interactive traffic, mechanisms to identify and separate background and interactive traffic shall be studied.
3 Methods to separate types of traffic

Deep packet inspection could be a potential way to identify interactive vs. background traffic. A problem with such method is that the entity that performs the inspection need to have lots of knowledge, and need to be updated as new applications are taken into use and are upgraded. Another problem is that the entity performing deep packet inspection in the network is usually a core network gateway rather than a base-station. 
Another way could be that UE indicates to the network which applications are running, but a problem with such method is that an application may have several different modes of operation, e.g. facebook may generate both interactive and background traffic.

Another way could be that the UE indicates to the network whether its usage state is interactive or dormant. We note that there are power saving features in the UE such as the ones controlling the screen dormancy, and we note that UE operating systems controls the windows shown to the user, thus the UE could know if a certain application is showing to the user. Thus the UE could indicate to the network inter-active or non-interactive state. 
Proposal 2: Methods where background and interactive traffic detection based on UE usage state shall be studied. 
4 Conclusions
Proposal 1: In order to allow aggressive dormancy and signalling optimizations for background traffic, while maintaining good QoS for interactive traffic, mechanisms to identify and separate background and interactive traffic shall be studied.
Proposal 2: Methods where background and interactive traffic detection is based on UE usage state shall be studied. 
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