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1 Introduction 
The goal of EAB is to solve RAN overload and/or CN overload due to MTC and other devices ‘configured for EAB’. Up to now, all the discussions mainly aimed at traditional cells and at the scenarios where UEs generate connection requests from idle mode. In this paper two new RAN/CN overload scenarios are considered, which may also benefit from an EAB mechanism.
2 Scenario 1: UEs ‘configured for EAB’ generating NAS signaling in RRC-connected mode
So far two access control solutions have been developed for the case of CN overload:
· Introduction of a ‘delay tolerant’ indication in the RRC connection request message which can enable the network to configure an Extended Wait Timer in the RRC connection release/reject messages for solving the CN overload (Rel-10 feature)
· Broadcasting of Extended Access Barring information to inform UEs ‘configured for EAB’ whether they are allowed to start a random access procedure (for a connection request ‘subject to EAB’) while in RRC-idle mode (Rel-11 feature, also targeting RAN overload control).
These solutions are mainly intended to prevent overload from UEs accessing the network from RRC-idle mode. But although the RRC connection setup procedure causes more signaling overhead than other signaling procedures, all the NAS signaling generated by UEs in RRC-connected mode (e.g. to trigger a new service request procedure) would add some not negligible contribution in some CN overload situations. 

It would then be beneficial to define a solution to avoid the contribution to CN overload due to service requests generated by UEs while in RRC-connected mode.
What is possible with the solutions specified so far is to release the RRC connection of devices who initiated a ‘delay tolerant’ access request. However it seems now clear that ‘delay tolerant’ connection requests will not necessarily be ‘subject to EAB’, and vice-versa. So the option to release (with an Extended Wait Timer) the RRC connection of a device who initiated a ‘delay tolerant’ access request does not necessarily allow to the possibility to reduce the signaling pressure from UEs already RRC-connected mode, ‘configured for EAB’ but not performing ‘delay tolerant’ access requests.
Actually, considering the requirement of ‘maintaining connectivity for a large number of MTC devices’ being discussed in other working groups (e.g. SA2), it is expected that the number of UEs ‘configured for EAB’ (and not necessarily performing ‘delay tolerant’ access requests) which maintain RRC connectivity should not be ignored in the foreseeable future. And this suggests that the NAS signaling towards the CN possibly generated by these UEs while in RRC-connected mode could also become a problem in the future.
It is then suggested to take this scenario into consideration and discuss corresponding solutions, e.g. to specify that the EAB mechanism should not only be used to control the random access procedures (for connection requests ‘subject to EAB’) but also to control the triggering of service request procedures ‘subject to EAB’, while in RRC-connected mode.
Proposal 1: the EAB mechanism should not only be used to control the random access procedures (for connection requests ‘subject to EAB’) but also to control the triggering of service request procedures ‘subject to EAB’, while in RRC-connected mode.

3 Scenario 2: EAB handling in hybrid CSG cells
Hybrid CSG cells might face the same problems, i.e. RAN and/or CN overload, due to UEs ‘configured for EAB’. Considering hybrid CSG cells and EAB, there could be four types of access:
· From CSG UEs
· From non-CSG UEs
· From CSG UEs ‘configured for EAB’
· From non-CSG UE ‘configured for EAB’
When a RAN or CN overload situation happens, according to the current EAB mechanism, non-CSG UEs cannot be selectively blocked by the EAB feature. CSG and non-CSG UEs ‘configured for EAB’ would be treated equally by the EAB mechanism. However in some cases this may not be acceptable by the CSG cell users.
From the perspective of a CSG cell owner, a CSG member should always be prioritized over non-CSG members when the CSG cell resources are restricted, e.g. during RAN overload or CN overload. In this case CSG UEs ‘configured for EAB’ should probably have a higher priority than non-CSG UEs (even if not ‘configured for EAB’). For similar reasons, CSG UE ‘configured for EAB’ should likely have a higher priority than non-CSG UE ‘configured for EAB’.
It is suggested to address this scenario as well and discuss corresponding solutions. 
Proposal 2: the case of EAB handling in hybrid CSG cells should be discussed, addressing the need to differently handle CSG UEs and non-CSG UEs.
4 Conclusion 
In this paper two new overload scenarios which may benefit from an EAB mechanism have been considered and two proposals are made:

Proposal 1: the EAB mechanism should not only be used to control the random access procedures (for connection requests ‘subject to EAB’) but also to control the triggering of service request procedures ‘subject to EAB’, while in RRC-connected mode.
Proposal 2: the case of EAB handling in hybrid CSG cells should be discussed, addressing the need to differently handle CSG UEs and non-CSG UEs.
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