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1	Introduction
In [1], the latest agreements relevant for autonomous denials are summarized as the following: “UE can autonomously deny LTE transmission to protect ISM rare cases if other solutions cannot be used. Additional restriction and methods to reduce the impact of LTE autonomous denial on the LTE network are FFS. It is also FFS on the definition of ‘rare cases’”. Furthermore, the DRX is captured in [1] to be an alternative solution for TDM IDC.
During RAN2#77, there were some proposals considering putting constraints on auto-denial methods [2]-[6]. In general the questions to solve are: “Restrictions for when to apply autonomous denial of LTE transmission/reception? How to specify? Additional information by network or UE?”.
In this contribution, we analyze the need of defining constraints for autonomous denial.
2	Possible autonomous denial events
Albeit quite a few contributions on possible constraints for autonomous denial exist already ([2]-[6]), seems that it’s not straightforward to make a decision on which kind of a method should be adopted for denial constraints. One difficulty is that the UE may not be able to send a denial indicator in some cases, and sometimes it can only be sent afterwards whereupon the eNB’s link adaptation has already been affected. Another difficulty is that the UE may implement multiple radios whereafter different types of IDC events exist that require different treatment, e.g., due to duration, cycle, priority etc. A certain summary is made by [2], which is copied hereinafter for easy reference:
The BT connection setup consists of the following events:
1. Inquiry Scan followed by Inquiry Response if scan is successful. Only in the case when two devices have not been connected before.
1. Page Scan followed by Page Response if scan is successful.
1. BT SNIFF event (to maintain connection during BT idle mode).
Short events during WiFi connection-setup include:
1. Active Scanning (probe request and probe response)
1. Beacon reception and transmission 
All of these events could be critical for the activity of UE’s BT or WIFI module, and all are possible events that could cause an UL grant to be denied by LTE radio. It is difficult to exhaustively list all the possible events that may be considered, and to define potential new events that may emerge due to evolution of WIFI and BT or any other radio. Therefore, some general event types with a priority categorization are considered hereinafter in Table 1 that could be considered by the UE for defining the needs for possible autonomous denial events.




Table 1: example event type and priority level
	
	Example Event
	Reason

	Priority 1: Ongoing or incoming data transmission related events, connection establishment
	Critical Beacon reception, Page Scan
	This type of events is critical for ongoing or incoming data transmission which needs immediate attention.

	Priority 2: Events related to connection maintance
	BT SNIFF event, normal Beacon reception.
	This type of events in idle mode is medium important since it might need quite some extra time and signaling to restore with connection.

	Priority 3: events related to set up or probing
	Inquiry Scan, Active Scanning
	This type of events is with relatively low importance since it might miss the connection setup request from WIFI AP or BT master.


NOTE: With the critical beacon reception, we refer to the case where the beacon has been missed a few times before and WIFI STA could lose its association.
Observation #1: Due to different event types, the occurrence and the amount of possible autonomous denials may be troublesome to predict by the UE.
2	Necessity of autonomous denial for WiFi beacon handling
In this section, we analyze the need of using autonomous denial for WiFi beacon handling.
In [7], the DRX based solution is argued to provide sufficient means for WiFi beacon reception. Consequently, it proposed configuring UE with an appropriate DRX should be adopted instead of the denial solution, for events such as WiFi beacon reception. However, as analysed in [8], STAs do not have control over which beacons it is required to receive. For example, if beacons with DTIMs are to be received, such beacons can collide with LTE UL subframes. Missing beacons with DTIMs can lead to delay or even loss of data buffered at the access point. Furthermore, due to WiFi’s DCF MAC protocol, it is possible that the beacon may be delayed dynamicly due to competition of the transmission media. According to the analyses in [9], even if the beacon would not be delayed, there are possibilities that the beacon will collide with LTE UL transmissions due to mismatch between LTE DRX pattern and WiFi beacon interval.
It is argued by several contributions that when the autonomous denials happen much less than 1 % of the allocated UL transmissions, the denials would not need to be indicated to eNB as they would not affect on the PDCCH link adaptation. Consecuently, a limit is proposed that would be configured according to this limit whereupon indication of autonomous denial would not need to be specified. However, WiFi beacon is one of the events that could potentially exceed this limit in some scenarios when, e.g., DRX based solution for TDM IDC would be enabled [8].
Observation #2: Autonomous denial limit without an indication may not provide sufficient means for WiFi beacon handling.
Proposal #1: Indication of autonomous denial should be considered by RAN2.
3	One possible approach on making constraints to autonomous denial
In general, we may observe two types of methods to make constraints on autonomous denial which both have pros and cons.
1. Option 1: Define certain limitation on rate of denials that would be associated with a timer.
· With this option, we do not need to specify a signaling for indicating a denial. However, this option puts quite a high constraint on denial flexiblility and may not be able to protect some type of important ISM signaling sufficiently, BT setup for instance. Furthermore, as analyzed in Section 2, e.g., WiFi beacon reception may be crucial for the STA in some cases. Thereafter, using always certain fixed denial duration may not be sufficient.

2. Option 2: Sending denial indicator. 
· This option allows more flexibility for UE to handle different type of ISM signalling. However, in certain scenarios, sending the indicator might not be required or it cannot be done in time to assist eNB’s link adaptation.

One possible approach on making constraints for autonomous denial is presented hereinafter:
· The eNB could configure two limits for autonomous denial, which consists of a higher and a lower limit (these could be associated with a timer).
· If an autonomous denial is within the lower limit, the UE does not need to report the denial to eNB.
· If the UE intends to make autonomous denials more than the lower limit, the UE needs to report these denials to eNB. The UE still needs to be within the higher limit.
· The two limits are configured to the UEs by the eNB, e.g., via RRC.
This kind of an approach would enable more flexibility to handle IDC problems via autonomous denial. While a certain UE, that may need to do a denial just very rarely, could proceed without indicating the event to eNB, the UE that would need to go over the lower limit (yet quite infrequently), could do it with the indication.
Proposal #2: It is suggested to consider two limits for configuring the constraints for autonomous denial, a lower limit without a need of indicating the events and a higher limit that would require UE to report autonomous denial events to eNB if the autonomous denial events exceed the lower limit.
4	Conclusion
We have discussed the issue of defining constraints for autonomous denial and made the following observations and proposals:
Observation #1: Due to different event types, the occurrence and the amount of possible autonomous denials may be troublesome to predict by the UE.
[bookmark: _GoBack]Observation #2: Autonomous denial limit without an indication may not provide sufficient means for WiFi beacon handling.
Proposal #1: Indication of autonomous denial should be considered by RAN2.
Proposal #2: It is suggested to consider two limits for configuring the constraints for autonomous denial, a lower limit without a need of indicating the events and a higher limit that would require UE to report autonomous denial events to eNB if the autonomous denial events exceed the lower limit.
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