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Discussion and Decision

1
Introduction
This paper discusses RLF reporting in a PLMN different than the PLMN where the connection failure occurred.  

2
Discussion
In Release 10, a UE is required to store an RLF Report when it experiences a connection failure.  The UE is allowed to send the RLF Report to the E-UTRAN only within the same PLMN as the PLMN where the connection failure occurred.  Until the RLF Report is sent to the E-UTRAN, it remains stored in the UE for at least 48 hours or until overwritten by a subsequent connection failure. 
After sending the RLF Report to the E-UTRAN, the RLF Report can be:

a) forwarded to the eNB controlling the cell where RLF occurred (or to the eNB controlling the source cell of a handover failure) for root cause analysis and corrective action; and/or

b) collected by OAM via trace functionality, for centralized analysis (e.g. coverage hole detection).

One weakness of the current mechanism is that it does not address connection failures which occur at PLMN boundaries.  For example, if a connection failure occurs during inter-PLMN handover or UE (re-)selects a cell of another PLMN after the failure, the RLF Report cannot be obtained by the source cell of the failed handover or collected by OA&M, until (best case) the UE returns to the source PLMN.  This delay can be harmful to SON MRO algorithms which correlate information contained in the RLF Report with locally stored information.  Also, there is risk that the RLF Report is never sent to the E-UTRAN if the 48 hour timer expires or another connection failure overwrites the data.  It could therefore be beneficial if the UE is allowed to send an RLF Report in a PLMN different than the PLMN where the connection failure occurred.
Note that this topic was also discussed at RAN3#73-BIS, and the following agreement was captured in the RAN3 meeting minutes:  “It is RAN3 understanding that RLF report should support multiple PLMN”.
Proposal 1:
RLF reporting in a PLMN other than where the connection failure occurred shall be supported.
An open issue which needs further discussion is whether there should be any restrictions on the allowed PLMNs where an RLF Report can be sent.  There are three possible options:
Option 1:
RLF Report can be sent to any PLMN (i.e. no restrictions);

Option 2:
RLF Report can be sent only to PLMNs in the UE’s EPLMN List at the time of connection failure; or
Option 3:
RLF Report can be sent only to PLMNs in a configurable subset of the UE’s EPLMN List, e.g. an “RLF Reporting PLMN List”.  The RLF Reporting PLMN List is configured to the UE via NAS, upon attach or change of location.

Currently, the UE stores the RLF Report and sends it to the PLMN where connection failure occurred, regardless of whether the connection failure occured in the HPLMN, an EHPLMN, or a VPLMN.  This is because there was no user consent issues identified with RLF Reports.  Therefore, in principle there are no requirements to restrict the PLMNs where an RLF Report can be sent, so allowing the RLF Report to be sent to any PLMN would be very simple (Option 1).
However, one potential reason to restrict the PLMNs where the RLF Report can be sent is if the RLF Report can be considered as proprietary information of the operator controlling the PLMN where RLF occurred.  If so, then it may be desirable to allow the RLF Report to be sent only to PLMNs in the UE’s EPLMN List at the time of connection failure (Option 2).
There does not seem to be any justification for introducing a configurable “RLF Reporting PLMN List” (Option 3).  In addition, it is desirable to keep the RLF reporting procedures as simple as possible for both the UE (where it is mandatory functionality) and the network.

Given the above, it seems that Option 1 or Option 2 is the best solution.

Proposal 2:
RAN2 to discuss whether an RLF Report can be sent to any PLMN, or should be restricted to PLMNs in the UE’s EPLMN List at the time of connection failure (in addition to the UE’s RPLMN at the time of connection failure).
It is noted that RLF reporting in a PLMN different than the PLMN where the connection failure occurred has potential impacts to RAN3 and SA5 specifications, so they should be informed about the above RAN2 decisions.
Proposal 3:
Send an LS to RAN3 and SA5, informing them of the above decisions.
3
Conclusion
This paper has discussed RLF reporting across PLMNs, and proposed the following:

Proposal 1:
RLF reporting in a PLMN other than where the connection failure occurred shall be supported.
Proposal 2:
RAN2 to discuss whether an RLF Report can be sent to any PLMN, or should be restricted to PLMNs in the UE’s EPLMN List at the time of connection failure (as well as the UE’s RPLMN at the time of connection failure).
Proposal 3:
Send an LS to RAN3 and SA5, informing them of the above decisions.
