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1.
Organisation
Involved WGs:

RAN WG2
chairman: Henning Wiemann (Ericsson), chairman of this joint WG ad hoc
SA WG1
SA1 M2M SWG chairman: Toon Norp (KPN)
SA WG2
chairman: Erik Guttman (Samsung)

CT WG1
chairman: Georg Mayer (Huawei)

minutes by:
Joern Krause (ETSI MCC, RAN2)
location:
Continental 6 (Ballroom Level) which is the main RAN2 room
time:

Wednesday, 16.11.2011 8:00 - 9:00
objective:
To discuss EAB (Extended Access Barring) issues raised in LS R2-115644 (EAB Requirement 

for RAN Sharing) and LS R2-114804 (Applicability of EAB and connection to "delay tolerant") 

but also other EAB issues that require joint discussions. The joint session will mainly be based 

on the LSs.
documents:
see ftp://ftp.3gpp.org/tsg_ran/WG2_RL2/TSGR2_76/joint_WG_ad_hocs
1.
Opening of the meeting
As chairman of this joint WG meeting Henning Wiemann (RAN2 chairman) opened this ad hoc meeting on Wed 16.11.2011 at 08:00am.
2.
Applicability of EAB
Related to RAN2 LS in R2-114804 and feedback received feedback from CT1 (R2-115663/C1-114451) and SA2 (R2-115673).
Open issues (from exchanged LSs):

a)
Can RRC Connection establishment requests for mobile originating calls from a UE be selectively subject to EAB-check? Or is this rather a (semi-)static device property? 

b)
If dynamic, are there any further restrictions? E.g. will a UE with valid AC11-15 always apply the ACB configuration for AC11-15 and not EAB? … 
c)
Are RRC connection Request for “delay tolerant” (i.e. low priority) and ”RRC connection requests subject to EAB-check” one-to-one mapped?

As far as the interface between AS and NAS (RAN2/CT1) is concerned:

d)
Should AS remain service agnostic, i.e., should NAS decide and indicate per RRC Connection establishment whether it is subject to EAB-check?
If this is the case CT1 can specify further details (applicability of AC0..9 or 11..15; dynamic or device property, …) and change this in later releases without impacting RAN2 specifications
As introduction the following Tdoc was presented, but discussion focussed then on the 4 open issues above.

R2-115943
EAB Related Issues for Joint Meeting; Nokia Siemens Networks, Nokia Corporation; Disc;
presented by Woonhee Hwang (NSN)

a)
Can RRC Connection establishment requests for mobile originating calls from a UE be selectively subject to EAB-check? Or is this rather a (semi-)static device property?

discussion:

chairman: CT1 and SA2 seems to have different views here
Vodafone: in REL-10 it is dynamic, NAS says to lower level whether it is an emergency call and this is the same thing here

Renesas: no different view, model to which CT specs are built: UE can overwrite in some cases
Qualcomm: flexibility is nice but would prefer in REL-11 that we leave it as it is, EAB per service is then maybe better considered in REL-12

Vodafone: to Qualcomm: market requirements are coming up quite quickly so would rather consider REL-11

KPN: In SA1 we will work on this for REL-12

NSN: we need to consider timer configuration in RAN2

Renesas: for emergency and high priority we have already exceptions from the more static approach

Huawei: check per connection request is covering it already, semi-static or not does not help, you have to look on each request

Qualcomm: on dynamic aspect: service/application based EAB: we were confused what this means (in SA2)

NSN: RAN2 has to define the timer configuration

Vodafone: no memory, NAS asked for low priority and it is blocked and seconds later there is an emergency call and this is handled

Huawei: it is just a modelling of NAS primitives

Huawei: is subject to EAB establishment cause
Samsung: REL-10 restriction is all the calls are normal or all the calls are delay tolerant

Vodafone: where is this restriction documented?
KPN: from SA1 for REL-11 setting is per device, for REL-12 we plan extension

conclusion:

=>
There are use cases requiring to make it dynamic (in the UE, NAS indicates to AS per RRC Connection Establishment request whether it is subject to EAB)

=>
Already agreed restriction for Rel-10/Rel-11 (all calls except emergency and high priority are low priority) should be enforced on NAS level.

b)
If dynamic, are there any further restrictions? E.g. will a UE with valid AC11-15 always apply the ACB configuration for AC11-15 and not EAB? … 
conclusion:
None.

c)
Are RRC connection Request for “delay tolerant” (i.e. low priority) and ”RRC connection requests subject to EAB-check” one-to-one mapped?

discussion:

Renesas: would like to avoid "one-to-one" terminology, same UE has to support both capabilities but will this stay forever?

KPN: there are different use cases, no requirement that they should be separate
Samsung: flexibility could have disadvantages, would you need EAB for anything else than delay tolerant

KPN: EAB is especially useful for rarely happening events (e.g. Disasters / outages), whereas RRC Rej is also useful for daily congestion events
Vodafone: stage 2 people keep both separate, so why changing this? would keep 2 primitives

Huawei: default configuration on AS, overwrite all from NAS or just a part this is just how to define primitives

Renesas: 1 bit for LAPI and 1 bit for EAB

ZTE: worried about additional complexity

Alcatel-Lucent: no need to change the model

Huawei: indicating 2 settings to CN: binding has the advantage that operator knows how UE is configured, so unbinding needs to be considered on case by case

conclusion:
=>
In Rel-10/Rel-11 RRC connection Request for “delay tolerant” (i.e. low priority) and ”RRC connection requests subject to EAB-check” will always be used together.

=>
The current protocol design allows using them independently (call type and establishment cause) and we stick to that principle. That means there is a separate indication from NAS (call type for EAB) whether this RRC Connection Establishment is subject to EAB. There is one indication for LAPI and one for EAB.
d)
Should AS remain service agnostic, i.e., should NAS decide and indicate per RRC Connection establishment whether it is subject to EAB-check?
If this is the case CT1 can specify further details (applicability of AC0..9 or 11..15; dynamic or device property, …) and change this in later releases without impacting RAN2 specifications
conclusion:

=>
Per RRC Connection Establishment request it can be determined whether it is subject to EAB (same as current design).
Other related documents:

R2-115663
LS from CT1 (C1-114451; contact: NSN)
R2-115673
LS from SA2 (S2-114698; contact: Vodafone)
R2-116039
UE AS-NAS Model for EAB; Ericsson, ST-Ericsson; Disc; 

R2-115773
Impacts of independent configurations for EAB and for 'delay tolerant; ZTE Corporation; Disc; 
R2-115832
EAB applicability; Huawei, HiSilicon; Disc; 
2.
EAB parameters for RAN sharing

This topic was only addressed in the last 10min due to a lack of time.
Main open issues (from a RAN2 perspective):

1)
Should EAB be considered for CN overload control, considering there is a Release 10 mechanism for CN overload control based on the RRC Connection Release/Reject mechanism?

2)
How essential is it (e.g. the motivation and use case) to support option 2 (individual EAB parameters per PLMN) for CN overload control, considering that the increase in system information overhead will lead to an increase in system complexity and might impact call setup performance for all users?

3)
How often the scenario where multiple CN nodes become congested at the same time and the access network has to apply individual levels of access restrictions for each PLMN could occur?

Main options

a)
One set of EAB parameters; No distinction between PLMNs

b)
One set of EAB parameters; with e.g. bitmap indicating to which PLMNs they apply

c)
An individual set of EAB parameters per PLMN

discussion:

Vodafone: ignoring NAS wait timer could be possible and that's what we are worried about

chairman: we have 3 options a./b./c. with increasing flexibility
Vodafone: starting point would be to have full flexibility, e.g. turning off barring must be possible gradually otherwise all UEs would come in but there are more examples where flexibility is needed like roaming case
KPN: options b. and c. would be sufficient for the current requirments in SA1, option a. cannot fulfill the requirements
Deutsche Telekom: recovering is done gradually at the moment, it is not in one shot; RAN sharing will consider just one air interface, so an extension could mean doubling all parameters

TeliaSonera: it is not a protection of the air interface but a protection of the whole network, per operator might cost a bit delay of system information but option c. is a must
Vodafone: EAB does not happen every day

Vodafone: option c. is already mandated by SA plenary

LG: which WG will decide about option b. or c.?

conclusion:
=>
For further study whether to go for option "b) One set of EAB parameters; with e.g. bitmap indicating to which PLMNs they apply" or option "c) An individual set of EAB parameters per PLMN".
=>
Should be discussed further in SA2

related documents:

R2-115644
LS from RAN2 on EAB Requirement for RAN Sharing
R2-116074
System Information Overhead Considerations for EAB; Renesas Mobile Europe Ltd; Disc;
R2-115912
EAB issues; Vodafone; Disc;
4.
Any other EAB issues
Nothing to report.
5.
Closing of the meeting

Henning Wiemann (RAN2 chairman) closed this ad hoc on Wed 16.11.2011 at 09:00am.
Annex A:
Background information
A.1
Work plan
	UID
	Name
	Acronym
	Level
	REL
	WG
	Start
	Target
	completed
	WID
	rapporteur

	450015
	Study on RAN improvements for Machine-Type Communications
	FS_NIMTC_RAN
	SI
	Rel-11
	R2,R1,R3,R4
	18/09/2009
	16/09/2011
	100%
	RP-100330
	Huawei

	480030
	Reduced Scope - System Improvements to Machine-Type Communications
	SIMTC
	F
	Rel-11
	S1,S2,S3,C1,C3,C4,C6,R2,R3
	10/06/2010
	14/09/2012
	17%
	SP-110499
	KPN

	530009
	RAN overload control for Machine-Type Communications
	SIMTC-RAN_OC
	BB
	Rel-11
	R2,R3,C1,C6
	16/09/2011
	14/09/2012
	4%
	RP-111373
	Huawei

	530109
	Core part: RAN overload control for Machine-Type Communications
	SIMTC-RAN_OC-Core
	WT
	Rel-11
	R2,R3
	16/09/2011
	16/03/2012
	0%
	RP-111373
	Huawei

	530209
	Stage 3 (CS+PS) Extended Access Barring for UTRAN and E-UTRAN
	SIMTC-RAN_OC
	WT
	Rel-11
	C1,C6
	16/09/2011
	14/09/2012
	5%
	CP-110728
	Ericsson

	530309
	CT1 part of Stage 3 Extended Access Barring for UTRAN and E-UTRAN
	SIMTC_RAN_OC
	SWT
	Rel-11
	C1
	16/09/2011
	14/09/2012
	10%
	CP-110728
	Ericsson

	530409
	CT6 part of Stage 3 Extended Access Barring for UTRAN and E-UTRAN
	SIMTC_RAN_OC
	SWT
	Rel-11
	C6
	16/09/2011
	14/09/2012
	0%
	CP-110728
	Ericsson


A.2
Current documentation

RAN2 studied EAB in study item FS_NIMTC_RAN which resulted in TR 37.868 v11.0.0 (2011-09):

5.1.1.2
Extended Access Barring
Extended Access Barring (EAB) is a method for the network to selectively control access attempts from ‘UEs configured for EAB’ (which are considered more tolerant to access restrictions than other UEs) in order to prevent overload of the access network and/or the core network, without the need to introduce any new Access Classes. In case of congestion, the network could restrict access from ‘UEs configured for EAB’ while permitting access from other UEs. When the network determines that it is appropriate to apply EAB, it broadcasts necessary information on the BCCH to provide EAB control for UEs. In the case of multiple core networks sharing the same access network, EAB information can be PLMN specific. It is FFS whether we can avoid duplicating all EAB information to limit the overhead on broadcast.

EAB enforcement will be implemented in the UE AS layer and interwork with legacy Access Class Barring, it should ensure that the corresponding requirement specified in [11] section 4.3.4 could be satisfied. To ensure that the network can react fast enough to prevent overload in critical scenarios, different alternatives for EAB information update and acquisition could be considered.
7
Conclusion

For RAN overload control, a number of candidate solutions were investigated during the study phase. As a result, Extended Access Barring (EAB) is believed to be a feasible solution and is adopted for RAN overload control. The different alternatives for EAB design could be further considered as part of a possible Work Item.

This SI FS_NIMTC_RAN was closed at RAN #53 in Sep. 2011 and a WI SIMTC-RAN_OC-Core (RP-111373) was started:

3
Justification

A large number of MTC devices are expected to be deployed in a specific area, thus the network has to face increased load as well as possible surges of MTC traffic. Radio network congestion may happen due to the mass concurrent data and signaling transmission. This may cause intolerable delays, packet loss or even service unavailability.

Within the Study Item ‘Study on RAN improvements for Machine-Type Communications’, the control of signaling congestion and overloading of RAN nodes due to MTC devices have been identified as the first priority improvement area as concluded in DRAFT TR 37.868. Therefore, RAN level mechanisms to guarantee network availability and help network to meet performance requirements under such MTC load need to be investigated and specified.

4
Objective

The objective of this work item is for both UMTS and LTE to specify Extended Access Barring  mechanisms for RAN overload control (corresponding requirement is specified in TS 22.011, section 4.3.4). The EAB mechanism should be suitable for but not limited to Machine-Type Communications. 
The SA1 TS 22.011 v11.1.0 (2011-09) [developed under REL-8 SI FS_M2M] specifies the requirements:
4.3.4
Extended Access Barring

Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network. In congestion situations, the operator can restrict access from UEs configured for EAB while permitting access from other UEs. UEs configured for EAB are considered more tolerant to access restrictions than other UEs. When an operator determines that it is appropriate to apply EAB, the network broadcasts necessary information to provide EAB control for UEs in a specific area. The following requirements apply for EAB:

-
The UE is configured for EAB by the HPLMN

-
EAB shall be applicable to all 3GPP Radio Access Technologies.

-
EAB shall be applicable regardless of whether the UE is in a Home or a Visited PLMN.

-
A network may broadcast EAB information.

-
EAB information shall define whether EAB applies to UEs within one of the following categories: 


a)
UEs that are configured for EAB;


b)
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 


c)
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

-
EAB information shall also include extended barring information for Access Classes 0-9. 

-
A UE configured for EAB shall use its allocated Access Class(es), as defined in sub-clause 4.2, when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred. 

-
If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

-
If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1

-
If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.

-
In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.
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	Tdoc
	Title
	Source
	Type
	Comment

	R2-114804
	LS on EAB Requirements (to: CT1, SA1; cc: SA2; contact: NSN)
	RAN2
	LSout
	sent from RAN2 #75 in Aug. 2011

	R2-115644
	LS on EAB Requirement for RAN Sharing (to: SA1; cc: RAN3, GERAN2, SA2; contact: Vodafone)
	RAN2
	LSout
	sent from RAN2 #75bis in Oct. 2011

	R2-115663
	Reply LS To R2-114804 on EAB Requirements (C1-114451; to: RAN2, SA2; cc: SA1, CT6; contact: NSN)
	CT1
	LSin
	received as input to RAN2 #76 in Nov. 2011

	R2-115673
	Reply to LS to R2-114804 on EAB Requirements (S2-114698; to: RAN2, SA1, CT1; cc: -; contact: Vodafone)
	SA2
	LSin
	received as input to RAN2 #76 in Nov. 2011

	R2-115773
	Impacts of independent configurations for EAB and for 'delay tolerant
	ZTE Corporation
	Disc
	

	R2-115832
	EAB applicability
	Huawei, HiSilicon
	Disc
	

	R2-115912
	EAB issues
	Vodafone
	Disc
	

	R2-115943
	EAB Related Issues for Joint Meeting
	Nokia Siemens Networks, Nokia Corporation
	Disc
	

	R2-116039
	UE AS-NAS Model for EAB
	Ericsson, ST-Ericsson
	Disc
	

	R2-116074
	System Information Overhead Considerations for EAB
	Renesas Mobile Europe Ltd
	Disc
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