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1 Introduction
In this contribution, we discuss different scenarios where rare signaling on BT and WiFi side can occur and if specific solutions to handle these events are needed.
2 Discussion
2.1 Characteristics of ISM signaling
2.1.1 BT connection setup
As specified in [1] and discussed in [2], the BT connection setup consists of the following events:

1. Inquiry Scan followed by Inquiry Response if scan is successful.

2. Page Scan followed by Page Response if scan is successful.

3. BT SNIFF event (to maintain connection during BT idle mode).

The LTE uplink transmission may interfere with some of the events of the connection setup procedure. The frequency as well as duration times of these events might be more or less known in advance. For example, the device may need to be able to receive inquiry/page at periodic times over a long time period. Other events occur more rarely and the timing is only known to some extent in advance. 
Assuming that the inquiry has been successful and the address of the Bluetooth device is known, the connection setup procedure is the following [1]: 
1. The slave scans for paging. The scan interval can be from 11.25 ms up to 33.75 ms period every 1.28 or 2.56 seconds depending on if the Bluetooth device has an established link or not.  This scanning continues as long as the device wants to be discoverable.  When the paging finally occurs, the master sends a paging message to the slave. 
2. The slave responds with a page response message. 

3. The master transmits the master page response message to the slave. The message contains the frequency hopping synchronization (FHS) packet including the master’s clock and Bluetooth address.

4. The slave responds to the master FHS packet with the ID message.

5. The master transmits a poll packet to the slave to verify that the transition from the page hopping sequence to the new sequence is successful.

6. The slave responds to the poll with any type of packet. 

The above described procedure is illustrated for the case where the phone is slave and for the case where the phone is master in Figures 1 and 2, respectively. In the figures, the messages that may collide with LTE uplink transmission are highlighted. Even though the number of colliding transmissions is similar in these two cases, the solutions how to avoid the interference vary. 
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Figure 1. BT connection signalling, the phone is slave.
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Figure 2. BT connection signaling, the phone is master.
In the case when the headset is master (Figure 1), the slave in the device cannot impact the timing of the messages. If it wants to protect initial page scan with autonomous denials, it has to deny 1 % of all uplink transmissions. This can have significant impact on LTE performance as is discussed in [2]. The master page response and 1st packet from the master follows directly the page message and the page response message. However, because packet errors might occur so that retransmissions are needed, the exact time when these messages are correctly received is not known by the slave. Thus the slave may need to deny more LTE uplink transmissions than what correspond to the duration of the message itself.
In the case the phone is master (Figure 2), it chooses when to page the device it wants to connect to. The device then needs to protect the messages back from the slave. For the master it is possible to perform paging during LTE inactive time and thus also protect page response received from the slave. It should be noted that UL transmission can occur only if the UE has received a grant 4 ms before the subframe under consideration.  As regard to master page response and second slave response, there is certain degree of robustness in Bluetooth side. It might be ok to miss some of the responses and still succeed in connection set-up procedure. 
We can conclude that if the Bluetooth master mode is assumed in the phone, then scenarios where interference can occur are limited. Thus, it is highly preferred that the master is in the UE in case the LTE side should aid successful Bluetooth connection setup. In earlier meetings, it has been discussed that some legacy Bluetooth devices may not accept or support master-slave switch request. However, we assume that these devices will be phased out during next 2-4 years. We do not expect IDC solutions standardized in Rel-11 to be deployed much earlier than that either. Furthermore, for the phone it is natural to act as master already today because then it can have many connections to different devices. 
Proposal 1 Assume Master mode for BT device in a phone to be able to synchronize BT signaling with LTE activity level

It is important to note that the discussion concerning what needs to be done at the LTE side in order to aid Bluetooth connection setup is entirely based on the present Bluetooth specification. Because work on coexistence is ongoing also with Bluetooth SIG, an IDC solution targeting Rel-11 should take into account what is supported by the Bluetooth specification at the corresponding time, in order not to specify an overly complicated solution which, at the time the specification is released, would be obsolete.  
Proposal 2 Make sure that the mechanisms introduced in LTE take into account what the Bluetooth standard looks like at that time frame, and not only relies on Bluetooth features of today, which might be obsolete at the time the LTE IDC features are found on the market
2.1.2 WiFi connection setup
As listed in [2], short events during WiFi connection-setup include:
1. Active Scanning (probe request and probe response)
2. Beacon reception and transmission
It can be expected that after these events, the WiFi device moves to an active state. Considering that IDC interference in the active state needs some solution, either FDM or TDM based, then it would be natural to use this same solution also for the WiFi connection setup signaling. See [3] for further details how e.g. DRX gaps can be utilized in WiFi beacon handling. 
Proposal 3 IDC interference during WiFi connection setup can be solved by the solution used for interference avoidance during the whole session.
2.2 Available gaps in different LTE states
From the analysis for BT signalling we saw that few signalling messages in the ISM side might need protection from LTE uplink transmission. In the WiFi scenario, the need to protect very rare events is not so clear. The need for short term gaps for ISM signalling depends highly on the activity state of the UE on the LTE side. We can distinguish between the following cases:

· LTE is detached. In this case there is not any risk of interference.

· LTE is in IDLE state. In this state, the UE performs IDLE mode measurements, reads paging over one subframe every paging cycle and if moved to another area it may need to do an update of its location to the NW (i.e. a tracking area update). Because activity level resulting from paging and measurements is very low, the risk of interference is very low. In addition, because paging occurs in deterministic time moments, the device can coordinate its actions in different radio modules.

· LTE is in long DRX.  In this state, the UE performs connected mode measurements and monitors the PDCCH over drx-OnDurationTimer every DRX cycle. The UE leaves the DRX state when transmitting a Scheduling Request (SR) or when receiving a grant/assignment on the PDCCH. Because the SR transmission time is known in advance (based on PUCCH configuration) and the PDCCH assignments can be received only during drx-OnDuration, the DRX behaviour is known sometime in advance.
· LTE is in active state. In this state the UE receives in every subframe in the downlink, except during measurement gaps. Measurement gaps can have a periodicity of 40 ms or 80 ms and a length of 6 ms. The UE performs UL transmission if the UL grant is received on the PDCCH 4 ms in advance. Because UL transmission are not performed or granted during measurement gaps, there can be 6 + 4 ms = 10 ms predictable gap in uplink every 40 or 80 ms.  
It can be seen that in all LTE states there is room to perform ISM signalling. These gaps can be utilized for ISM signalling especially in the case when the device is controlling the timing of the reception.
Proposal 4 Confirm that in each LTE state there are DL/UL gaps that can be used for ISM signaling. 
In some limited cases where the LTE uplink is fully occupied, measurement gaps are not configured, and BT/WiFi signaling has limited duration (e.g. under 20 ms) as well as occurs very rarely (once in a day), then autonomous denials could be considered. It is important that the denial rate is limited. On the other hand, if denials occur very rarely, then we do not see so strong need to introduce additional signaling for this. 
Proposal 5 Autonomous denials could be considered only in a case when LTE uplink is fully occupied, measurement gaps are not configured and IDC interference situation has a limited duration and occurs rarely.
3 Conclusions and Proposals

In this contribution we have discussed how to handle IDC interference for rare signalling of Bluetooth and WiFi. The preferred solution depends on the scenario. For example, if more permanent IDC interference is expected soon after BT/WiFi connection setup signaling, the preferable way is to use IDC interference solution pro-actively also for signaling. If the interference is very rare and missing one or two transmissions do not degrade BT/WiFi service quality notably, then we consider that LTE side does not need to provide any solution for interference situations, considering that in all LTE states there are typically gaps that can be used for signaling. Finally, in very few scenarios autonomous denials could be considered.
In this contribution, we have made the following proposals:
Proposal 6 Assume Master mode for BT device in a phone to be able to synchronize BT signaling with LTE activity level REF _Ref305073261 \h 

Proposal 7 Make sure that the mechanisms introduced in LTE take into account what the Bluetooth standard looks like at that time frame, and not only relies on Bluetooth features of today, which might be obsolete at the time the LTE IDC features are found on the market
Proposal 8 IDC interference during WiFi connection setup can be solved by the solution used for interference avoidance during the whole session.
Proposal 9 Confirm that in each LTE state there are DL/UL gaps that can be used for ISM signaling. 
Proposal 10 Autonomous denials could be considered only in a case when LTE uplink is fully occupied, measurement gaps are not configured and IDC interference situation has a limited duration and occurs rarely.
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