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1. Introduction

In RAN2#74 [1] introduced a proposed solution to an observed in field behaviour for devices supporting simultaneous CS and PS connections. 
In this paper we present the results of analysis gathered when evaluating CS call drops when an RLC unrecoverable error is triggered.

2. Discussion

When an unrecoverable RLC error occurs on a PS RAB then the UE must comply with the existing standards and perform a cell update with cause “RLC unrecoverable error” in the case of the appropriate configuration. This procedure in itself causes the UE to initiate a cell selection followed by sending of a cell update message which is done in an attempt to recover the PS RAB. Unfortunately this procedure can lead to user frustration due to interruption of the on going CS call and also notably CS call drops due to an inability to recover the PS RAB.
During R2#74 a number of companies said they had observed the same issue of CS call drops due to occurrence of an RLC unrecoverable error, whilst  a number of other companies expressed an interest to explore the issue further.
Since then a number of contributions [2, 3, 4, 5, 6, 7, 8, 9, 10, 11] have discussed and presented solutions to this issue of a CS call drop occurring in the case of an RLC unrecoverable error on an ongoing PS RAB during a simultaneous multiRAB call.
In RAN2#75bis a request was made as to whether specific statistical details could be provided regarding the occurrence of this problem in order to ascertain the need to adopt a solution in 3GPP.

In this paper we present some findings to address this aspect.
1.1 Call Drop Analysis – Observed causes in IoT and Real networks

In this section we identify some of the causes which have been observed to lead to occurrences of call drops in multiRAB configurations when a cell update with cause “RLC unrecoverable error” is triggered.

1. Infrastructure backhaul congestion

In one vendors network PS RABs were seen to experience delays in retransmissions which was identified to be due to Ethernet congestion, this subsequently caused an increase in the number of RLC unrecoverable errors. 
2. Node B corruption of RLC PDUs

During operation in another live network an occurrence of RLC unrecoverable errors was investigated to be due to the Node Bs causing unexpected errors to the RLC PDUs.

3. PS RAB addition and reconfiguration

During IOT it has been observed that frequent addition and reconfiguration of PS RABs during ongoing CS calls can lead to unexplained occasions of RLC unrecoverable errors. This scenario could occur when operating in live networks especially if in soft handover.
Whilst it can be observed that the causes of these occurrences of RLC Unrecoverable Error resulting in call drops were due to network issues, the fact remains that they do readily occur and lead to unnecessary CS call drops when the problem is only on the PS RAB.

1.2 Call drop Analysis – number of call drops

In addition to these causes we have also gathered the following data regarding the number of call drops on 2 different operator’s networks. The specific causes of the occurrence for RLC unrecoverable error (RUE) are not captured in this analysis and only the occurrences of call drops caused by RUE are considered.
It should be noted that for the numbers given below the “Total number of call drops analysed” includes both CS only and CS+PS scenarios. Clearly with the CS only call drops filtered out then the percentage of multiRAB call drops with the occurrence of this cell update with cause “RLC Unrecoverable Error” will be higher.
On operator 1 network

Total number of call drops analysed = 2186

Total call drops due to RUE = 67 (3.07%)

In order to provide some distinction between RUE caused by poor coverage which ultimately also caused call drops the number of RUEs in a good coverage were considered.  To achieve this, the number of RUEs when the Ec/No >-17dB were counted as a separate evaluation.
Total call drops for RUE when Ec/No>-17dB = 51 (2.33%)

On operator 2 network

Total number of call drops analysed=660

Total call drops due to RUE=24 (3.64%)

Total call drops for RUE when Ec/No>-17dB =17 (2.58%)

In addition it should also be noted that these numbers only represent CS call drops when the cell update with cause “RLC unrecoverable error” were triggered. What is not captured is the number of calls containing gaps in the audio caused by the cell selection and cell update procedures.  In some cases the user may have terminated the call due to frustration from those gaps.
2. Conclusion

In this paper we have presented in sections 2.1 and 2.2 analysis from real networks regarding the number of call drops caused by RLC unrecoverable error as well as 3 real scenarios where RLC unrecoverable errors were detected and their causes analysed. 

Based on the analysis presented it seems clear that the occurrence of RLC unrecoverable errors is based on a number of causes but can be considered to lead to between 2.3%-3.6% of all call drops. 
Considering that the number of calls that use multiRAB configurations continues to rise, as users wish to make voice and simultaneous data calls, then this percentage is likely to continue to rise.
Proposal: 
The proponents of this paper therefore propose that it is necessary for a solution to be adopted in 3GPP to mitigate for this aspect of call drops triggered due to the occurrence of an RLC Unrecoverable Error.
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