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1. Introduction
During RAN2 meetings, the agreement on where the EAB check would be handled was reached:

· EAB will be executed at AS layer
· Somehow the UE knows whether at a certain RRC connection establishment it needs to apply EAB or not

· UEs configured with EAB check their categories (i.e. category a, b, c) in order to decide whether or not to apply EAB
· If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause ACB that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network
However, there are some remaining issues about EAB execution. In this contribution, we describe the EAB mechanism in detail and more specially focus on the interaction between AS and NAS based on the SA1 requirements defined in [1].

2. Discussion
Based on above agreements and analysis in [2], AS layers need to obtain the flowing information from NAS layer before EAB check execution:

· UE category

· Access Class(es) information

· Call type/RRC establishment cause

In the following, we will analyze separately how to acquire this information one by one. 
2.1. UE category
According to SA1 requirements, EAB information would define whether EAB is applicable to one of the categories of UEs:
a) UEs that are configured for EAB;

b) UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c) UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

Therefore, AS layer needs to know its EAB category, which is a), b) or c) when it initiates RRC connection set up and compares with the category information of EAB parameters in the system information in order to confirm whether it is necessary to execute EAB or not.
The question is whether the information of EAB category is obtained from NAS layer explicitly or estimated by AS based on essential information provided from NAS layer? According to above illuminations of EAB category, in order to get the knowledge, it is required to know: whether UE is configured for EAB; UE’s RPLMN; UE’s HPLMN and EPLMN list; Operator Controlled PLMN Selector list. In the NAS layer, this information exists because PLMN choose is implemented in the NAS layer. On the other hand, only UE’s RPLMN is available in AS layer. 
Therefore in order to make the whole procedure simple and keep consistency for ACB, we prefer:
Proposal 1: NAS layer will indicate explicitly to AS layer what the UE category is, a), b) or c).
2.2. Access Class (es) information
There is such requirement in SA1: A UE configured for EAB shall use its allocated Access Class (es) when evaluating the EAB information that is broadcast by the network, in order to determine if its access to the network is barred.
Thus AS layer needs to know its Access Class (es), moreover if the UE has one or more classes in range of 11-15, it is necessary to know whether it/they is/are valid or not in AS layer when it initiates RRC connection set up and compares with the AC information of EAB parameters in the system information in order to confirm whether it is necessary to execute EAB or not. I.e. AS layer also needs to know whether the UE is in its home country or HPLMN/EPLMN.
The problem is how AS layer will know these information. Firstly we review how to implement this in ACB:
1) LTE: Currently, the UE AC based barring is indicated in AS layer, except for SSAC. For SSAC, the access baring parameters of MMTEL-video and MMTEL-voice are broadcasted in SIB2. AS layer inside UE will transfer these access barring information for SSAC to application layer (i.e. IMS layer). In application layer, the actual barring evaluation and mechanism are implemented.
2) UMTS: Whole process of access barring is defined in AS layer and barring parameters are included in SIB3. 
Based on above analysis, we could conclude that AS and IMS layer know the information of AC and its validity after AC barring check in LTE. So how to get these information could depend on whether the ACB check is executed firstly or not. In case that ACB check is executed firstly, when consider whether or not to execute EAB check,  AS layer has already known the information of AC and its validity and it could estimate whether it is required to execute EAB check immediately. In case that EAB check is executed firstly, when consider whether or not to execute EAB check,  AS layer has to reuse the existing behaviors in ACB in order to known the information of AC and its validity.
Base on [3], we prefer ACB check firstly. Therefore there is no additional workload and complexity on deriving the information of AC and its validity before EAB execution. 
Proposal 2:It is kindly to ask RAN2 agree that if AC barring check is executed firstly at AS layer, then there is no excess workload and complexity on deriving the AC(s) information and its(their) validity.
2.3. Call type/RRC establishment cause
There is such requirement in SA1: If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network.

Therefore, AS layer needs to know the corresponding information when UE initiates RRC connection set up and check call type in order to know whether or not to execute EAB check. With regard to the information from NAS layer, there are two options:

Option 1: Call type

Based on the modeling between AS and NAS captured in [4] and [5], this option is simplest and cause no additional behave at NAS layer. At RRC layer, UE will decide whether the access attempt is subject to EAB from call type view according to “call type information” informed by NAS layer and AC validity judged by AS layer during ACB check.

Option 2: RRC establishment cause

In this option, it cause more complexities caused by mapping call type to RRC establishment cause than option 1 at NAS layer. At RRC layer, UE will decide whether the access attempt is subject to EAB from call type view according to “RRC establishment cause” informed by NAS layer. This option makes it simple when UE reduce whether the access attempt is subject to EAB at AS layer.

Proposal 3: Ask RAN2 to consider above analysis and discuss which option, “call type” or “RRC establishment cause”, is preferred. 

3. Conclusion

It is discussed that how to obtain the information required by EAB check from NAS layer in this contribution. Based on SA1 requirements and current agreements on EAB mechanism reached in RAN2, we propose that: 
Proposal 1: NAS layer will indicate explicitly to AS layer what the UE category is, a), b) or c).
Proposal 2:It is kindly to ask RAN2 agree that if AC barring check is executed firstly at AS layer, then there is no excess workload and complexity on deriving the AC(s) information and its(their) validity.
Proposal 3: Ask RAN2 to consider above analysis and discuss which option, “call type” or “RRC establishment cause”, is preferred. 
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