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1. Introduction
Some agreements have been reached in RAN2 on MTC RAN overload. However, there are some remaining issues on the applicability of EAB mechanism are needed to discuss further:

· The relation between EAB and ACB? 

· Which will be executed firstly, EAB or ACB?

· Whole procedure？

In this contribution, we try to resolve these issues. 
2. Discussion
First of all, the relation between EAB and ACB is clarified and then the procedure of EAB execution is proposed.
2.1. The relation between EAB and ACB
In order to resolve the issue which will be executed firstly, we need to clarify the following question: 
Are RRC connection Request for “delay tolerant” (i.e. low priority) and “RRC connection requests subject to EAB” one-to-one mapped?
In [1], CT1 responded: CT1 has understood that the intention has been to design MTC related protocol enhancements so that they can be supported by other types of UEs too, if needed. Therefore, CT1 has defined 2 separate configurations for EAB and NAS signalling low priority (delay tolerant) in 3GPP TS 24.368, hence it is possible to configure them independently. CT1 is also aware that the same principle applies on the corresponding configuration maintained by the HPLMN operator in 3GPP TS 31.102.

This means that there is no one-to-one mapped relation between “delay tolerant” (i.e. low priority) access requests and “RRC connection requests subject to EAB”. That is delay tolerant access requests may be not subject to EAB and other RRC Connection Request than for delay tolerant could be subject to EAB. 

SA1 requirements ask UEs configured for EAB to implement double check for both ACB and EAB, instead of single EAB control or single ACB control before the access attempt.
Observation: EAB and ACB are 2 separate characteristics and UEs configured for EAB need to check the both aspects in order to implement double controls of overload.
2.2. Which will be executed firstly, EAB or ACB?
In this section, we discuss the issue  which will be executed firstly, EAB or ACB. With regard to this topic, considering the following SA1 requirements on the EAB: 
· If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network
· If the network is not broadcasting the EAB information, the UE shall be subject to legacy access barring 

· If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to legacy access barring
There are two options: 
Option 1: EAB check is executed firstly
Based on [2] and above SA1 requirements, we think that EAB is only applicable for Access Classes 0-9. It is applicable for UEs configured for EAB with establishment cause “delayTolerantAccess”, “mo-Signalling” and “mo-Data”. In the other cases or UEs not configured for EAB, if configured for ACB, UE need to apply legacy ACB. Except for establishment cause, EAB could distinguish UEs via category (i.e. category a), b) and c)) further in order to avoid unnecessary access delay due to barring or delay a great number of access in case that the situation of RAN overload or CN overload is not severe.
Firstly, UE will check call type and other information on call establishment provided by NAS. In case of neither emergency calls nor high priority calls, UE will check the system information contains EAB parameters. If there are the parameters applicable for this UE, the call will be delayed (barred over time in figure 1) or barred until new notification from network (i.e. the corresponding AC(s) of this UE is (are) allowed in the updated bitmap).
In [3] and [4], there are proposed EAB procedures. From them, we get the proposed EAB procedure of Option 1 as below: 
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Figure 1: EAB procedure of Option 1

Option 2: ACB check is executed firstly

According to the first requirements, [4] think that it imply that ACB check should be executed before EAB, otherwise UEs have to check ACB firstly to understand whether special AC is allowed or not before EAB check. If not allowed, UEs have to go back to check EAB and then if pass the EAB check, UE will check ACB again. The whole process is very complex. On the other hand, the sequence of from ACB check to EAB check is much simpler in the RRC specification.
From SA1 requirements point of view, above 2 options both are possible. Therefore, we propose: 
Proposal 1: It is kindly to ask RAN2 send LS to SA1 in order to clarify the implication of above requirements.

2.3. Whole procedure？
From RAN2 point of view, we try to analyze how to execute the EAB check. 
Based on the proposals from [6], the results after EAB check are: delay or bar. For the result of delay, it is expected that the access will be successful after random time. For the result of bar, it is expected that this access attempt is barred. 
On the other hand, the access attempt will be barred or allowed with comparison to barring time for ACB check.
Based on above analysis, we put forward the whole procedure of EAB mechanism, as figure 2:
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Figure 2: Proposed EAB procedure of Option 2

Here the yellow rectangle denotes the potential states after ACB check or EAB check; character in red denotes the content  not achieved in specifications. 

Proposal 2: Take above proposed EAB procedure as the baseline.

3. Conclusion

In this contribution, we discussed further the remaining issues on the applicability of EAB mechanism and showed our opinions about them. Based on the analysis, we proposed:

Observation: EAB and ACB are 2 separate characteristics and UEs configured for EAB need to check the both aspects in order to implement double controls of overload.
Proposal 1: It is kindly to ask RAN2 send LS to SA1 in order to clarify the implication of above requirements.

Proposal 2: Take above proposed EAB procedure as the baseline.
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